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Introduction

Introduction

This manual describes installation and operation of the LeCroy
Sierra M6-4™ Protocol Analyzer and includes examples of typical applications.

m

Saarra ME+4
SASTATA

Sitmate ol

oo - O]

Figure 1 LeCroy Sierra M6-4 Protocol Analyzer

Analyzer Overview

The Sierra M6-4 SAS/SATA Protocol Analyzer is a serial bus analyzer, supports host
and device emulation, and provides error injection functionality. The SAS analyzer
software performs serial bus analysis for Serial Attached SCSI (SAS) data transfers,
as well as Serial ATA (SATA) data transfers through STP data transfers. The SATA
analyzer software performs serial bus analysis for Serial ATA (SATA) data transfers.

The Sierra M6-4 Analyzer helps Hardware, Firmware, Design, and Application
Engineers troubleshoot and diagnose SAS and SATA problems within their product.
The analyzer supports the following:

» Capture, triggering, and filtering of Serial Attached SCSI packets or Serial ATA
packets

* Generation of bus traffic as a SAS Initiator Emulator or a SATA Host Emulator,
while monitoring and analyzing results

» SAS target emulation and SATA device emulation

* Running a Pattern Generator

» TX Vout on transmitters for test and characterization
The analyzer provides for bi-directional trigger and capture of commands, primitives,
patterns and all bus conditions. You can capture all frames and/or exclude traffic.

The Sierra M6-4 Analyzer has a USB port and an Ethernet port to connect to a
computer. You can cascade analyzer units for higher port counts. You can trigger
manually or trigger on a specific event.

The Sierra M6-4 Analyzer provides a full range of views and statistical reports.
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Receiving Your Analyzer

The analyzer package includes the following components:

» 1 Sierra M6-4 Analyzer identified in the packing list
* 1 MiniSAS to 4-x1 SATA straight cable, 1 meter

» 1 MiniSAS to 4-x1 SATA crossover cable, 1 meter
* 2 mMSAS to mSAS cables, 1 meter

* 2 mMSAS to SAS x4 cables, 1 meter

1 USB A-B 2.0 cable, 1.8 meter

» 1 Ethernet cable, 10 feet

» 1 10-position ribbon cable, 6 inches

1 SMB RA to SMB RA cable, 6 inches

1 Three-Prong AC power cord

1 Installation CD ROM with software and documentation
1 Sierra M6-4 Getting Started manual

Unpacking the Analyzer

Inspect the received shipping container for any damage. Unpack the container and
account for each of the system components listed on the accompanying packing list.
Visually inspect each component for absence of damage. In the event of damage,
notify the shipper and LeCroy Corporation. Retain all shipping materials for shipper’'s
inspection.
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Analyzer Features

The Analyzer has the following features:
» Power Switch
» Frame, Speed, Link, Error, and Trigger LEDs
» External Trigger Input and Output
* Initiator and Target mini-SAS connectors (4)
» Expansion In/Out data ports and Clock In/Out connectors
 Status and Configuration LCD Display
» USB port for host connectivity
» Ethernet port for network connectivity
» Power In (on back)

LeCroy

Sierra MG-4

SASISATA

Figure 2 Front Panel
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LEDs support each port link, with the following functionality:
FRAME/OOB Before the link is established, illuminates during the OOB sequence.

Green

SPEED
Orange

LINK
Yellow

ERROR
Red

TRIGGER
Blue

After the link is established, indicates traffic on the bus.
Illuminates as follows:

Speed Initiator  Target

1.5G Off Off
3.0G On Off
6.0G On On

Illuminates when a link is established.
Illuminates when an error occurs.

llluminates when a trigger occurs.

nm T2 B3T3

Figure 3 LEDs

Status and Configuration Display

The Analyzer front LCD display indicates the configuration and status of operations.
For example, during initialization, the LCD panel displays boot status messages.
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Installing Your Analyzer

Software Installation

The software works on systems using the Windows® XP operating system.

Do not connect! Do not connect Sierra M6-4 to your host system until software installation is
complete.

1. Insert the Installation CD ROM into the CD drive on the host machine.

2. The installation automatically starts setup, unless Auto Run is off. In that case,
select the CD ROM from “My Computer” and click Setup.

3. After the warning to close all other programs and before starting the installation,
the Install component selection opens.

4. Select components for installation.
Click Next to complete the installation.

System restart
You must restart your computer before you can use your Analyzer software.

Error Message
If you get an error message during installation of the drivers for Window, consult your
system administrator. Your system may allow only administrator-level users to copy
such driver files.
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Hardware Setup

Separate Systems

When using the analyzer, it is recommended to use a system to generate bus traffic
and a second system to run the software, to avoid characterization of analyzer traffic.

Connecting in General

Note: You must install the software before connecting the analyzer to the host
machine for the first time.

To set up the analyzer:

1. Connect the analyzer to a 100V-240V, 50Hz—-60Hz, power outlet and turn on the
Power switch.
At power on, the analyzer will go through initialization as shown on the LCD
display.

2. Connect the USB cable between the Sierra M6-4 USB port and a USB port on the
Host PC. The host PC operating system detects the analyzer and driver files.

3. Connect the analyzer as shown in Figure 4:

Analyzer
InHiator Targot
| Connector| [Connecior
crossover straight
HBA Hard Drive

Figure 4 Analyzer Connections
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Cables to Use

When using Sierra as a Host Emulator, connect from Target to hard drives using an
iPass to SATA octopus Straight cable.

When using Sierra as a Device Emulator, connect from Initiator to HBAs using an
iPass to SATA octopus Crossover cable.

When connecting between a HBA and a disk drive, use a crossover MiniSAS (iPASS)
from the initiator port on the Sierra to MiniSAS or SAS4X cable depending on the HBA
connector, and a MiniSAS from the target port to SATAx4, connecting the SATA
connector to the disk drive.

Host Emulator Connected to DUT Analyzer Connectad to DUTs which Required Single Lane SATA Connactors
Initiator Target Initiator Target
. Conneclor Conneclor
Connector | [ Connector | —I— | -

SAS x4 Cable (Crossover) SAS x4 Cable (Straight)

I oo

Analyzer Connected to DUTs which Required External 4 Lane Connector

SAS x4 to SATA Cable (Straight)

Device Emulator Connected to DUT

Initiator Target

Connector |—Conneclor |

Initiator

Target
Connector | | Connector |

SAS x4 Cable (Crossover) SAS x4 Cable (Straight)

SAS x4 to SATA Cable (Crossover)

Figure 5 Sierra M6-4 Connected as an Analyzer
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Expandability

You can use cascading of analyzer units for higher port count, by daisy chaining the
units through the provided Expansion and Clock In/Out interfaces on the analyzer
front. Connect “Out” connectors to “In” connectors of the next unit in the chain, for
both Signal and Clock interfaces. You must provide external hubs for connecting the
host PC to these units using USB or Ethernet. You can cascade up to eight units.

Cascading
To set up the units in a cascade:

1. Connect all units to the Host PC using either USB or Ethernet cables. You can use
hubs.

2. Locate the Expansion and Clock ports on the front of each unit.

L ——————
LeCroy

Sierra MG-4
SASISATA

Initiator Target

: . ————
Expansion Clock

ee ' L]

In Out Out In < =

Figure 6 Expansion and Clock Ports on Front Panel

3. Connect the OUT Clock connector of Unit 1 to the IN Clock connector of Unit 2
using the supplied stacking cables. Similarly connect any additional units.

Expansion

Figure 7 Expansion and CLOCK Ports

4. Connect the OUT 10-pin connector of Unit 1 to the IN 10-pin connector of Unit 2
using the supplied stacking cables. Similarly connect any additional units.

Note: Unit 1 must be the unit that has the first out connection.

Figure 8 Cascading
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5. Make a note of the last four digits of the MAC address of the unit designated as
Unit 1 and the last four digits of the other units, in order of connection.

Figure 9 Address Digits

Important! Power up all units before starting the software.

After you start the software, the software searches for and displays all connected units
in the Select Device dialog.

x

| bultilink dmalpzer

Device ID In Uze Connection Type| Device Type
& 0040300017 [*es Ethernet ST Tahoe Device

001040300020 Nao Ethemnet ST Tahoe Device

Figure 10 Select Device Dialog
If you have multiple devices, you can check the Multilink Analyzer check box.

You must compare the addresses in the Device ID field to the addresses you noted in
step 5 above.

To match your unit sequence to the address for each unit in the Select Device dialog,
click the pull down tab under the Order heading (not shown, but on the right side) and
select unit numbers: 1 for Unit 1, 2 for Unit 2, and so on.

Then click OK and let the software initialize.

Important! Power up all units before starting the software.
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Connecting via Ethernet

The Ethernet connection can have any of these configurations:

1. Analyzer connected to a network using a hub, switch, Gigabit Ethernet interface, or
similar device.

2. Analyzer connected to the host computer (machine running the application
software), using a hub, switch, Gigabit Ethernet interface, or similar device.

3. Analyzer connected directly to the host computer using a crossover cable.

Connecting to a Network

When connected to a network, the analyzer can communicate with the DHCP server
to establish a connection. The DHCP server continually sends the next available
IP address to the analyzer until the software starts.

Connecting using a Hub, Switch, or Similar Device

When connected to the host machine using a hub, switch, Gigabit Ethernet interface, or
similar device, the Analyzer must communicate with the host computer to establish a
connection. The host computer continually broadcasts the next available IP address
to the Analyzer, until the software starts.

IP Address

When you start the software, the Device Selection dialog appears.

Device Selection Dialog k

Local devices
" Al Parts 1USE / Ethemet
£ LFT
" USE
¥ Ethemnet

" Remote devices
" Hardware Mot Installed [Simulation Mode]
£ 5Tx-131 Simulation Mode

Download the most recent software from our website:

hittp: Ay, Lecroy, com

Ok I Cancel

Figure 11 Device Selection Dialog

To look for local devices on the Ethernet, select the Ethernet check box.
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Installing Your Analyzer

The Internet Protocol (TCP/IP) Properties dialog may prompt you to automatically use
the offered IP address or to assign a specific IP address. (The assigned IP address
must be on the same network segment as the host computer.)

Internet Protocol (TCP/IP) Properties s x|

ou can get |P settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for
the appropriate |P settings.

¢ Dbtain an IP address automatically

" Use the following IP address 0 0 0 0

I~ Use as default at next application run

e _|

Figure 12 Internet Protocol (TCP/IP) Properties

The menu also allows you to save the selected option (automatic or specific address).

If the assigned IP address is not available, the OS notifies you of an IP address
conflict.

After you click OK, the software searches for all analyzers connected to the network
and displays a list of available units in the Select Device dialog.

x

| bultilink dmalpzer

Device ID In Uze Connection Type| Device Type

& 00104C300011 | ‘es Ethemet ST Tahoe Device

001040300020 Na Ethemnet ST Tahoe Device

Rezcan Devices | (] % | Cancel I

Figure 13 Select Device Dialog

After you select a unit, the software assigns the IP address to the selected unit,
completing the connection, then launches the software.

11



Installing Your Analyzer

Connecting over Different Subnets

If the Host PC (with the Sierra software) and Sierra M6-4 are on the same subnet,
they will see each other’s broadcasts, and the Sierra M6-4 application will
automatically appear in the Select Device dialog, from which you can select a device
(as described in the previous section).

If the Host PC and Sierra M6-4 do not reside on the same subnet, they will not see
each other automatically. You must add the Sierra M6-4 IP address manually. When
you start the software, the Device Selection dialog appears.

Device SElecgun Dialog

Local devices
™ &l Parts 1USE / Ethemret
LR
" USE
" Ethemet

{* Remote devices
™ Hardware Mot Installed [Simulation Mode]
£ 5T%-131 Simulation Mode

Download the most recent software from our webszite:

hittp: £ v | ecroy. com

(1] 4 I Cancel

Figure 14 Select Device Dialog
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In the Device Selection dialog, select Remote Devices and click OK to open the
Remote Connection Settings dialog.

Remote cnnnectiﬁn settings dialog x|

— Server zettings

" Semver [P address I

& Server host name I|DCa|hDSl

Fart Mo. IE“:IBD

— Security settings

Security Code I

[~ Femember my security code

[ Intermet Remate Connection

Ok I Cancel

Figure 15 Select Device Dialog

To set the remote connection settings:
1. Enter the Server IP Address or Server Host Name.
2. Enter the Port Number or use the default.

3. (optional) Select the Internet Remote Connection check box if the connection
uses the Internet.

(optional) Enter a Security Code.
5. Click OK.

The Sierra application on the Host PC will send a connection request to that
IP address.

13
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Launching Your Analyzer

To launch the software, double-click the SAS or SATA Icon in the Program Manager
Window.

Establish Interface

The first time you run your software, the software displays the Device Selection dialog.

Device Selection Dialog k

Local devices
" Al Portz LUSE / Ethemet
LR
& USE
" Ethernet

" Remote devices
* Hardware Mot Installed [Simulation Mode]
57131 Simulation Mode

Download the most recent software from our website;

hitkp: A e | ecron, com

caree_|

Figure 16 Device Selection Dialog

Select an interface:
» Local devices: Connected by USB and/or Ethernet (see “Connecting via
Ethernet” on page 10)

» Remote devices: Available in the Remote Connection Settings dialog (see
“Connecting over Different Subnets” on page 12)

* Simulation Modes: Hardware Not Installed or STX-131 (see “Operating in
Simulation Mode” on page 15)

Click OK to display the software.
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Operating in Simulation Mode

The system operates in Simulation Mode by default if the software detects no
hardware. However, you can operate in Simulation Mode directly, without installing
the Analyzer hardware. To operate without hardware, select Hardware Not Installed
(Simulation Mode) in the Device Selection dialog box and click OK.

The Analyzer software launches and displays the appropriate tool bar, but with the
limitation that the Analyzer operates only on static, previously captured, bus data.

Limitations Simulation Mode lets you try all of the available functions, but the

system is not capturing any real data and is displaying only
pre-captured results.
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Using the Software

The Sierra M6-4 application has the LeCroy SAS Protocol Suite and the
LeCroy SATA Protocol Suite.

The LeCroy SAS Protocol Suite can be a:

» Protocol Analyzer: Captures data, triggers on events, and saves. Easy Mode
allows standard Trigger and Data capture. Advanced Mode allows you to
program custom triggering in and out, capturing, state jumps, and timers (see
“Protocol Analysis” on page 19).

» Protocol Analyzer Initiator Emulator: Generates bus traffic for capture. It also
has Easy Mode and Advanced Mode (see “Exercise and Capture” on page 78).

» Target Emulator: Acts as target (see “Target and Device Emulation” on
page 121).

The LeCroy SATA Protocol Suite can be a:

» Protocol Analyzer: Captures data, triggers on events, and saves. Easy Mode
allows standard Trigger and Data capture. Advanced Mode allows you to
program custom triggering in and out, capturing, state jumps, and timers (see
“Protocol Analysis” on page 19).

» Protocol Analyzer Host Emulator: Generates bus traffic for capture. It also has
Easy Mode and Advanced Mode (see “Exercise and Capture” on page 78).

» Device Emulator: Acts as device (see “Target and Device Emulation” on
page 121).

Protocol Analyzer

To use the software for protocol analysis, first select File > New > Protocol Analyzer
for a new project or File > Open an existing protocol analysis file: .sac for a SAS file
or .stc for a SATA file (see “Protocol Analysis” on page 19). You can also open a .scs
SAS Sample file or .sts SATA Sample file. Example files are in the Examples folder.
You can also use Project Setup > Last Protocol Analyzer.

In Easy Mode, on the Capture tab, select to capture Everything or Pattern. For
Pattern, select a Pattern. You can exclude patterns and frames. You can use different
patterns for pre-trigger and post-trigger.

In Easy Mode, on the Trigger tab, select the trigger type. For Pattern, select the
pattern.

In Easy Mode, on the Settings tab, select trigger position and memory use.
Change the Analyzer settings if necessary. Change the port Speed if necessary.

Use Advanced Mode only after you become familiar with the hardware and software
and have special needs.
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Protocol Analyzer Initiator Emulator or Host Emulator

To use the software for protocol analysis to generate host traffic, first select File >
New > Protocol Analyzer Initiator Emulation or Protocol Analyzer Host
Emulation for a new project or File > Open an existing Pattern Generator file: .spg
for a single-role file (see “Exercise and Capture” on page 78).

In Easy Mode, on the Initiator Emulator or Host Emulator tab, insert instances of ATA,
SCSI, TASK, SMP, Frame, or Event. Select the type of each from the drop-down lists.
You can also loop, go to, wait, delay, if...then, and stop.

In Easy Mode, on the Capture tab, select to capture Everything or Pattern. For
Pattern, select a Pattern. You can exclude patterns and frames. You can use different
patterns for pre-trigger and post-trigger.

In Easy Mode, on the Trigger tab, select the trigger type. For Pattern, select the
pattern.

In Easy Mode, on the Initiator Setting or Host Setting tab, select the port and speed.
Select to run the Pattern Generator or Initiator Emulator or Host Emulator.

In Easy Mode, on the Settings tab, select trigger position and memory use. Also
change the Analyzer settings if necessary. Specify addresses, stops, times, and
sizes, if necessary.

Use Advanced Mode only after you become familiar with the hardware and software
and have special needs.

Target Emulator or Device Emulator

To use the software as a target or device emulator, first select File > New > Target
Emulator or Device Emulator for a new project or File > Open an existing Emulator
file: .std Target Emulator file or .sde Device Emulator file (see “Target and Device
Emulation” on page 121). You can also use Project Setup > Last Target Emulator or
Last Device Emulator.

In the Pages tab, change settings for the supported pages if necessary.

In the Error Injection tab, select General periodic errors, Identify frames,
Connection Management open and close connection errors, SAS Commands and
events errors, ATA Commands errors, or SATA Signature content.

Use the User-defined Commands tab only after you have become familiar with
operations.

In the Settings tab, select addresses, sizes, times, and ports, if necessary.

You can capture traffic when using an Analyzer project (but not a Target Emulator
project). With a Protocol Analyzer open, open a Target Emulator. After checking the
settings, click the Activate/Deactivate (Active) device button. or select Project Setup
> Active Device. If you change Target Emulator settings, Deactivate and then
Activate Device.
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Viewing Captured Data
After data capture, the captured data is in the Viewer (see “Display Manipulation” on
page 149). You can display the same data in:
» Packet View: Shows packets.
« Text View: Shows transaction frames, grouped in columns by port.
e Column View: Shows DWORDS in columns by port.
» Spreadsheet View: Shows Packet View fields by time.
« Histogram View: Shows frame-type transfers.

 Waveform Display: Shows waveform display for all active ports, on which you
can perform timing measurements.

» Data View: Displays data payloads.

You can show or hide fields and ports, change port names, and change data format.
You can show the layers and channels using their toolbars.

You can decode using the Decode toolbar.

You can Search and Filter.

Configuration

For special work, you can use the Configuration menu to configure Data Blocks,

Software Settings, and TxVout & Pre-emphasis (see “Display Configuration” on
page 192).

Port Status
You can display an overview of the active ports by clicking the buttons at the bottom
right of the main window (see “Port Status” on page 164).

Statistical Reports
You can generate statistics for all transports, commands, primitives, bus conditions,
addresses, lanes, and errors (see “Statistical Report” on page 208).

Data Report
The data report displays all the data sent from the host to the device and from the
device to the host (see “Data Report” on page 229).

Infusion

The LeCroy Infusion™ Error Injector and Traffic Modifier is an error injector and traffic
modification tool that allows you to verify real-world fault handling for

Serial Attached SCSI (SAS) and Serial ATA (SATA) systems (see “Infusion Overview”
on page 243).

Next Chapter

To start working with the protocol analyzer and software, go to “Protocol Analysis” on
page 19.
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Protocol Analysis

The system performs Protocol Analysis by defining and running an analysis project.
An analysis project definition defines what to capture, what the analyzer triggers on,

and the memory settings. You can save defined projects as project *.sac files for later
use.

Easy Mode (Pre-Defined Setups)

After you install the Analyzer software (see “Software Installation” on page 5) and set
up the Analyzer (see “Hardware Setup” on page 6), launch the Analyzer software (see

“Launching Your Analyzer” on page 14) to display the default Protocol Analyzer in
Easy Mode at the Capture tab.

This mode allows you to operate the analyzer with minimum setup. In this mode, you
can perform only a Trigger and Data capture, or you can program the

SAS Initiator Emulator or SATA Host/Device Emulator to generate bus traffic for
triggering and data capture.

Main Window
Use Easy Mode to get a comprehensive overview of your analyzer’s capabilities:
SAS: On the Analyzer Menu Bar, click File > New > Protocol Analyzer to open a

SAS Protocol Analyzer dialog.
Project Tree display

1£LeCroy 55 Protocol Suite - [SASProtocolanalyzer1] =[]
H@ Fie Yiew Edt Configuration Project Sstup Tools Window Help =& x|
EEE| @ g @ Fecod | B oI5| B FE
Capture | Trigge: | Settings | Notes | Project Tree
X = @ SASProtocolAnalyzerl
@ Eveniting I~ Exclude SATA_CONT ) Caplure
£ Patten I Exclude SATA_SYNC -4 Evewthing] Exchude NOTIFY]
I~ Exclude DOB Signals | Exclude i< & Include 2003
™ Exclude Payload except |11 Divuerd(s) @ Include SATA SYNC

Parameters & Include SATA_CONT

I Evolude ALIGH & Include 0B Signals

I Evolude RRDY. ~ Include Payload of Data Frame

¥ Exclude NOTIFY g ‘E"‘:':'d: F“:DY

velude Ide
[ Exolude |dk
El Etinls /ﬁ Trigger (Non Sequential)
. @ Snapshat
What analyzer triggers on 0 gptings
Tiigge! Pasiion in Memary = 1%
¢ Capture Memory Size = 10000 KB
& Piimitive Respanse Timeout = B5000 Dword(s]
% Speed = AuloSpeed (11, 1,12, T2, 13,3, 14, T4)
 Descrambling = Enabled
- Align Transmission Period = 2049 for SSP, 258 for STP
- &% Connection Details = Simulation Mode
p y g I™ Define different patterms for pre-tigger and post-trigger data captures:
@ Easp switch o Advanced mode & ColapssAl | = Expandal

For Help, press F1 [Txvout Disabled [Initiator Emulator : Stop \Targetfm + Tnactive &
Collapse All button hides details in Project Tree
Expand All button expands collapsed Project Tree

Figure 17. SAS: New Analysis Project Dialog
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The New Project dialog opens with default settings to capture Everything on the bus

and to Trigger On on Snapshot. (The analyzer captures everything immediately
without triggering on anything in particular.)

SATA: On the Analyzer Menu Bar, click File > New > Protocol Analyzer to open a
SATA Protocol Analyzer dialog.

Project Tree display

F LeCroy SATA Protocol Suite - [SATAProtoiylAnalyzer2]

(ol x|
@ Fle view Edt Configuration Profect Setup Tool Window Help _igix|
GEE @1 Z W] @ Ao [ W [0 5
Capture | Trigger | Settings | Notes | Pioject Tree
X =@ SATAProtocolAnalyzer2
& Eveiing I~ Excluds SYNC 2 Capture
£ Pattem I” Exclude CONT & Eventhing
I Evcluds 008 Signaks [ Exclude 1<% & Include <3<
I~ Evelude Papload except [1 Duordls] ~¢ Include SYNC
Parameters - Inchude CONT
I Evolde ALIGH & Include OOB Signals
= & Include Payload of Dats Frame
¥ Exclude |die @ Exclude de
() Tiigger Non Sequential)
- Snapshot
What analyzer triggers on o

& Trigger Posiion in Memory =1
% Capture Memory Size = 10000 KB
 Piimitive Response Timeout = E5000 Dword
~ @ Speed=AutoSpeed [1.T1.12. T2,13. T3 14, T4)

+ 4 Descrambling = Enabled
& Align Transmission Period = 258
E¥ Connection Details = Simulation Mode

Capture memory settings

I™ Define different pattems for pre-tigger and posttigger data captures

@  Eassuich to Advanced mode o Colapsedll | = ExpandAll
For Help, press F1 uiation Mod

[Ta¥out Disabled  [Initistor Emulator : Stop |Device E r : Inactive G5
Collapse All button hides details in Project Tree

Expand All button expands collapsed Project Tree

Figure 18. SATA: New Analysis Project Dialog
SAS vs. SATA: SATA Dialog does not show “Exclude RRDY” or “Exclude NOTIFY™.

SATA Dialog replaces “Exclude SATA_CONT” with “Exclude CONT” and
“Exclude SATA_SYNC” with “Exclude SYNC".

Project Tree

The Project Tree on the right side of the main window displays a comprehensive tree

structured overview of the project. The project tree shows what to capture, on what
the analyzer triggers, and the capture memory settings.
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Capture Tab Fields
The Capture tab has the following fields:

Exclude SATA_CONT (SAS) or Exclude CONT (SATA)
Check this to exclude SATA_CONT primitives from the data capture.

Exclude SATA_SYNC (SAS) or Exclude SYNC (SATA)
Check this to exclude SATA_SYNC primitives from the data capture.

Exclude OOB Signals
Check this to exclude OOB signals from the data capture.

Exclude XXXX
Check this to exclude XXXX patterns from the data capture.

Exclude Payload except
Check this to exclude Payload of Data Frames from the data capture. You can except
a number of Dword(s).

Exclude ALIGN
Check this to exclude ALIGN primitives from the data capture.

Exclude RRDY (SAS only)
Check this to exclude RRDY primitives from the data capture.

Exclude NOTIFY (SAS only)
Check this to exclude NOTIFY primitives from the data capture.

Exclude Idle
Check this to exclude Idles from the data capture.

Define different patterns for pre-trigger and post-trigger data captures
Replaces the Capture tab with a Pre-Trigger Capture tab and a Post-Trigger Capture
tab.
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SAS Software Menus and Toolbar
The SAS software has the following menus and main toolbar.

Open Last Saved Protocol Analyzer

Open Sample File

~Open Last Saved Performance Analyzer Project
(not available for Sierra M6-4 or STX-460)

Open Last Saved Target Emulator

Open Find Device Dialog

'@' File L 20 v::lit Y Corfrigurition  Project Setup Toaols  Sindow |

ﬁﬂ@|@|l|ﬁ:@| @ Recard |. |||@|%

Stop Hardware * ?
Abort Capturing Without Saving Sample File Data

Block
Activate/Deactivate Device (Target Emulation)

Figure 19. SAS: Software Menus and Toolbar

Infusion: The toolbar adds the ﬂ : Infusion button, which displays the Infusion error
injection window.

SATA Software Menus and Toolbar
The SATA software has the following menus and main toolbar.

Open Last Saved Protocol Analyzer

Open Sample File

—Open Last Saved Performance Analyzer Project
(not available for Sierra M6-4 or STX-460)

Open Last Saved Device Emulator

Open Find Device Dialog

@' Eile b 2 ‘ditvgcl,ﬂgur!tinn Project Setup  Tools  ‘Window |

ﬁﬂ@|@|ll@@| ® FRecod |.||I|@

Stop Hardware *

Abort Capturing Without Saving Sample File

Activate/Deactivate Device (Device Emulation)

Figure 20. SATA: Software Menus and Toolbar
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Run Hardware

XY, T
Cursors

Link
Layer

ﬂwumomxﬂm-- n s w][w PEY+ % Oe[EEnD e W n|Ja et

—t

To get an immediate overview of the bus traffic to and from your Analyzer:

@ FRecord

1. Click the Record button.

2. The analyzer begins filling the defined memory buffer with traffic on the bus.
After the traffic fills the memory buffer, the traffic is uploaded to the viewer and
the Packet View display opens. Packet View is the default display. However,
you can view results in any of the different views by selecting View on the menu
bar and choosing the desired View.

Show/Hide Layers buttons Show/Hide Port Data

T oEE | DR Onamn)

| 5P tistor Port(4) | STPintintor Port (+) | SSP Inbiotor Port () | Restricted () | SMP Trget Port ) | =

Layer I with different colors

Compliie Fentures (H)

gland destination addresses in SCSI commands
2 Not shown in this capture

Transport Layer command interpretation

*0 | Tog0) | TorgetPor Tronster Tog )
| o | um |
(W] () | Tag() | Target Port Tronster Tag 04)

Relative time display
(Between two sequentlal packets

Hashed Src SAS Ad () mmmma(i " 0 e |

Data direction arrows o

Figure 21. SAS: Typical Packet View Results Display

SAS: In case of an STP interface, the expander displays STP addresses provided to
the SATA drive and the SAS software integrates the STP addresses in the ATA
command.

The results display shows each transaction for every layer identified in a different color
and the data direction identified with data direction arrows. Upstream traffic has an
arrow from right to left: <. Downstream traffic has an arrow left to right: =.

You can hide any layer by clicking the corresponding Show/Hide button on the menu
bar. The system retains all captured data, but the display has only some data layers
for simpler viewing.

You can configure the viewer display for test and viewing preferences (see “Viewer
Display” on page 149 for details about configuring the viewer display).
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The Analysis Project dialog offers you a comprehensive set of choices to create a
trigger and capture project satisfying some specific need. You can set the Analyzer to:

» Capture specific patterns (see section "Patterns and Data Capture Setup").
» Capture different patterns pre- and post-trigger.

» Exclude parameters from capture.

» Trigger on a pattern or sequence of patterns (see section "Trigger Setup").
» Configure trace capture memory (Settings tab).

» Select file to save trace capture in memory (Settings tab).

* Include a project note (Notes tab).

Saving a Trace Capture

You can save a Trace Capture for review at a later time using the Save As dialog.

savens ) 2|

Savein IE} ser j - |‘=j< .

My Documents

.

My Carnputer

File marne: r'-J w5 ample j Save I
Save as type: ISampIe File: [ 23] j Cancel |
— Range
& Al Samples

" From IT'CUFSDI j To IT-Eursor j

C Fom [aTaCmd. | Mol To [aTacmd | Mol

! Bookmark Froml j T I j

Figure 22. Save As Dialog

You can limit the range of the saved file. You can save:
» All Samples
» arange between selected cursors
» arange between selected Idle, link, commands
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Projects

You can define a new project, starting with the default project definition, or modify the
settings for the last project run.

New Default Project
To start a New project, select File > New on the main menu bar and choose
Protocol Analyzer to open a new project with default settings that you can modify
(see “Main Window” on page 19).

Last Project

Clicking the Green button opens the last project run, so you can modify it.

Project File Types

Projects have the following file types:

*.asl  Decoding script file (in the Examples folder “User Define Decoding Script”
subfolder)

*.cfg  Display Configuration file (in the System folder “Config” subfolder)
*.dat  DataBlock file (in the System folder “DataBlock” subfolder)

*.sac  SAS Protocol Analyzer/Capture Project/Viewer file (in the Examples folder
“EasyCaptr”, “AdvanceCaptr”, or “Exerciser” subfolders)

*saf  Device Identifier file

*.scs  SAS Sample file (in the SAS Examples folder “Sample” subfolder)
*.sde Device Emulator file (in the System folder “Compliance” subfolder)
* sfl Filter configuration file

*spg Single-role Pattern Generator file (in the Examples folder
SAS “PatternGenerator\Single role (spg files)” subfolder and
SATA “PatternGenerator\Single Role” subfolder). Single role means the file is
for a Device or Host.

*.ssh ~ SAS Search configuration File

*stc  SATA Protocol Analyzer/Capture Project/Viewer file (in the Examples folder
“EasyCaptr”, “AdvanceCaptr”, or “Exerciser” subfolders)

*std  Target Emulator file (in the Examples folder “Target Emulator” subfolder)
*sts  SATA Sample file (in the SATA Examples folder “Sample” subfolder)
*tsh  SATA Search configuration file

*wss SAS Workspace file (in the SAS System folder “Predefined\Workspace”
subfolder)

*wst  SATA Workspace file (in the SATA System folder “PreDefined\Workspace”
subfolder)

Example Projects

The Analyzer includes example projects that you can use to perform an immediate
analysis without any setup.

The Analyzer system software has a pre-defined folder (directory) structure for storing
all files. All example files are in the Examples folder under the Sierra M6-4 folder.
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It is strongly recommended that you open some example files to see types of projects

that you can create.

Run an Example Analysis Project

To run an example project:

1. Select Eile > Open.

2. Locate example analysis projects by looking in the Examples folder. Examples
are available for AdvanceCaptr, EasyCaptr, Exerciser, PatternGenerator,
Samples, Target Emulator, and User Define Decoding Script.

3. Inthe EasyCaptr folder, choose an example *.sac file and click Open to display
the example project dialog.
open 21|

Lok in: IV_J EasyCaptr _'J L] cf E-
ATAPI(MMC Trig).sac

@ ATAPI(SSC Trig).sac
BusConditionTrig.sac

@ DataPatternCapture.sac
Pre-TrigCaptureAndPost-TrigCapture . sac

B SequentialTrig.sac
File name: IBusConditEonTrig.sac Open
Files of type: IProtocol.&naIyzei[’.sac} ﬂ Cancel |
4

Figure 23. File Open Dialog

Capture  Trioger I Sattings' Motes | Project Tree
= @ BusConditionTrig &
" Don't care [Snapshot] = 4] Capture =
€ Manual Trig & Inchide 442
o i & Include SATA_SYNC
& Include SATA_CONT
F & Include D0B Signals
& Inchude Payload of Data Frame
Paltem & & [P) SMP Frame (fny SMP Frame Type)
Timer & SMP Frame Type = Anp SMP Frame Type
Timeout & Function = Any Function
External Trigger & Direction=11,T1,
. ] @ SSP Frame [fny Type)
gu:ngoﬂ]“d‘"m A 5> & §SP Frame Type = Any Type |
Pﬁmitiva & Destination SAS Address = XpOG0G0MG0GMNK
¢ Reserved =3¢
STP Frame & Source SAS Address = }G0GG0GM0GMGMN
AT Command = & Reserved =X0%
ATAPI & Changing Data Painter = 7
& ReTiansmit =7
Addiess Frame & Reliy Data Frames = ?
—1] & Reseved = 7
[T Define Sequertial Trigger Mode: g ::::::LZF:',;LEWS =?
& Reserved =33
& BReserved = 300003
@ Tag=103% =
@ Easy.switch to Advanced mode | ©  Collapsa Al = Eupand Al |

Figure 24. SAS: Sample Protocol Analysis Project
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SAS vs. SATA: For Pattern Parameters, SATA Dialog adds FIS, FIS Pattern, and
ATA Command Pattern and does not have STP Frame, SSP Frame, SMP Frame, and

Address Frame.
4. Click the Record button to execute the pre-defined example.
5. After the project runs, you see an analyzer trace capture display similar to the
one shown in Figure 25.

Adddress Frame Type Device Type Restricted () | Festricled (H) | Resiricted(H) | SWP intistor Port (H) | STP inistor Port (M) | SSP Inbistor Port (H) | Restrcted () | SMP Target Port (H)
STP Torget Port ()| 5P Tewget Port (M) Festricted (H) Sa5 Address (M) | Phy Werlifer (4) | CRC () Link Dt (4 ] [

i Address Frame Type. Devce Type: (H) | STPinbistor Port (H) | SSPindiotor Post Hy | Resricted (H) | SMP Teret Fort (H)
H) ‘

STP Target Por (H) | SSP Tarpet Poc (H) Fhy Mendiner ) | CRCOH) Link Date () 31 |EEEER
] ACAEFESS i

o — -
Address Frame Type | Profoccl | inbielor Poet () | ComnectonFiste | Festures (M) | intistor Connection Tag () | Destination SAS Address (H) | Souroe SAS Address(H) | Compatile Festures ()
310 Gbp 0 = 0B ZE000001074 OO S0001 DATEY 0

Pathwrsy Blocked Court ) | Avbitration Wi Tine () |  More Compelblo Features (M) | CRE() |  Link Dol (k) 31
o o FRADATDA

SSPFrame Type | Hashed Dest SAS Addr (M) | Hashed Src SAS Addr (M) | ChangngData Poinder () | Relransmd () | RetryDota Frames () | MumctFEBytes () | Tag(v) | Terged Port Tromster Tag (H)
o o D177 =

FFFFSS CADSC

;
prt SSP Hashed AS¥ (H) ) (F il M of Fl Btes (H) g (H) Targed Poet Transrer Tag (H)
Tranaport SSP Frame Typs H) A (H) Changing Dats Ponter (H) RaTransmd (H) Foary Dot Frames (H) N o1 Fll Bytes (H) Taa (H) Target Port Transter Tag (H)
207 Responae FFFPSs CCADD ] ] I r T o 7 B

Data Oftsst () = it L (H) 8| CRCpn Harizhake e
00000 > BAGTIEZ | O ACK E

Figure 25. SAS: Analyzer Trace Capture Display
For details about the results display, see “Display Manipulation” on page 149 and see
“Display Configuration” on page 192.
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Patterns and Data Capture Setup

You can refine data capture by choosing Pattern and then selecting specific patterns
for capture. Additionally, you can define a different set of patterns to capture after
trigger.

To define specific patterns for capture, click the Pattern button to display the
Capture tab for Pattern.

Capture: I Tliggerl Selhngs] MNotes ] Project Tree
» Eeliing [~ Excluds SATA_CONT e @E g‘-::zl;l:'l;ulAnalyzeIZ
& Pattem " Excluds SATA_SYNC & Include 35504
- [ Ewclude 00 Signals | Exclude 3300 & Include SATA_SYNC
[~ Exclude Payload except |0 Dwardls & Include SATA_CONT
P. & Include OOB Signals
& Include Payload of Data Frame
Pattemm I F«Ej Trigger (Non Sequential)]
STP Frame = (¥ Settings
& Tiigger Position in Memory = 50%
Addiess Frame & Caplure Memory Size = 10000 KB
SMP Frame @ Pumitive Response Timeout = 16384 Dword(s)
SSP Frame Zaab @ Speed=30Gbps (11, 71,12, 72,13,73,14,74)
Data Pattern  Descrambling = Enabled
& Hlign Transmission Period = 2049 for SSP, 258 for STP
Protocol Errors o C ion Details = Simulation Mode
™ Erclude patterns
[ Define different pattems for pre-trigger and postrigger data caplures
@ Easy.switch to Advanced mode | @ Colapsell = Expand All

Figure 26. SAS: Choosing Capture Patterns

SAS vs. SATA: SATA Dialog replaces “Exclude SATA_CONT” with “Exclude CONT”
and “Exclude SATA_SYNC” with “Exclude SYNC".

SAS: The SAS Parameters window displays the following pattern capture categories:
» STP Frame
» Address Frame
e SMP Frame
* SSP Frame
» Data Pattern
» Protocol Errors
SATA: The SATA Parameters window displays the following pattern capture
categories:
* FIS
* FIS Pattern
» Data Pattern
» Protocol Errors
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Choose a Parameter

To choose a parameter for capture from any of these categories, highlight the
category in the parameter window and click the Add>> button. This opens selection
dialogs for each of the categories displaying all of the parameters for that category. All

patterns added appear in the Project Tree.

Exclude Patterns
Check this box to allow for the capture of everything except the patterns that have
been added to the Project Tree.

When you check this box, the Primitive category appears in the Parameter window,
and the window enables the Exclude Idle checkbox.

Capture: ITnggerI Seltlngsl Notes I Project Tree
£ Evewthing I Exclude SATA_CONT = 55 g%:’;‘:{‘;“:::z:: ::'12
& Pattem I~ Exclude SATA SYNC [V Excludelde ¢ Include 364¢¢
- ™ Exclude DDB Signals [ Exclude XX & Include SATA_SYNC
I™ Exclude Payload except [0 Diordls & Include SATA_CONT
Parameters : & Include D0 Signals
& Include Payload of Data Frame
Pattein | & Exclude Idle
Prirmitive & (P) Primitive [AIP NORMAL)
STP Frame & %} Address Frame (ny Addrass Frame Type)
# SMP Frame [Any SMP Frame Type]
Address Frame A} Trigger (Non Sequential)
SMP Frame & () Settings
SEP Frame @ Trigger Position in Mematy = 50%
Data Pattern & Capture Memary Size = 10000 KB
& Primitive Response Timeout = 16384 Dword(s)
Protocol Enors @ Speed=30Gbps(11,T1,12,T2,13, T3, 14, T4)
& Descrambling = Enabled
& Align Transmission Period = 2049 for §5F, 258 for §TP
&3 T tion Details = Simulation Mode
V¥ Excludz patterns
[ Define different pattems for pre-tigger and posttigger data caplures
o Collapse &l = Euxpand All

@ Easy switch to Advanced mode |

Figure 27. SAS: Exclude Patterns Checked

SAS vs. SATA: SATA Dialog replaces “Exclude SATA_CONT” with “Exclude CONT”
and “Exclude SATA_SYNC” with “Exclude SYNC”. SATA Dialog has different Pattern
Parameters (see “Patterns and Data Capture Setup” on page 28).

To remove an item from capture, highlight it in the Project tree and click the
<<Remove button.
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Pre and Post Trigger Data Capture

You can define one set of patterns for capture prior to the occurrence of a trigger and
another set of patterns for capture after the occurrence of a trigger. The selection and
setup procedure is the same for both Pre-Trigger capture and Post-Trigger capture.

Check Define different patterns for pre-trigger and post-trigger data capture to
enable the Pre-Trigger Capture and Post-Trigger Capture tabs (instead of only the
Capture tab).

Triggerl Past-Trigger EaereI Saﬂ'mgsl Motes ] Project Tree
= § SASProtocolAnalyzer2 -

" Eveything I™" Excluds SATA_CONT = (7] Pre-Trigger Capture i
& Paltem ™ Exclude SATA_SYNC & Include )04
" Exclude DOB Signals | Exclude 544 & Include SATA_SYNC
™ Exclude Payload except |0 Diord(s & Include SATA_CONT
Parameters & Include 0DB Signals
& Include Payload of Data Frame
Pattern ] & [P) Addiess Frame (Anp Address Frame Type)
STP Frame # @ SMP Frame [any SMP Frame Type)
(A} Trigger (Non Sequential)
Address Frame = [\ Post-Trigger Capture
SMP Frame @ Eventhing[ Exclude NOTIFY]

GSPF T, @ Include 444
e Q @ Include SATA_SYNC

Data Patterm
@ Include SATA_CONT
Protacol Errars @ Include OOB Signals
@ Include Payload of Data Frame
@ Exclude ldie
& Include RRDY
= () Settings
& Trgaer Position in Memory = 503
I Exclude pattemns & Caphure Memary Size = 10000 KB
[¥ Define different pattemns for pre-tiager and postrioges data captures & Pimitive Respanse Timeout = 16384 Dword(s) I
& Speed=30Gbps N, 71,12, 72,13, 73,14, T4)
& Desciambling = Enabled
& Algn Transmission Period = 2049 for S5P, 258 for STP LI
@ Easy switch to Advanced mode | & Collapse Al = Expand &l |

Figure 28. SAS: Post-trigger Capture Dialog Enabled

SAS vs. SATA: SATA Dialog replaces “Exclude SATA_CONT” with “Exclude CONT”
and “Exclude SATA_SYNC” with “Exclude SYNC”. SATA Dialog has different Pattern
Parameters (see “Patterns and Data Capture Setup” on page 28).
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Defining Patterns

Primitive

To select an item for capture, either highlight the category and click the Add>> button,
or double-click the category, to open a corresponding definition dialog. You can define
patterns for specific ports by checking or unchecking the Port ID.

Double-click Primitive (available only if you check Exclude Patterns) to open the
Primitive selection dialog.

e 5

— Priritive Type

AP NORMAL

Cancel |
% Mot Specific To Type Of Conmections
Port ID £ Used Only Inside 5P And SMP Connections
" Used Inside STP Connections

\|7|1 Miz M1z Wi
VTl W12 W12 ¥ 714

Check Al | Uncheck Al |

Figure 29. SAS: Primitive Dialog
SAS vs. SATA: SATA Dialog has no radio buttons and has different drop-down
options.

Click the down arrow next to the Primitive drop-down list box, choose a Primitive to
exclude, and click OK. Repeat for additional Primitives.
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Data Pattern
Double-click Data Pattern to open the Data Pattern definition dialog

x4
Format
f* S5P Hazhed Source SA5 Address: I Sl " Binary |LI
 STP Hashed Destination 545 Address: I OG0, {+ Hexadecimal Cancel |

~Data

[rata Offset: IU Dwwords [0-255]

[ ey Dwl | Py Dwl
[ SO Dw3 | R Dw2
[ SRR Dws | RADLAR Duwd
| M0N0 Dw? | HOLR0H0 Dwb
[ SO0 Dwd | femee Dwl
[ H0GOOHO0E [Dwt | OO Dwi10
[ SRR [owis | RGN Dwil2
[ ey [owis | Py Duwil4

|2 T e = = T
VT W12 MT13 T4

Check All | Uncheck Al

Figure 30. SAS: Data Pattern Dialog
SAS vs. SATA: SATA Dialog shows Port at the top and does not show SSP or STP.
Define the data pattern for capture or exclusion from capture and click OK.

Note: When entering the data pattern in the “Data” section of this screen, if you are reading
the data pattern from a recorded trace, you must reverse the order of the bytes listed

for each dword entered. For example, if you want to capture (or exclude) “00 01 02 03"
(as displayed in the trace), you must enter this pattern as “03 02 01 00",
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Protocol Errors
Double-click Protocol Errors to open the Protocol Errors selection dialog.

Protocol Errors k x|
Pratacol Emrors:
[ Code Vinlation ar I
[ isparity Eror
[ ALIGN Emar Cancel

[ 5TP Signaling Latency Emor

[ 5TP Invalid State Transition [Unespected Primitive)
[ 5TP Invalid State Transition [Primitive Timeout]

[ Frame Type Error

[ Frame Length Eror

[ Frame Direction Eror

O CRC Ermor

[ ACKMAK. Timeout

Check All Uncheck Alll

@ Al
i 55P
i SMP
i §TP

Vi Wiz Mz V4
VT W12 T3 T4

Check All Uncheck Al |

Figure 31. SAS: Protocol Errors Dialog

SAS vs. SATA: SATA Dialog shows Port and does not show SSP, SMP, or STP radio
buttons.

Check protocol error(s) to omit or not capture, then click OK.
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STP Frame (SAS only)

Double-click STP Frame to open the FIS Patterns dialog.

Fispattern x|
Foimat
FIS Type: IHegistel Host to Device | Dx27 j ’7 " Binarp OK I
i & + Hexadecimal
T Cancel
Fegister Device to Host  0x34 il
Set Device Bits Ot
Show H
I Showl i Activate 039
Dhd Setup O Value =
FIS Type g:g"g g"g? t ta Device
etup e
POt | Data 0d8
c Wendor X
Command s
Fealtures bl
Sector Mumber b
Cyl Low bed
Cyl High s
Dev/Head K
Sector Num (exp] hied
Cyl Low [gxp) K LI

Fn Fiz2 Fi3 i
F1l F1z F13 14

Check All | Uncheck All

Figure 32. SAS: FIS Patterns Dialog
SAS vs. SATA: Not available in SATA.

Protocol Analysis

Click the down arrow next to the Type drop-down list box, choose an FIS type to

capture or exclude, and click OK. Repeat for additional types.

Available FIS Types

Register Host to Device
Register Device to Host
Set Device Bits

DMA Activate

DMA Setup

BIST

P10 Setup

Data

Vendor
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Address Frame (SAS only)

Double-click Address Frame to open the Address Frame Type Pattern dialog.

Address Frame Type Pattern

|

Format
" Binary
+ Hexadecimal

Addiess Frame Type: ] Any Address Frame Type | %
Ly Addeess Frame Type X
Identify L

Open

[~ Show Reserved EVJ

Cancel I

x|

Parameter
Addiess Frame Type

| Value
2 ary Address Frame Type

M Fiz Fiz M
MT T2 FT3 T4

Check Al Uncheck Al

Figure 33. SAS: Address Frame Type Pattern Dialog

SAS vs. SATA: Not available in SATA.

Click the down arrow next to the Address Frame Types list box and choose an

address frame type.

SMP Frame (SAS only)
Double-click SMP Frame to open the SMP Fral

SMP Frame Pattern

X
SMP Frame Types : ‘ Any SMP Frame Type = _j .(:m;:ay 0K I
Function : * Heradecimal Cancel

I Sheow Reseved ....HeﬁEf.‘l"

Parameter

Value ‘
SMP Fiame Type

¥ Any SMP Frame Type
Any Function

Function

Fn M2
Fm 12

¥R MFu
(2 O 2l P

Check All | Uncheck Al

me Pattern dialog.

Figure 34. SAS: SMP Frame Pattern Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the SMP Frame Type list box and choose a frame type.
Assign a specific function to the frame by clicking the down arrow next to the Function

list box and choose a function.
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SSP Frame (SAS only)
Double-click SSP Frame to open the SSP Frame Pattern dialog.

SSP Frame Type

F|

SSP Frame Type - IA'“y Type *® j (E‘mw;:am

Ay Type X Cancel
[~ Show Reserved 4FER RDY 05

Cormand 0x6

Pararl Response 047 Value |

SSP Frame Type | Task 0x16
Destinalion 545 Address SASLIOL0N
Source SAS Addiess R,
Changing D ata Painter ?
ReTransmit ?
Reliy Data Frames 7
Mumber of Fil Byles ?
Tag e ed
Tanget Poit Transtes Tag el ed
Data Qifzet Rl

Fno o Fiz2 FiE Fui
M1l W12 MT3 T4

Check Al Uncheck All I

Figure 35. SAS: SSP Frame Type Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the SSP Frame Type list box and choose an SSP Frame
type.
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FIS (Frame Information Structure) (SATA only)
Double-click FIS to open the FIS Type selection dialog.

FisType x|
1~ Format— -
1 Tom [y e 5 o [P
Reqister Host to Device | 0x27 (¢ Hexadecimal c
ancel |

Register Device to Host | 0434
[F ShowH Set Device Bits 041
DMA Activate 0439

DMa Setup Oxd1 Value I
FIS Type [BIST 0:58
FIO Setup 0x5F
PM Port Data OndE

[V Hl M H2 W H3 [ H4
/D1 D2 WD3 v D4

Check Al | Uncheck All |

Figure 36. SATA: FIS Types Dialog
SAS vs. SATA: Not available in SAS.

Click the down arrow next to the Type drop-down list box, choose a FIS type to
capture, and click OK. Repeat for additional types.

Available FIS Types
* Register Host to Device
» Register Device to Host
» Set Device Bit
» DMA Activate
* DMA Setup
e BIST
* PIO Setup
» Data
* Any Type
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FIS Pattern (SATA only)

Double-click FIS Pattern to open the FIS Pattern selection dialog.

Fommat
FIS Type: | Reaqister Host to Device  0x27 _j " Binary
(¢ Hexadecimal

[~ Show Reserved and Obsolete

Parameter

Value

|»

FIS Type

PM Port

C

Command
Features
Sector Number
Cyl Low

Cyl High
Dev/Head

Sector Num [exp)]

Cyl Lowe [exp)

0%27: Register Host to Device

FREXXERE VX

VM H VH2 [V H3
VD1 D2 VD3

v H4
v D4

Check &l | Uncheck Al |

Figure 37. SATA: FIS Pattern Dialog
SAS vs. SATA: Not available in SAS.

Protocol Analysis

The FIS Pattern dialog opens with the default FIS Type as Register Host to device.
To choose another available FIS Type, click the down arrow next to the FIS Type list

box.

FIS Type: I Reqister Host to Device  0x27

[~ ShowF Set Device Bits

DM Activate
DA Setup
FIS Type g:gTs
etup
Fi Part Data
= Vendor

Reaister Device to Host

0xa1

0x33
Oudl
0x58
0x5F
Ox4E
*

Format—
" Binan
(& Hexa

Value
t to Device

Figure 38. SATA: FIS Pattern Dialog Dropdown
SAS vs. SATA: Not available in SAS.

Choose FIS Type and complete the corresponding dialog.
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FIS Types (SAS and SATA)

If you select STP Frame (SAS) or FIS Pattern (SATA) for the Pattern, the FIS Pattern
window opens. You can select the FIS Type in this window from among the following

types.

Register Host to Device

x
Format
FIS Type: | Reqister Host to Device | 0x27 ‘j " Binary ] 0K I
& Hexadecimal
Cancel I

[~ Show Reserved and Obsolete

Parameter Value =
FIS Type 0x27: Reqister Host to Device
PM Port
c
Command

Features

Sector Number
Cyl Low

Cyl High
Dev/Head
Sector Num [exp)

FrREREXEX VX
I

Cyl Low (exp)

VH MH2 WH3 [V H4
VDl VD2 D3 [ D4

Check 41 | Uncheck Al |

Figure 39. Register Host to Device
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Register Device to Host

FIS Pattern x|

Format
: ko Host " Binary OK I
¢ Hexadecimal
Cancel |

[~ Show Reserved and Obsolete

Parameter Value

FIS Type 0x34: Register Device to Host
PM Port
|
Status

Error

Sector Number
Cyl Low

Cyl High
Dev/Head
Sectar Num [exp)
Cyl Low (exp]

FEREXEZEENX

VHI M H2 W H3 M H4
D1 MD2 vD3 ¥ D4

Check Al | Uncheck Al |

Figure 40. Register Device to Host

Set Device Bits

Format

FIS Type: [Sot Device Bis S P" Binary o< ]
& Hexadecimal
Cancel |

[~ Show Reserved and Dbsolste

Parameter Value
FIS Type x4 Set Device Bits
PM Por "
[ E '
N ?
Status Lo ?
Status Hi ?
Error b

FH WHZ WHZ v H4
Vbl WD2 WMD3 VD4

Check Al Uncheck &1l

Figure 41. Set Device Bits
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DMA Activate

DMA Setup

FIS Pattern

FIS Type: | DM Activate

Faormat
%39 j " Binawy
+ Hexadecimal

Cancel

[~ Show Ressrved and Obsolete

Parameter Yalue |
FIS Type : 0439 DMA Activate H
P Paort "
MHI WH2 FHI M H4
Dol WDp2 MD3 D4

Check & | Uncheck Al
Figure 42. DMA Activate
Er—— ]

FIS Tye: [ DM Setup

Format
ot v| | € Binay
' Hexadecimal

I~ Show Reserved and Obsolete

Parameter Value |
FIS Type Ox41: D& Setup
PM Port K
D i i
I K
A ?
DMA Buifer id Low faaeesed
DMA Buffer id High KAmHRRA
D4 Buffer Offset faeeieie e
DM Buffer Transfer Count L0000
MH [WH2 ¥H3 IV H4
Dl D2 D3 VD4

Check Al I UncheckA\[l

Figure 43. DMA Setup

41



BIST

FIS Pattern

FIS Type: [ pisT

™ Show Reserved and Obsolete

Faimat
0x58 j ’7 " Binarp

& Hexadecimal

b,

Cancel

Parameter

Value

=]

PM Part

- v m T

Data[7:0]
Data[15:8]
Data[23:16)

gégégé-q-_)-oo-q-uux

M H P H2 [ H3 W H4
MDDl D2 D3 D4

Check All | Uncheck Al

Figure 44. BIST

P10 Setup

FIS Pattern

x|

FIS Type: [ PID Sewup

I~ Show Reserved and Obsolete

Format
x5F j " Binary
& Hexadecimal

| 0K I
Cancel I

Parameter

Value

FIS Type

PM Part

D

I

Status

Enor

Sector Number
Cyl Low

Cyl High
Dev/Head
Sector Num (exp]

0+5F: P10 Setup

|

EEEEEEE I

MH MH2 W H3
F Dl FDp2 D3

¥ Ha
v D4

Check All I Uncheck All

Figure 45. PIO Setup
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Data
x|
 Format
FIS Type: [Data 045 7| | Binay x|
{+ Hexadecimal
Cancel I
[~ Show Reserved and Obsolete
Parameter Value | &
FIS Type | OxdB: Data |
P Port ®
Data [Dw0] SO
Data [DW1] 000NN
Data [Dw2] HROLUGUA
Data [Dw3] HROLRRErA
Data [Dw/4] AR
Data [DW5] OO
Data [DW6] OO0
Data [DW7] pesierid
Data [DwS8] sl ﬂ
FH FH2 FHI M H4
Mol MWDz MD3 Da
Figure 46. Data
Vendor
Vendor is for FIS Pattern.
x

FIS Type: [ vendor
Number of DWORDs:

I~ Show Reserved and Obsolete

Format
® | | ¢ Binay
m * Hexadecimal

Parameter [ Value ]_
FIS Type el H
Data [24 bits) KOV
MH WH2 MHI ¥ H4
Dbl WD2 D3 W D4

Check All | Uncheck &Il

Figure 47. Vendor
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Trigger Setup

Protocol Analysis

The Trigger tab in the analysis project dialog allows you to specify when the analyzer
completes a data capture. Three trigger modes are available: The default
Don’t care (Snapshot), Manual Trig, and Pattern.

When data capture starts with Don’t care (Snapshot) selected, the analyzer triggers
on the first data pattern on the bus.

Starting a data capture with Pattern selected triggers when specific pattern(s) are
detected in the captured data stream. The following three ways can trigger the

analyzer with Pattern selected.

» Trigger on any pattern (Any Trigger Mode)

» External Trigger

» Trigger on a sequence of patterns (Sequential Trigger Mode)

Snapshot Mode

To trigger immediately on any pattern, check the Don’t care (Snapshot) button.

Capture  Trigger I SEtIingsl Motes I
& o't care (Snapshotf
" Marwal Trig
" Pattem

Farameters

Project Tiee

E SASProtocolfnalyzer2
=7 Capture (Exclude)
& Include X343
& Include SATA_SYNC
& Include SATA_CONT
& Include DOB Signals
& Include Payload of Data Frame
& Exclude |dle
& [P) Addiess Frame (Any Address Frame Type)
& [P) SMP Frame [y SMP Frame Type)
= (&) Tiigger (Non Sequential)
@ Snapshot
= () Settings
& Tigger Position in Memary = 1%
§ Capture Memory Size = 10000 KB
§ Piimitive Response Timeout = 16384 Dward(s)
& Speed=300Gbps (N, 71,12,T2,13,73,14,T4)
@ Descrambling = Enabled

&9 Connection Details = Simulation Mode

@@ Easyswitch to Advanced mode |

@ Collapse &l

& Align Transmission Period = 2049 for SSP, 258 for STP

= Expand Al

Figure 48. Default Trigger Selected

Manual Trigger Mode

In the Manual Trigger mode, the analyzer captures bus traffic continually from when
you use the Manual Trigger until you click the Stop Hardware button (on the analyzer
toolbar), which triggers the analyzer. To perform a manual trigger, check the

Manual Trig button.
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Any Trigger Mode

In Any Trigger mode, the Analyzer triggers whenever any of the patterns selected for
triggering occurs (an OR condition). The procedure for selecting trigger parameters is
identical to that for selecting capture parameters. All items selected for triggering
appear in the Project Tree.

To define patterns for triggering, check the Pattern button in the Trigger dialog.

Capture  Trigger |Sell\ngs] MNotes I Project Tree
= @ SASProtocolAnalyzer2
" Don't care (Snapshot) = {7} Capture (Exclude)
" Marual Trig @ Include X0
& Paitem & Include SATA_SYNC
& Include SATA_CONT
P & Include OOB Signals
& Include Payload of Data Frame
Patlemn [. & Exclude ldle
Timer # @ Address Frame [Any Address Frame Type)
Timeout & [P) SMP Frame [Any SMP Frame Type]
External Trigger (%) Trigger [Non Sequential)
Bus Candii = {¥) Settings
us Londlion s & Trigger Position in Memory = 1%
gﬁm‘e ) & Caplure Memory Size = 10000 KB
< Bem _,_I & Primitive Response Timeout = 16384 Dword(s)
STP Frame  Speed=30Gbps (1. T1.12, 2,13, 73,14, T4)
ATA Command & Descrambling = Enabled
ATAP| & Align Transmission Period = 2049 for §5P, 258 for TP
L ERN ion Details = Simulation Mode
Address Frame
=
[~ Define Sequential Trigger tode
@ E asy switch to Advanced mode | @& Collapse &1l = Eypand &l

Figure 49. SAS: Select Patterns for Trigger

The SAS Parameters window displays the following trigger pattern categories:
e Timer

« Timeout

» External Trigger
» Bus Condition
» Symbol

e Primitive

e STP Frame

» ATA Command
e ATAPI

e Address Frame
¢« SMP Frame

e SSP Frame

e SCSI Command
e Data Pattern

» Protocol Errors
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The SATA Parameters window displays the following trigger pattern categories:

Timer

Timeout
External Trigger
Bus Condition
Symbol
Primitive

FIS

FIS Pattern
ATA Command
ATA Command Pattern
ATAPI

Soft Reset

Data Pattern
Protocol Errors

Choosing a Parameter
Either highlight the category and click the Add>> button, or double-click the category,
to open a corresponding definition dialog.

To remove an item, highlight it in the Project Tree, then click the <<Remove button.

Triggering on a Timer

Selecting a timer for a trigger in the Any Trigger Mode limits the time that the
analyzer looks for selected triggering conditions before triggering. The timer activates
when the Project runs. If none of the selected triggering conditions occurs during the
timer’s active time, the Analyzer triggers at the end of the time set for the timer.

You can set a timer independently of any other trigger selection, to cause an
unconditional trigger after a set time.

To set the timer value, double-click Timer in the Pattern window of the
Capture Project dialog to open the Timer dialog.

Timer Value: |1 Milli Seconds

— Time Unit

& milliseconds

" microseconds

x|

Figure 50. Timer Dialog

Check a Time Unit, enter the Timer Value, and click OK.
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Timeout

Selecting Timeout for the pattern opens the Timeout Pattern dialog.

x

Pattern

| =

External Trigger

Buz Condition
Sembol
Prirnitive

STP Frame
ATA Command
ATAP

Address Frame

SMP Frame
S5P Frame

e

Mote : Logical OR operator appliied on added events.

Timeout walue : I'I % millizeconds ' microseconds

||

Start Events |
Add s |
Remove <4 |
End Events |

Add > |
Remove << |

Trigger mode

& Trigger if the 'End Eventls)' nccurls) before the timer expires
™ Trigger if the timer expires before the 'End Event(s] occur(z)

Mote : Start Event(z] reset(z] the timer uncoditionally.

(1]4 I Cancel |

Figure 51. Timeout Dialog

Select a pattern for Start Events or End Events, enter a Timeout value, then select

Trigger Mode:

 If End Events occur before timer expires
« If timer expires before End Events

Note: You cannot select a Timeout pattern if you select any other pattern as the trigger

condition.

External Trigger

You can trigger on an external trigger. To set up the trigger, click the External Trigger

category.

External Trigger

% Highsctive
) Low &ctive
 Tioggle

— Tahoe Board External Trig Setting——

For chanaing the external trig zetting,
qo to setting page and press
"External Trig In Setting'' button.

B

Cancel |

Figure 52. External Trigger Dialog

You cannot select an External Trigger Setting, so click OK.
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Bus Condition

Double-click Bus Condition in the Pattern window of the Capture Project dialog to
open the Bus Conditions dialog.

x
— Conditions
| 0K I
[~ Electrical Idle
[” Electical Burst Cancel |

[~ COMINIT/COMRESET
[~ COMwWAKE
[ COMSAS

| Check All I Uncheck All

Vi iz Wiz V4
V11 MT12 MT13 VT4

Check all Uncheck &ll

Count
(E zpected number of occurrences on each link: II

Figure 53. SAS: Bus Conditions Dialog

SAS vs. SATA: SATA Dialog separates the COMINIT and COMRESET check boxes
and replaces COMWAKE with Host COMWAKE and COMSAS with Device
COMWAKE.

Check Conditions on which to trigger, then click OK.

Note: You can define triggering for specific ports by checking or unchecking Port IDs.
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Symbol
Double-click Symbol in the Pattern window of the Capture Project dialog to open the
Symbol dialog.
& K Symbal
" D Symbol ﬂl

P Mz MBIz V4
FT1 T2 T3 T4

Check all Uncheck Al

Count
’7Ekpected number of occurrences on each link: {1 ‘

Figure 54. Symbol Dialog

Choose a symbol type by checking either the K Symbol or D Symbol option, then click
the down arrow in the Symbol dropdown list, choose a symbol to trigger on, and click
OK. Note that the D Symbol choice does not have a down arrow.
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Primitive
Double-click Primitive in the Pattern window of the Capture Project dialog to open the
Primitive dialog.

primitive N x|

— Primitive Type

AIP NORMAL

& Not Specific To Type Of Connections
" Used Only Inside S5P And SMP Connections
7 Uzed Inside STP Connections

Vi Wiz Wiz V4
VT MT12 W12 VT4

Check Al | Uncheck 41 |

Count
(Expected number of occurrences on each link: |1

Figure 55. SAS: Primitive Dialog

SAS vs. SATA: SATA Dialog has no radio buttons and has different drop-down
options.

Click the down arrow next to the Primitive dropdown list, scroll the list to choose a
primitive on which to trigger, and click OK. Note: Check the box to the right of the
Primitive Type to use the logical NOT.

COTTE—— x|
— Primitive Type ak. I

| 41P NORMAL i | B
ancel |

AlPRESERVED O -
AlP RESERVED 1

AlP RESERVED 2

AlP RESERVED WAITING ON PARTIAL

Check &l Uncheck Al

Count
(Expected number of occurrences on each link: |1

Figure 56. SAS: Primitive Selection Choices
SAS vs. SATA: SATA Dialog has different choices.
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ATA Command

Double-click ATA Command in the Pattern window of the Capture Project dialog to
open the ATA Command Pattern dialog.

zl
Format———
Carmmand: | &y Command b4 j ’Vr" Binary

Wiite Uncorectable Ext 0«45 « || * Hexadecimal Cancel |
Wwiite Multiple(C3) 0xC3
™ Show A Add LBA[z) ta MY Cache Pinned Set 0«B6,10
Flush MY Cache 0=B6.14
MY Cache Disable 0:B6.16  |Value | 2]
Command| MY Cache Enable 0xBE.15
Faaturas Cuery WY Cache Miszes 0:BE.13
(Query NY Cache Pinned Set 04BE.12
Sector N R emove LEA(S] Fram MY Cache Finned & 04B6, 11

Cylinder L Return From My Cache Power Made 0<EE. 1
Cylinder H| &t WY Cache Power Made 0«86

DEV/Hea _.-'5'-.t Command

Sector Humlexp)

Cylinder Low(exp)
Cylinder Highlexp)

2R

Features(exp)

Vi Wiz Vi3 V4
VTl W12 V713 ¥ T4

Check All | Uncheck 41 |

Count
’7 E=pected number of occurrences on each link: I‘I

Figure 57. SAS: FIS Pattern Dialog
SAS vs. SATA: SATA Dialog has different dropdown options.

Click the down arrow next to the Command dropdown list, scroll the list to choose a
command to trigger on, and click OK.

A powerful triggering choice is Any Command, which causes the analyzer to trigger
on any ATA command.
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ATAPI
Double-click ATAPI in the Pattern window of the Capture Project dialog to open the

ATAPI Pattern dialog.

x
= Typs Farmat
0K
’V " Binary |_I

+ Any ATAPI Command © MMC-E ¢ SPC-4 5502
i Hexadecimal Cancel |

Command Type: IAny Command # j
=

CDE Type: IAny CDE Type

E-Byte Command

[~ Show Reserved 104te Command
12-Byte Command
Par{ 16-Byte Cornmand Yalue
Long LBA 15-Buyte Conmmand

Operation Code
P FPaort *

M iz W12 M4
VT MT2 W13 T4

Check All | Uncheck Al |

Count
(Eﬁnected number of ocourences on each ink: |1 |

Figure 58. SAS: ATAPI Pattern Dialog
SAS vs. SATA: SATA Dialog has different dropdown options.

Click the down arrow next to the CDB dropdown list, scroll the list to choose a CDB
Type, and click OK.
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Data Pattern
Double-click Data Pattern in the Pattern window of the Capture Project dialog to open
the Data Pattern dialog.

X
@ S5P  HoshedSouceSASAddiess | R000 _Ifu:“;harv ‘ X
~ 5TP Hashed Destinglion SA5 Addess: | P & H Cancel |
Data
DataDifset [0 Dwords [0-255)
WO [Dwl | KRN [Dwo.
st o | w2
AR [ows | R [Dws
PO [owz [ UL | DwE
R [owa | RN [Dwa
000000 [pw | P [pwio
HOGEIH w3 | ey [Bwiz
OO [pws [ RN [Dw4

Fn Fiz V3 Fu
1200 N A N i R e

Check Al Uncheck Al

1~ Count
|Expsiudmmﬂmdttmngrmmeu)‘|lrk =

Figure 59. SAS: Data Pattern Dialog
SAS vs. SATA: SATA Dialog shows Port at the top and does not show SSP or STP.
Define the data pattern for triggering and click OK.

Note: When entering the data pattern in the “Data” section of this screen, if you are reading
the data pattern from a recorded trace, you must reverse the order of the bytes listed

for each dword entered. For example, if you want to trigger on “00 01 02 03" (as
displayed in the trace), you must enter this dword pattern as “03 02 01 00".
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Protocol Errors

Double-click Protocol Errors in the Pattern window of the Capture Project dialog to
open the Protocol Errors dialog.

Protocol Error x|

Protocol Ermars:

[ Code Violation | 0K I
[ Disparity Error

1 AUGH Error ﬂl
[ STP Signaling Latency Eror

[ STP Invalid State Transition (Unexpected Primitive)

[ STP Invalid State Transition (Primitive Timeout)

[ Frame Type Eror

[ Frame Length Error

[ Frame Direction Ermor

[ CRC Eror

[ ACKMNAK Timeout

| Check All I Uncheck Al

« Al

 SSP
 SMP
 STP

Fin Fire Fiz M4
Vm M1z V13 V14

Check Al Uncheck All

Count
(Expected number of occurrences on each link: |1

Figure 60. SAS: Protocol Errors Dialog

SAS vs. SATA: SATA Dialog shows Port and does not show SSP, SMP, or STP radio
buttons.

Check the protocol error(s) to trigger on and click OK.
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STP Frame (SAS only)
Double-click STP Frame in the Pattern window of the Capture Project dialog to open
the FIS Pattern dialog.

x
Format
FIS T1’19'35IHegislerHostloDevice 027 _j " Binary 0K I
Register Host to Device | ou27 * Hexadecimal C
ancel

Reaister Device to Host | 0x34
[ Shewd Set Devit_:e Bits 0xa1
D& Activate 0439
DA Setup 0x41 Value [ |
FIS Type g:gTs - g*gg t to Device
PMPOU |G 0ud5
c Vendor X
Command b
Features e
Sector Mumber e
Cyl Low e =
Cyl High b
Dev/Head xX
Sectar Num (exp) b
Cyl Low [exp) b =

Vn Vi M Vi
MT1 VT2 VT3 ¥ T4

Check All Uncheck Al

Count
’7 Expected number of occurrences on each link: |1

Figure 61. SAS: FIS Pattern Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the FIS type dropdown list, scroll the list to choose an
FIS type on which to trigger, and click OK.
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Address Frame (SAS only)
Double-click Address Frame in the Pattern window of the Capture Project dialog to

open the Address Frame Type Pattern dialog.

EETTTTTTTE— x
Format

Address Frame Type: I Ary Addiess Frame Type % Er  Binary OK |
Ay Address Frame Type | % ¢ Hexadecimal Cancel
Identify 0x0 = =

[~ Show Reserved and
Open 01 :

Parameter | Value |
Addiess Frame Type o4 Ay dddress Frame Type

Vi Vi Miz Vi4
Fnn Fiz2 W13 ¥ 14

Check All | Uncheck 41 |

Count
’7 Expected number of occurrences on each link: IT

Figure 62. SAS: Address Frame Type Pattern Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the Address Frame Type dropdown list, scroll the list to
choose an address frame type on which to trigger, and click OK.
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SMP Frame (SAS only)
Double-click SMP Frame in the Pattern window of the Capture Project dialog to open

the SMP Frame Pattern dialog.

x
Fomat
SMP Frame Types : I Any SMP Frame Type % j ) Binany 0K |
Function : &y SMP Frame Type ® ' Hexadecimal
Request 0x40 ﬂl
[~ Show Reserved wuﬂespnnse Ll
Parameter | Value |
SMP Frame Type #: Ay SMP Frame Type
Function Any Function j

Fin Mz M3 M4
MT1 T2 FT13 VT4

Check All I Uncheck All |

Count
(Expecled number of occurrences on each link: |1 ‘

Figure 63. SAS: SMP Frame Pattern Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the SMP Frame Types dropdown list, then scroll the list
to choose an SMP frame type on which to trigger.

Then click the down arrow next to the Function dropdown list, choose a function, and
click OK.
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SSP Frame (SAS only)
Double-click SSP Frame in the Pattern window of the Capture Project dialog to open
the SSP Frame Type dialog.

rramerpe x

SSP Frame Type I Anp Type X El :fm;:laiy
Any Type ® (* Hexadecimal Cancel |
Data 0:1

[~ Show Reserved §<FER RDY 0:5
Command 0:6

Paran fesponse 047 Value ‘

SSP Frame Type | Task 0x16

Destination S45 Addiess SDORRLD0E0NEN,

Source 545 Addiess PRORA N,

Changing Data Pointer ?

ReTransmit ?

Fietry Data Frames 2

Number of Fill Bytes %

Tag RelR

Target Port Transfer Tag pevied

Data Offset plsieiesieed

Fn kFi2 Mz Wi
VT W12 W13 VT4

Check All Uncheck Al I

Count
’7 Expected number of occurences on each link: I'\

Figure 64. SAS: SMP Frame Type Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the SSP Frame Type dropdown list, scroll the list to
choose an SSP frame type on which to trigger, and click OK.
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SCSI Command (SAS only)
Double-click SCSI Command in the Pattern window of the Capture Project dialog to
open the SCSI Command Pattern dialog.

zl
— Twps Farmat

Ay SCSI Command  MMCE ¢ SBC3 € SMC3  SPC4 5502  Bi &I
 0sD-2  ADC3 ¢ C |

i & ancel

¢ Hexadecimal

Command Type: | Any Command ® j
CDE Type &y CDE Type =

I Show Reserveq 5-Byte Command
0-Byte Command
Par| 12-Byte Command |
16-Byte Command

‘

Operation Code || gpg LBA 16-Epte Command 7
Tag peeed

Destination Address RN,

Source Address fiissssrresisied

LUM e

M Wiz M1z Vi
VTl T2 W13 VT4

Check Al | Uncheck &l

Caunt
|7 Expected number of occurences on each link. 1

Figure 65. SAS: SCSI Command Pattern Dialog
SAS vs. SATA: Not available in SATA.

Click the down arrow next to the CDB dropdown list, scroll the list to choose a CDB
Type, and click OK.
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FIS (Frame Information Structure) (SATA only)
Double-click FIS to open the FIS Type selection dialog.

I x|
— Format -
FIS Type: | ary Type b j " Binary
Reqister Host to Device | 0x27 @ Hexradecimal C
ancel

Register Device to Host | 0134
I showH Set Device Bits Oz
DM, Activate 0x33

Da Setup Oxd1 Value I
FIS Type | BIST 0458
PI0 Setup 0x5F
PM Port Data 0ndE

WHI WMH2 ¥ H3 [ H4
VDbl Dz VD3 ¥ D4

Check Al | Uncheck al |

Figure 66. SATA: FIS Type Dialog
SAS vs. SATA: Not available in SAS.

Click the down arrow next to the Type drop-down list box, choose a FIS type on which
to trigger, and click OK. Repeat for additional types.

Available FIS Types:
* Register Host to Device
* Reqgister Device to Host
» Set Device Bit
» DMA Activate
* Any Type
* DMA Setup
e BIST
¢ PIO Setup
e Data

Note: You cannot trigger on a Vendor FIS.
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FIS Pattern (SATA only)
Double-click FIS Pattern to open the FIS Pattern selection dialog.

x
Format
FIS Type: | Reaister Host to Device | 0x27 j ™ Binary 0K I
(+ Hexadecimal
Cancel I

[~ Show Reserved and Obsolete

|»

Parameter Value
FIS Type 0x27: Reaister Host to Device
PM Port
B
Command

Features

Sector Number
Cyl Low

Cyl High
Dev/Head
Sectar Num (exp)

grEXEEEVX

Cyl Low (exp)

VHI WHz MH3 ¥ H4
VD1 VD2 D3 VD4

Check Al | Uncheck Al |

Figure 67. SATA: FIS Pattern Dialog
SAS vs. SATA: Not available in SAS.

The FIS Pattern dialog opens with the default FIS Type Register Host to device.
To choose another available FIS Type, click the down arrow next to the FIS Type list

box.
Format—
" Binan
+ Hexa

FIS Type: I Register Host to Device  0x27

Register Host to Devic

Heislel Device to Host | 0x34
[~ ShowF Set Dewge Bits O
DMA Activate 0x33
DA Setup Oxd1 Value
FIS Type g:gTS g“gg tto Device
etup !
PMPot | bata 0vd6
C Vendor X

Figure 68. SATA: FIS Pattern Dialog Choices
SAS vs. SATA: Not available in SAS.

Choose an FIS Type and complete the corresponding dialog.
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ATA Command Pattern (SATA only)
Double-click ATA Command Pattern to open the ATA Command Pattern selection

dialog.
ATA Command Pattern i x|
Format
Command: | Any Command X ~| | € Binay
Check Power Mode 0xES || * Hexadecimal Cancel I
Configure Stream 0x51
[~ Show R Device Corfiguration Freeze Lock 0:81,C1
Device Configuration |dentify 0xB1,C2 :
Device Configuration Restore 0£1C0  |Value B
Command| Device Configuration Set 0=81,C3
Device Reset 0x8
Fealures Download Microcode 0x92
Sector NU £yacite Device Diagrastic 0x30
Cylinder Ly Flush Cache 0:E7
Cylinder H| Flush Cache Ext O:EA
DEV/H Get Media Status DA b

Sector Num{exp)
Cylinder Low(exp)
Cylinder High[exp)
Features(exp)

X XXX

FH FHZ WHZ ¥ Hs
VDl MD2 VD3 VD4

Check All Uncheck Al

Count
’7 Expected number of occurrences on each link: |1

Figure 69. SATA: ATA Command Pattern Dialog
SAS vs. SATA: Not available in SAS.

Click the down arrow next to the Command list box, choose an ATA command, and
click OK.

Soft Reset (SATA only)
Double-click Soft Reset to open the Soft Reset dialog.

x|
Ly
Cancel |

WHI WHz WH3Z ¥ H4 onee

Vp1 WDp2 D3 v D4

Check All Uncheck &ll

Count
” Expected number of occurrences on each link: IIJ

Figure 70. SATA: Soft Reset Dialog
SAS vs. SATA: Not available in SAS.
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Sequential Trigger Mode

Note:

In Sequential Trigger mode, triggering occurs whenever the system detects a specific
sequence of patterns. Defining the triggering patterns sets the sequence order. You
must define at least two patterns to enable selection of Sequential Trigger mode.

Patterns, such as Primitives and Symbols or Frames, occurring very close together on
different ports, cause an error in triggering.

To define a triggering sequence, select more than one pattern, then check the
Define Sequential Trigger Mode check box.

Capture  Trioger |Sett\ngs| Mates ]

" Don't care (Snapshat)

Project Tree

= @ SASProtocolAnalyzer2
=-°] Capture [Exclude]

" Manual Tiig & Include X%
' Pattern & Include SATA_SYNC
& Include SATA_CONT
P, & Include DOE Signals
_ & Include Payload of Data Frame
Fatlein [ & Exclude Idie
Timer ] E Address Frame [Anp Address Frame Type)
Timeout £ @ SMP Frame [&ry SMP Frame Type)
=& Trigger [Sequential)
External Tigger & [B] FIS Pattem [Register Host to Device)
Bus Condition Add 5> &[] SMP Frame (&ry SMP Frame Type)
Symbol = (¥ Settings
Priritive o< Remove & Trigger Position in Memory = 1%
STP Frame @ Capture Memory Size = 10000 KB
ATA Command il & Piimitive Response Timeout = 16384 Dword(s)
@ Speed=30Gbps (N, T1LIZT213, 73,14, T4)
ATAPI il & Desciambling = Enabled
& Align Transmission Period = 2049 for SSP, 258 for STP
Address Frame LI = ion Details = Si ion Mode
@ E asy switch to Advanced mode | & Collapse Al o Bl

Figure 71. SAS: Select Sequential Trigger Mode
SAS vs. SATA: SATA Dialog has different patterns.

Timer

The sequential triggering mode offers the option of triggering on a timer or inserting a
timer in the triggering sequence to delay detection of the next pattern in the sequence.
To insert a timer in the trigger list, double-click Timer to open the Timer dialog.

Timer Value: |1 Milli Seconds

— Time Unit
& miliseconds
" microseconds

Figure 72. Timer Dialog

x|

Cancel |

Enter a Timer Value, choose the Time Unit, and click OK.
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Defining Patterns

The definition of patterns for the sequential trigger mode is identical to the Any Trigger
mode, with the following exception:

In sequential triggering mode, the definition dialogs for the triggering patterns enable
the setting to count the number of occurrences. This allows you to specify the number
of times that the pattern must occur before triggering or proceeding in the trigger
sequence.

Count
(Expecled number of occunences: |1

Figure 73. Number of Occurrences

Note: The events on each link are counted independently, causing a trigger whenever the
number of occurrences on any link equals the specified value.

Triggering Order

As triggering patterns are defined and added, they are displayed in the Project Tree
sequentially in the order that they were entered under the Trigger category. When the
project runs, the analyzer detects the occurrence of each pattern in order and triggers
on the last one.

You can re-order the sequence of triggering patterns. To change the sequence order,
highlight a trigger pattern and use the Up or Down arrow to move it to a new position.

& Include RRDY
8 [A] Trigger-On [Sequential)
[ @ E] Other Triggers(External Trig = Positive Edge)
& [P] Symbol(K28.3)
EMRE Timer(1 Mill Seconds]
m@] Primitive([EROADCAST RESERVED 1)
- @-[P) SymbollK28.3)
8 {#) Settings

« Hemwel : ¢ Trigger Position in Memory = 50%
= : ¢ Capture Memory Space = 200 KB
il ' ¢ Primitive Response Timeout = 20 DWORD
. @ RunPattem Generator = OFf
ﬂ @ Enable 10/8 Decoding

@ Enable de-scrambling

Figure 74. Triggering Order
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Pre-Trigger

You can set the amount of data to capture before and after the trigger, as a
percentage of pre-trigger, between 1% and 99%. Position the pre-trigger slider to a
percentage. This feature allows the evaluation of bus activity leading up to and after
the triggering event. Figure 75. illustrates the operation of pre-trigger in data memory.

Pre-trigger data is capture of the specified percentage of data prior to the triggering
event. It cannot be guaranteed and may be 0. This can occur when the triggering
event occurs before storing the required amount of pre-trigger event data. In such a
case, the data display shows fewer than the specified data points prior to the
triggering event.

DATA MEMORY
PRE TRIGGER
ALL
% PRE TRIGGER PARTIAL
DATA % PRE TRIGGER
DATA
TRIGGERING EVENT
ALL SPECIFIED ALL SPECIFIED
POST TRIGGER DATA POST TRIGGER DATA|

Figure 75. Pre-Trigger Example, 20% Pre-Trigger
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Project Settings
To set project options, click the Settings tab.

%Letrny SAS Protocol Suite - [SASProtocolAnalyzer2] k 18l x|

=] File View Edit Configuration Project Setup Tools Window Help = ﬁlll

SEE @I EE ®hcor | W[5 3]

Pre-Trigger Eapturel Tliggerl Post-Trigger Capture Settings |Nntas I Pioject Tree
~ Trace Memory Status: —— E"@ S@ASP lanalyzer2 =
Pre-Trigger Capture (Exclude]
Trigger Fu.§|t\un In Memory - @ Inciude Y008
¢ EnfieMemoy 1% -4 Includs SATA_SYNE
* Pattial temary 10000 KB (Upto 1024 MB) & Include SATA_CONT
- - g Include DDB Signals
Sample File Mame: IC:\Documents and Settings\Bill\D esktaphSa, J ¢ Inchude Papload of Data Frame
Exclude |dle
20 ¢
[~ AutoRun Idumber of Hun @ Trigger [Non Sequential)
 Analyzer Settings @ Post-Trigger Capture
Primitive Response Timegut: | 65000 DWwWORD @ Evenything| Exclude NOTIFY]
o @ Include X0
" Disable desgrambling [T Show 300 Yalue - @ Inchude SATA_STHC
ALIGM Tranzmission Period: @ Include SATA_CONT
2048 for SSP. 256 for STP - @ Include D0B Signals
1% 2043 for S5, 258 for 5TP Protscsl ot bask..._| - @ Include Payload of Data Frame
= = @ Include RRDY
External Trig Out Settlngl External Trig In Setting | - @ Exclude Ide
Speed +Ix] Settings
- ¢ Trigger Position in Memory = 50%
IV 11.T1: [AutoSpeed vI V13,72 |AuoSpesd ™ @ Capture Memory Size = 10000 KB
W 1272 [auoSpeed =] ¥ 474 [auoSpeed 7| - ¢ Primitive Prespanse Timeout = 65000 Dword(s)
- Speed=AuloSpeed 11 T1.1I2.T2, 13, T3.14. T4)
Port Cunhgulahunl MU Setting | @ Descrambling = Enabled |
- g Blign Transmission Period = 2049 for 55P, 258 for GTP
BB C ion Details = Simulation Mode =l
@ Easy.switch to Advanced mode | @ Collapse Al | = Eupand Al |
Far Help, press F1 |Tx\fout Disabled \Imt\ator Emulataor : Stop Target Emulator : Inactive @\Slmu\atmn Made E

Figure 76. SAS: Setting Project Options

SAS vs. SATA: For the ALIGN Transmission Period section, SATA Dialog shows
options 256 and 258, and does not show 2048 or 2049.

For Speed, SATA Dialog shows H1, D1 to H4, D4 and does not show I1, T1 to 14, T4.
SATA Dialog does not show MUX Setting button.
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Memory Settings

The Trace Memory Status section has the following fields.

Trigger Position

Memory Size

Note:

Pre-Trigger defaults to 50%, which defines the percentage of data to capture before
and after the triggering event. You can change this percentage by dragging the slider.

Capture of the specified percentage of the data prior to the triggering event cannot be
guaranteed and may be 0. This can occur if the triggering event occurs before storing
the required amount of pre-trigger event data. In such a case, the data display shows
fewer than the specified data points prior to the triggering event. For more detail, see
“Pre-Trigger” on page 65.

To reduce the capture memory size, check Partial Memory and enter a buffer size, or
check Entire Memory to allow capture for the entire memory, if you want to capture
the maximum amount of trace data. (Minimum size of memory is 2 GB. Maximum size
of entire memory is 8 GB.)

In cases where the size of a data packet exceeds the set buffer memory allocation,
the project runs, but no capture results. In such cases, you must increase the buffer
memory size to a value greater than the packet size.

Sample File Name

Auto Run

Click the ellipses next to the Sample File Name text box and choose a file name and
location for the results of your current project.

To repeat the current capture and trigger setup automatically, check the Auto Run
checkbox and enter the number of times in the Number of Run text box. The capture
and trigger repeat automatically for the specified number of times, and the results are
saved in consecutively numbered Sample.scs files.
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Analyzer Settings

The Analyzer Settings section has the following fields.

Primitive Response Timeout
Primitive Response Timeout specifies the number of DWORDs after a
Primitive Response.

Disable Scrambling
If checked, causes the Analyzer to assume that no traffic is scrambled. By default, the
Analyzer assumes the scrambling state of the devices under test

Show XXXX value
Check this option to display XXXX values.

ALIGN Transmission Period (differs for SAS and SATA)
Choose the ALIGN Transmission Period for SSP and STP by clicking the
corresponding option button, then open the Protocol Error Mask dialog.

Protocol Error Mask
Click the Protocol Error Mask button to open the Protocol Error Mask dialog.

x

Fratocol Emars:

O Code Vidlation QK I
[ Disparity Errar
O ALIGH Emror Cancel |

O 5TP Signaling Latency Emar

O 5TP Irvalid State Transition [Unexpected Primitive)
O 5TP Irvalid State Tranzition [Primitive Timeout]

O Frame Type Ermor

O Frame Length Eror

[ Frame Direction Emar

O CRC Emor

O ACKMNAK Timeout

Check: Disable Protocol eror detection
Un Check: Enable Protocol emor detection

Check &l | Uncheck Alll

Figure 77. Protocol Errors Dialog

Check the Protocol Errors not to display in the sample view.

External Trig Out Setting
The Analyzer can send a Low or High external signal anytime a trigger occurs. Select
the External Trig Out Setting: High Active, Low Active, or Toggle from High to Low or
Low to High once (3.3 V output).

Enter the External TrigOut pulse width.

External Trig In Setting
An external Low or High input signal can cause triggering. Select the
External Trig In Setting: High Active, Low Active, or Toggle from High to Low or Low to
High once (3.3 V output).

Choose Port Speed
The default speed is Autospeed. You can also select the port speed from the
drop-down list: 1.5 Gbps, 3.0 Ghps, or 6.0 Gbps. It is recommended to specify the
speed, to reduce the hunt for lock speed.

Note: If a Port ID check box has no check, the analyzer does not capture any patterns for
that port. The system allocates trace memory for that port to its adjacent port, for
example: 11, T1 <->12, T2 or I3, T3 <-> 14, T4.
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Port Configuration
Port configuration depends on the application you run. To act as analyzer, select the

Analyzer port configuration. To activate a Device emulator on a port, select the
TargetEmulator/DeviceEmulator port configuration. To activate the device emulator
on a port and run the Analyzer on the same port, select Analyzer/Emulator.

MUX Setting (SAS only)
Enable Muxing on port combinations.

Muxsetting ) x|
Enable Muging On:——————————————
1. rizTa
Cancel |

Tz 12 [~ 1414

Check &l | Uncheck A1 |

Figure 78. MUX Setting Dialog Box

If you enable this option on two ports, the data of both ports transfers on one physical
link, whose speed is twice the speed of each link, and the data of two links multiplexes
on one physical link. For example, two 3 G ports together make one 6 G port. Note the

following:
» The muxing check boxes are usable only if two or more emulator channels are
selected.
» The initiator emulator check box is greyed out if only one emulator channel is
selected.
LeCroy SAS Protocol Suite - [SASProtocolAnalyzer?] EIEJE|
__@ File WView Edit Configuration ProjectSetup Tools Window Help =& =]
(EEE B W @R |8 o0 B
Intitor Emulator | Capture | Trigger Iitiator Settng | Setings | Notes | Pioiect Tree
iiiator Emuetor For : = ;_gscpa'x‘;"e“““a'”“'z
19.T10 [30Gbps | ; g IEﬂv;[rﬂ:ﬂg:cmds NOTIFY]

s Inchude SATA_SYNC

Port Speed [5.0GH W RS AT % Inolude SATA_CONT
ot Speed [6.0Gbps | Enable Mdng on 1771 & Inchude DOB Signals

Figure 79. Initiator Emulator Check Box and Channel Speeds

» The target emulator check box is not displayed at all until two or more emulator
channels are selected.

b LeCroy SAS Protocol Suite - [TargetFmulator1] EI@El
EE-E Ele Miew Configuration ProjectSetup Tools Window Help _I_l- [} .’SJ
Ed2 &0 &y oo | B S
Pages 1 Ermor Injection l User Defined Commands ~ Settings ] Motes 1
Media Setting
SAS Address : 5000EBS000000100 {H) | | Average Access Time : |1 {ms}
Data Frame Payload Size : 1024 Bytels) mer S fiees !
Logical Block Size 512 Bytels) Start Address End Address Area Type |
o T Circular Writable ~
Linked Command Expired Time : [100 (ms)
ALIGNTransmission Period 2048 Dword(s)
- Target Emulator Port
Activate Device |1 times
10, T10  |30Gbps =
Period of activation {1000 ms
Fort i5.0Gbps IR I Activate emulator with old settings
v Enabling Muxding on 11-T1 Ports Configuration

Figure 80. Target Emulator Check Box and Channel Speeds
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Add a Project Note

To enter and save information about the current project, click the Notes tab and enter
the data about the project.

%Letruy SAS Protocol Suite - [SASProtocolAnalyzer2] =10 5[
@ Ele Wiew Edit Configuration Project Setup Tools Window Help = ﬁlil

SEHE @I | ®Recod [ W |||@|%|

Pre-Trigger Eaplulel Tﬂggell Post-Trigger Eaptursl Seftings  Motes | Project Tree
@ SASProtocolAnalyzer2

|»

Project Name: -k Pre-Trigger Capture [Exclude)
@ Include 24
Note =] @ Include SATA_SYNC

- Include SATA_CONT

& Include NDB Signals
& Include Papload of Data Frame
- Enclude Idie
(A Trigger [Non Sequential)
-] Post-Trigger Capture
~- ¢ Everything] Exclude NOTIFY]

@ Include X
- @ Include SATA_SYNC

= @ Inchads SATA_CONT
Creation Date: (180413 on Tuesday, Jul03:08 @ Irchude D Sigrnals
- @@ Inchude Papload of Data Frame
Last Modified: |Nol saved yet - @ Include RADY
@ Exclude Idie

Settings
¢ Trigger Position in Memary = 50%
@ Capture Memary Size = 10000 KB
- @ Primitive Response Timeout = 65000 Dword(s)
- Speed=AuloSpeed 11 T1.1I2.T2, 13, T3.14. T4)

¢ Descrambling = Enabled
- g Blign Transmission Period = 2049 for 55P, 258 for GTP
BB C ion Details = Simulation Mode =l

Last Run: |Nﬂl LN et

@ E asy.switch to Advanced mode | @ Collapse Al | = Eupand All |

For Help, press F1 |Tx\fout Disabled \Imt\ator Emulataor : Stop Target Emulator : Inactive @\Slmu\atmn Made E

Figure 81. Project Notes Tab
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Advanced Mode (User-Defined)

Advanced Mode expands Analysis capability by allowing you to program complex
triggering and data capture projects.

The Advanced Mode is a state machine with up to 23 different states. You can
program each state individually to:

» Trigger on a different event or trigger unconditionally.
» Capture Everything, Nothing, or a user-defined pattern.

 Include up to three ELSE IF statements, allowing a jump to any other state based
on a user definition.

» Use up to three timers, which you can set to a maximum value of 42949 ms. You
can set a timer in the state or continue the timer set in the previous state.

» Output an external trigger High or Low.

Working in Advanced Mode

To start working in the Advanced Mode, click the Easy, Switch to Advanced Mode
button in an open Analyzer window.

@ Easy,switch to Advanced mode

You can:
 Display the state definition
» Set Output Trigger level
» Select up to three timers
» Define the If condition and up to three Else If conditions
» Set number of occurrences before trigger
» Set captured data
» Set excluded data
* Go to next state
» Add state
» Choose link for Sequencer setup
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%Letroy SAS Protocol Suite - [SASProtocolAnalyzer2]

@ File Wiew Edit Configuration FProject Setup Tools Window Help

Protocol Analysis

=10/x|
=18] x|

FHE S EH oo |5 1 |s(3]B A2+ = ¢|leses

Advance Mode | Sett\ngsl Motes |

Capture :
" Evemthing
" Nothing
% Pattern

Slate 0 (S0) . Start HER l_
Exclude tems: Idle, Natity | Pattern Cont| Trig |Timer| ExtOut | GoTo |
It i 1 E _No changej Mo Jump j
Else If & 1 E _No change j Mo Jump j
State 1 (51) Eke If o |1 O Ho Changej Mo Jump j
Capture Everything ‘ Elke If E 1 E . |Nochange j Mo Jump j
Exclude tems: Idie, Notity

[~ Set capture settings of all states as state 0

¥ Exclude Idie [~ Erclude s

[~ Exclude DOE Signal [~ Exclude RRDY

[~ Excluds ALIGH ¥ Exclude NOTIFY

[ Ewclude SATA_CONT [~ Evclude SATA_STYHC
[~ Exclude Payload except 1] Dword(s)

‘: g‘ill::a the fallowing Patterns

Pattem

Bus Condition
Prirnitive

STP Frame
Address Frame
SMP Frame
SSP Frame
Diata Pattern

= Protocol Enrors
gl 3

)
=

@ Advanced switch to Easy mode | ™ Muli Sequencer Pt :I 1. T1 = || | Make Same as Curent & AddState | 42 Delete State |

For Help, press F1 |Tx\-'out Disabled |In\tiator Emulator : Stop \Target Emulator : Inackive @Eimulat\on Mode |Stop

Figure 82. SAS: State Programming Dialog
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E‘Letrny SATA Protocol Suite - [SATAProtocolfnalyzerd] - |E||1|
JJ@ File “iew Edit Configuration Project Setup Tools Window Help 1= x|

SHE (@I IH| e ros | u|s|B 2L = |eee e

Advance Mods | Settingsl Hotes I

=l
tart State 0 I?
Pattern Cunl‘ Trig ‘ Timer | Ext.Out | Go To |
If (1 El Mo changej MoJump j
Elze If Ik E Mo change j Mo Jump j
Elze IF ? 1 El Mo change j MoJump j
P Elze If Ik E Mo change j Mo Jump j
Capture : ™ Set capture setting of all state a3 state 0
" Everything
' Nothing ™ Exclude DOB Signal ™ Exclude 36444
& Pattern I” Exclude CONT I” Exclude 5YNC
™ Exclude Payload except IU Dimnrd(z]
% Include ;
the following Patterns
" Exclude
Pattemn
- Bus Condition
rl FIS + >>|
! J L AL Rie panam

@& Advanced.switch to Easy mode

[ Multi Sequencer  Fort - I 1,11 vl M ake Same as Current | @ Add State | 4= Delete State

For Help, press F1 ‘Tx\u'out Disabled ‘Initiator Ernulatar : Stop |Devica Emulatar : Inactive @ |Simulat\on M

Figure 83. SATA: State Programming Dialog

SAS vs. SATA: SATA Dialog removes Exclude Idle, Exclude ALIGN, Exclude RRDY,
and Exclude NOTIFY.

SATA Dialog replaces Exclude SATA_CONT with Exclude CONT and

Exclude SATA_SYNC with Exclude SYNC.

SATA Dialog has Patterns Bus Condition, FIS, FIS Pattern, Data Pattern, and
Protocol Errors and does not have STP Frame, SMP Frame, STP Frame, or
Address Frame.
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| Fle view Edt Confiouraton ProjectSetup Tools Window Help

SProtocolAnalyzer1]

FEHE & ¥ @ pecod 2 B 2(g
Advance Mode | Settings | Notes |
[o
State 0 (S0) . Start
Capture Everything | Pattern Trig GoTo
Exclude tems: idle, Notify iz Primitive [ACK) - [ o Nodump
= Address Frame (Open) then Go To State 1... | Ekelf ES O . Mochange - | Modump -
| Ekelr o @ Machange - | Molump -
State 1(S1) | Eke It o O Machange - | Modump -
= Capture Everything
Exclude tems: Idle, Notify
52 Capture -
Primitive (OPEN ACCEPT) then Go To Stat..
& Everpthing ¥ Exclude Idle ™ Exclude o0

State 2 (S2)

€ Mothing
 Pattern

I Exclude 00 Signal
I~ Exclude ALIGN

I Exclude RRDY
¥ Exclude NOTIFY

I Evcluds SATA_CONT

[ Exclude SATA_SYNC
[ Exclude Payload except L ifs]

5 Capture Everything
Exclude tems: Iidle, Motify

SSP Frame {Command) then Go To State 3

State 3 (S3)

= Capture Everything
Exclude tems: idle, Notify

{Prinitive (ACK) then Trig, Ext.Out=Ac... )

@ Advanced.switchto Easpmode | [ MuliiSequencer 7ot [ ,

[TxVout Disabled [Initiator Emulator : Stoy

B adisite | £ Deletestae |

Target Emulator : Inactive @ Simulation Mode Stoy

aa |

For Help, press F1

Figure 84. SAS: Advanced Trigger with multiple branches
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Setting Trigger Conditions

To set the If and Else If trigger condition:

1. Click the Add Pattern button &

for a Pattern field and choose a trigger
condition from the drop-down list.

s =
% LeCroy SAS Protocal Suite - [SASProtocolAnalyzer2] - | a LI
@ File Wiew Edit Configurstion Projeck Setup Tools Window Help _|ﬂ 1[

SHE @ EE eros mu|sS|a|[ELLEH e

Advance Mode | Settingsl Hates |

o]

State 0

Slate 0 (S0) . Start

Exclucte Rems: icle, Nty | Pattern |Cont| Tiig [Timer| ExtOuwt | 6GoTo |

M ,E 1 = Mo changej No Jump j

Elself Timeaut o 1 O No change j No Jump j
State 1 (S1) Else If External Trigger ay |1 &) Mo changej Mo Jump j
Capture Everything ‘ Else If ay |1 & Mo change j Mo Jump j
Exclude ems: ldle, Notity - e el

Symbol

Capture  Primitive [~ Set capture settings of all states as state 0

" Eventh  STP Frame ¥ Exclude |die [~ Exclude 30004

" Mothing  ATA Command ™ Exclude O0B Signal ™ Exclude RRDY

[ Exclude ALIGN
™ Exclude GATA_CONT
™ Exclude Payload except

¥ Exclude MOTIFY
™ Exclude SATA_SYNC

a Dvaord(s)

& Patern  RTAP

Address Frame

SMP Frame  Include
S5P Frame the following Patterns
% Exclude

SCs1 Command

Pattern Data Pattern

BusCondi —

Piimitive Protocol Errors J

STPFrame—

Address i Timer 1 Elapsed

SMP Fram  Timer 2 Elapsed J

SSP Fram  Timer 3 Elapsed

Data Patte

= Fratocol E
4 J »

@ Advanced switch to Easy mode | ™ Multi Sequencer Pm[-l 11,71 LA ke Same as Curent

[Tsvout Disabled [Tnitiator Emulator @ Stop

Anything

£ Add State I = DeleteSlalel

For Help, press F1 [Target Emulator | Inactive @_\Simu\atmn Maode |Stop

Figure 85. SAS: Choosing a Trigger Condition

2. Define each selected pattern in the same way as in Easy Mode, as described

Note:

starting on page 31. To use a timer, define it first.
You can set a timer for any If or Else If condition.

Enter a value for the number of occurrences before trigger in the Cont field,
up to a maximum of 65535 occurrences.

Choose a capture option: Everything, Nothing, or Pattern.

If you choose Pattern, you can select patterns for inclusion or exclusion.
Clicking the Pattern option enables a pattern definition dialog.

Bus Condition

STP Frame s
Address Frame J’
SMP Frame

SSP Frame =K I
Data Pattern

Protocal Errors

Figure 86. SAS: Choosing a Pattern
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6. Choose pattern(s) and click the +>> button to add them for capture or exclusion.
You define each pattern the same way as in Easy mode (see “Defining Patterns”
on page 31).

7. For an output trigger, click the down arrow in the Ext. Out field and choose an
output trigger level.

8. To go to another state, click the down arrow in the Go To field and select a state.
If no other state has been defined, choose New State to add a state.

Multi-Link Triggering

You can set different triggering for each link. To set different trigger conditions for a
link, check the Multi Sequencer check box and select the link for setup from the Port
drop-down list.

[V MultiSequencer Pot: |11, T1 +

Figure 87. Multi-Link Triggering Setup

Set Timers

You can set and use up to three timers for triggering. You can set each timer for each
state or continue from a timer set in the previous state. The timer defined for a
particular state starts when entering that state. To set timers, click the ellipses in the
Timer field in each state and define each of the timers in the Set Timers dialog.

Timer 1 _ _
~ Twner it

" Contirse (= Sgt Times |g — | Mili Ssconds Gl mics

- Tiener 2- e

" Contrue © SetTimer |0 MESeconds | @ vl miero

e Tiener unit |

" Coniinue & SetTimer [0 MliSeconds | & mili " micio

I"Se! Timer' is selecled at a state the timer is teset each lime enlerng hat stale. By selecting
e times will continue the court fram previous stateds] unil timer elapses,

I'lrnafmaglhemdwslabeasputufuihm T ot “Elea |1 statemants.

nx]t.md|

Figure 88. Set Timers Dialog
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Useful Key Sequences

The following key sequences are active to assist you in navigating a defined state
machine:

Ctrl+a Add State

Insert Insert State

Del Delete State

Ctrl+c/Ctrl+Ins Copy

Ctrl+v/Shift+Ins Paste

Up/Down arrow keys Moves selection between states
Page Up/Page Down Page Up and Page Down states
Home Go to first page

End Go to end page

Project Settings

Notes

Prior to running the Advanced mode project, click the Settings tab. The options in the
Settings dialog are the same as for the Easy Mode, described starting on page 66.

iiletroy SAS Protocol Suite - [SASProtocolAnalyzer2] K - |E||5|
I =181

@ File Wew Edit Configuration Project Setup Tools  Window Help
FHE @LEH encs [mn[s[3]E 2L ¢ ¢|fF 26l

Advance Mode  Settings | Notes |

i~ Trace Memory Status:

T Pt (s o, Al _jz|5t| =
1~ Entire Memary 1% 99%

+ Partial Memory 10000 KB [Upto 1024 ME]
Sample File Mame: IE “Documents and 5ettings\Bill\D esktoptS4 J
™ Auto Run Humber of Bun 20

— Analyzer Settings
Frimitive Responze T\megul:l ER000 DWwWORD:

I” Disable descrambling [~ Show s Yalus
ALIGN Transmission Period
€ 2048 for S5P, 256 for STP
% 2043 for S5P, 258 for STP Protocol Enor Mask .. |
Extemnal Trig Out Settingl External Trig In Setting |

Speed

¥ 1T IAutDSpeEd & ¥ 13, T2 IAutDSpeEd b
ez 12 IAutDSpead hi [ 14,74 IAutDSpead hi

Part Comfigurationl L= Setting I

& Advanced switch to Easy mods |

For Help, press F1 |T><VDut Disabled |In\tiator Emulator : Stop Target Emulator : Inactive @ |Simu|ation Mode |Stop

Figure 89. SAS: Project Settings Page

SAS vs. SATA: For the ALIGN Transmission Period section, SATA Dialog shows
options 256 and 258, and does not show 2048 or 2049.

For Speed, SATA Dialog shows H1, D1 to H4, D4 and does not show I1, T1 to 14, T4.
SATA Dialog does not show MUX Setting button.

To include some descriptive information about the project, click the Notes tab and
enter a brief descriptive note (see “Add a Project Note” on page 70).
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Exercise and Capture

SAS: To perform a capture with SAS Initiator Emulator generated bus traffic, click
File > New > Protocol Analyzer (Initiator Emulator).

SATA: To perform a capture with SATA Host Emulator generated bus traffic, click
File > New > Protocol Analyzer (Host Emulator).

Program the Initiator Emulator or Host Emulator, then set up a capture, as described
in “Protocol Analysis” on page 19.

Programming the Initiator or Host Emulator
SAS: Click the Initiator Emulator tab:.

életruy SAS Protocol Suite - [SASProtocolAnalyzer3] 10 x|
@ File “ew Edit Configuration Project Setup Tools Window Help _|ﬂ|5|

SHE @ EN o [m 1 |s[a]E L2 ¢z @5 F i

5'_!n_it_ié!_?_l_l_':_f_l]_l_l_!ft_ﬂ_[jl Eapturel Trlggar' ImtlatorSett\ng' Settmgs| Motes |

Phy reset sequence and identification
& k X
Insert [{ :’imstame[s] ATA'|SI:51_ TasK | sMP. megl Event| b | el :zjzz:::::zmn

iz done manually

-
4 »

@@ Easyswitch to Advanced made | Port :I 1. T1 ,I
For Help, press F1 |T><VDut Disabled |In\t|ator Emulator : Stop \Target Emulatar : Inactive @ |S|mu|at|on Mode |5top

Figure 90. SAS: Initiator Emulator Program Dialog
SATA: Click the Host Emulator tab:

E LeCroy SATA Protocol Suite - [SATAProtocolAnalyzers] K - |E||5|

H@ File Wew Edit Configuration Project Setup Tools  Window Help 15|
|[EHE 0N Id orw|u|us|[B 2042 @

Haost Erulatar I Capture | Trigger | Host Setting | Settings | Notes |

Phy reset sequence

s done if required
Insart |1 ::Iinslance[s] ATA,l E"'e"'.tl Framg &&= X s done in each run

s done manually
[ B
Figure 91. SATA: Host Emulator Program Dialog

SAS vs. SATA: SATA Dialog removes the SCSI, Task, and SMP buttons and
replaces the Initiator Setting tab with the Host Setting tab.
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SAS: You can create an Initiator program using ATA, SCSI, Task, and SMP
commands; Frames; and/or Events. These commands can execute in a program loop
or be subject to user-specified conditions.

Number of Program Lines to add

Add ATA Command
Add SCSI Command
/7 Add Task Command
Add SMP Command
‘ '_
Insert [ i'instance[s] ATA.' 5':51.| TASKvl SM".l F“"“il Even'tl :h| X |

Insert Frame
Insert Event
Insert Instruction

Delete Program Line

Figure 92. SAS: Host Emulator Program Dialog
SATA: You can create an Host program using ATA, Frames, and/or Events.

Add Program Lines

To add program lines, enter the number of lines to add in the Insert field, then click a
command button: ATA, SCSI, TASK, SMP, Frame, or Event.

Adding Initiator or Host Emulator Commands

Adding an ATA Command

Click the Insert ATA Command button, click one of the command categories, and
choose a command.

SMP_l Flamgl Even.ll &=

ATA | scsI_| TS

PIO In 3
PIO Ok

CFA Wiribe Mulkiple Without Erase
CFA Write Sectors \Without Erase

L3

DA »
D& Queved F Download Microcode

13

3

ATAPT Security Disable Password
Others Security Erase Unit
User Define Security Set Password
T Security Unbock
Set Max Set Password
Sek Max Unlock,
SHART ‘Write Log
Write Buffer
Write Log Ext
White Multiple
Write Multiple: Ext
Write Port Mulkiplier
Write Sectors
Write Sectors Ext
Write Stream PIO
‘Write Multiple FLUA, Ext

Figure 93. ATA Dropdown List

79



Exercise and Capture

Adding a User-Defined ATA Command

Click the Insert ATA Command button and choose User Defined. This enters an
ATA command line with editable fields to define your own custom command.

l:>f Command Type b4 Input ¢H) = Command (H) Features (H) Sec Num (H) Cylinder Law (H) Cylinder Hig
0x01 : Mon Data
Cylinder Lowwiexp) (H) Cylinder High(exp) (H) Features(exp) (H) SecCount (H) Sector Court(exp) (H) P Port (H) Targei SAS Address
DDDDDDDDDDDDDDDD

Figure 94. Insert ATA Command

Adding a SCSI Command (SAS only)

Click the Insert SCSI Command button, click one of the command categories, and
choose a command.

Bisi | ask | smp | Frame| Event | | (.. o
MMCE 3 i d
SBC3 >
SMC3

Access Control In
5502 b Access Control Out
QsDh2 (3 Change Aliases
ADC3 (3 Extended Copy
User Defined Inguiry
=~ LlogSelect
Log Sense

Management Protocol In
Management Protocal Out
Mode Select (10}

Mode Select (6}

Mode Sense (10}

Mode Sense (B)

Persistent Reserye In
Persistent Reserye Out
Prevent Allow Media Removal
Read Attribute

Read Buffer

Read Media Serial Number
Receive Diagnostic Results
Recieve Copy Result
Release (Unit) (107
Release (Unit) (63

Report aliases

Report Device Identifier
Report LUNS

Report Priarity

Report Supported Operation Code

Figure 95. SAS: SCSI Dropdown List

Adding a User-Defined SCSI Command (SAS only)

Click the Insert SCSI Command button and choose User Defined. This enters an
SCSI command line with editable fields to define your own custom command.

(=] Command Type CDB Type Operation Code (H) Logical Block Address (H) Transfer Length (H) Cortrol (H)
0x1 : Mon-Deta | || 0x0: 6-Biyte Command |51
Option

Figure 96. Insert SCSI Command
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Adding a TASK Command (SAS only)

Click the Insert Task Command button and choose the command to insert.

Ahort Task

Abort Task Set

Clear Task Set

Logical Unit Reset

Clear ACA

Query Task

Query Task Set

IT Mexus Reset

Query Asynchronous Event

Figure 97. SAS: TASK Dropdown List

Adding an SMP Command (SAS only)

Click the Insert SMP Command button and choose the command to insert.

Report General
Report Manufacturer Information
Read GPIO reqister

I Report self-configuration status
Report zone Permission table
Report zone manager password
Report broadcast
Discaver
Report Phy Error Log
Report Phy SATA
Feport Route Information
Report phy event
Discower lisk
Report phy event list
Report expander route table lisk
Configure general
Enable disable zoning
Write GPIO reqisker
Zone broadcast
Zone lock
fone activate
Zone unlock
Configure zone manager password
Configure Zone phy information
Configure zone permission table
Configure route information
Phy control
Phyy test Function
Configure phy event
Configure Zone Permission

Figure 98. SAS: SMP Dropdown List
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Adding a Frame
SAS: Click the Insert Frame button and choose the frame type to insert.

Famg| event| s4m| X | r‘::z
[

Identify Frame s

S5P Frames m
SMP Request Frame [aka

I 3TP Frames r Task
User Defined

Figure 99. SAS: Frame Dropdown List
Note that SSP and STP frames offer additional options.

SATA: Click the Insert Frame button and choose the frame type to insert.

................

Self Test

Host to Device
DMA Setup
Data
UserDefined

Figure 100. SATA: Frame Dropdown List
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Adding an Event

Click the Insert Event button and choose the event to insert.

s,

QOB Signal
Attach
Detach
Power On
Power OFff

fvent

Figure 101. SAS: Event Dropdown List

Flamg I

Self Test Exit
PM Request
PM Response
‘iake Up
Soft Reset
OOE Signal
Primitive
Attach
Detach
Power On
Power OFF

Figure 102. SATA: Event Dropdown List
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Inserting Instructions

Start Loop

Loop Count

End Loop

Add a Goto

Instructions are logical program elements that allow the definition of how the
Initiator Emulator program executes. Using instructions, you can define program
loops, make conditional jumps, and insert delays and stops.

To insert an instruction, click a command in the Initiator Emulator program where you
want the instruction inserted, then click the Insert Instruction button, then choose the
instruction to insert.

« LoopEnd
Goto
If i
Wait For Any Frame
Delay
Stop
Label

Figure 103. Insert Instructions Dropdown List

-

Y

Click the command at which to start the loop, and then insert the Loop Start
instruction.

cont [ 1

Figure 104. Start Loop

Enter the number of times to run the loop in the number text box, or click the down
arrow on the Count Drop-down combo box and choose Infinite.

Click the command at which to stop the loop, and then insert the Loop End
instruction.

End Loop

Figure 105. End Loop

To insert an unconditional jump to a previously labeled command, insert a Goto
instruction. Then click the down arrow on the Drop-down combo box and choose the
label to designate the destination command.

T s~ &

Figure 106. Goto
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Add an If

|*=

To insert a conditional jump to a previously labeled command, insert an If instruction.
Choose a specialized condition for the If from the If flyout.

If id  On Last Received Frame
Wait For Any Frame On Last Handshake
Delay On Payload
Stop On Last Command Status
Label On Aborted NCQ Command
On Host Queue Count
Figure 107. If

Then click the down arrow on the If Drop-down combo box, choose the condition for
the jump and then the down arrow on the Goto Drop-down combo box, and choose
the label to designate the destination of the jump.

T () e )

Figure 108. If on Payload

For commands with incoming payloads, you can specify patterns for a condition by
clicking the options button on a payload instruction and defining pattern(s).

Data pattern to compare with specified command payload x|
From |m Dword  Length |1 Dword  |Match |

P00 [ DB R D2 oot | Dl o Dl Cancel
PR [DHT R0 [ D FoO00000 [ D (0oix [ Dwd
J04K D R0k (Dl 0 R [ Dl [Rokodod [
§OB0E DB e DT 4 poaoddd [Dwi 3 Reddaddd [Dwl2
JREER DTS 0K DT B A0 [Di 7 [R50 [DwilB
§O000000 [Dm23 R0 (D22 poddodddt [DwaT pxoddad [Dw2d
§O0EGER DT ok [DW2B PoA00d [Dindb odadd [Dwad
BRRGAA [DWBT 000, DD P D28 oo [Dw28
FOP0GR DS R0k DWBH Poaoddd [Dwd3 Rrodaddds [Dwaz
BGOSR [ D33 o0 DB poao0ada [DIET pddindiodx Dwdb
BRI D3 %R D2 o [DmdlT R [Dwidd
JRRREE, D7 [RoGRRR4R (DB [0 [DinlB [R50 [Dwdd

PRG0 [DWGT oot (D50 [0 (DA oo [DwdB
R, [DINEB 0o DB [RR03044K DB (oo D52

R [ﬁﬁ%‘awmwpwarwm
B0 (D <, DB 000K DB [0 DD

Figure 109. Specify Patterns

Add Wait for Any Frame

Insert this instruction and set an expiration time and a label for the Goto. This
instruction causes the Initiator program to go to the specified label if any frame occurs
prior to the expiration time. If the expiration time occurs first, the Initiator program goes

to the next step.

|~ WaitForanyframe | Ex

Figure 110. Wait
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Insert Delay

Add Stop

Add a Label

Exercise and Capture

To delay program execution, insert a Delay instruction. Enter the delay value
(in microseconds) in the number text box to define a delay.

Figure 111. Delay

1 | Mili Second

To define the end of the Initiator Emulator program, insert the Stop Initiator Exerciser
instruction.

Figure 112. Stop

Add a label to any command, to use for conditional and unconditional jumps. Click the
command to label, and insert the Label instruction. You can also insert a label by right-
clicking a command and choosing Add Label.

o |

Figure 113. Label

Labels are automatically labeled as Label# sequentially as they are added. However,
you can assign them meaningful names such as STOP and START.

Instruction insert

You can set the instruction to insert before or after a command by setting the insertion
mode. To set the insertion mode, right-click in the initiator page and choose Insert
before current position or Insert after current position.

Select all ChrA
Deselect Al Cer+D
Delete Selected Item Del
Zut Selected Them i
Copy Selected Item Chr-C
Paste CErl+¥
Insert after current position

® Insert befor current position

Figure 114. Instruction Insert

Phy Reset Sequence and Identification

The system performs this when required, by default, but you can perform it manually
or on each run.
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Sample Host Emulator Program (SATA only)

Figure 115. shows a simple completed SATA Host Emulator program.

Host Enedator | Capture | Tiigger | Host Seting | Settings | Notes |
Phy reset sequence

eent| rome|  gm| x| s

iz done manually

Insert [T Jinstancels)  ATA

SecCourt () | LBA(H) | DEV rH) LBAMode(H)  PMPort(H) |  Protoccl Otion |
DA 0000000
\ SecCount () | LBA(H) | DEV cm LBAMode(H) =>  ATA Command Dats, 0 thes PMPort(H) | Protocol | option
MA, 0x07 : DMA

Option button4/

Figure 115. SATA: Sample Host Emulator Program

Sample Initiator Emulator Program (SAS only)

Figure 116. shows a simple completed SAS Initiator Emulator program.

Iriistor Envatoe | Capture | Trgoer | Intistor Setting | Seitngs | Notes |

e i st ] s o] ] o] 2 ¢

~Phy sesel sequence and idertificalion ——
@ is done il sequied

dene in each un
done manually
‘Operston Cade AT (H) | Reserved(H) | Abacation Lengtn ) | Control () | ]
L \ ﬁ\_ﬁ-ﬁ“

Target SAS Address Target LUN Option

Tl court (5] |
| Mode | Butfer D (H) Buffer Offset (M) Parameter List Length (H) Control () | Payload Data , 0 Bytes (H)
e _| 0:00-Vikacanboss hederani s | [ owm | owx [ o [ [

Address \ Target LUN \ Option |
B [
Butter ID (H) ‘ Butfer Oftset (H) Allocafion Length (H) Cortrol (H) Target SAS Address ‘ Target LUN
T e T I F

Sl scsic ‘ e Operation Cooe SP(H) | PE(H) | ParameterListiengthi) | Cortrai() | Mods Parameter Header (H) Payioad Data, 0Bvtes (H) |
\-ﬁﬂ- !W ﬁ__ [ coeooucccieees |

0000000000000000 | |

Figure 116. SAS: Sample Initiator Emulator Program

Data Blocks

For commands requiring data blocks, click the down arrow of the
Payload Data drop-down combo box and choose from a set of pre-defined data
blocks. If you need a new data block, select Configuration > Data Block or click

the % Data Block icon on the tool bar to open a data block definition dialog (see
“Creating a Data Block” on page 114 for instructions on creating data blocks).
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Exercising Specific Addresses
Since more than one device can be active at any given time, you can specify specific
commands to send to an address. To assign commands to an address:

1. Click the down arrow on a Target SAS Address block in a completed
Initiator Emulator program, then choose Find New Device.

Find New Device

bt Emudar | Conrn | Trgoe| rsisos Seming | Senigs | ton |
Phypiaset secuenca and ideriicoion

T ot 0 ) | | v et | £
i done marucky

Comrad [P wwd() )\ Comed | Sectonith | LA Froocet TagasAdam | owom =
o Rew 0 RO | (s ReSIOHA x coomme B = o owa e |
e w

AI2 Oad Ll - 0% ] et T satidime. |

CU rsor \ WisDua Bt | ISO00CONODOOCONOI0N000 | 0cs:wate CMA Bt o0 | ooooononeo0 Hl ¢ il - G =
Ay — . p — = : :
7 0 érotcci b,
— | O R
Pt pren

Figure 117. SAS: Find SAS Devices Select
Choosing Find New Device opens the Device Identifier dialog. (The default Find

option is SAS address)
X

Derice Identifier

FindDevic
(I?n ol e

Find
’7  allinfn O 545 Address

| Device List

@ Find device | Save | Load | Cloze I

Figure 118. SAS: Device Identifier Dialog

SAS vs. SATA: SATA Dialog does not show Find section (All Info and SAS Address).
SATA Dialog has devices D1 to D4 and does not show T1 to T4.
SATA Dialog does not show Supported Pages and Subpages.
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2. Click the Find device button to display all active addresses.
x|

Find Device in
(Fn Cin2 Tina 4

Find
’7  Alllnfo 4% SAS Address

| Device List

=-EF T1 :50060560000003c5 [ Nurber Of PHY: 12 Yendar Id: LSILOGIC ]
RS PHY O

Insert To Cursor
Insert To Al

Export To TargetEmulataor

----- < PHY 11:50060560000003ck

S;y Find device | Save Laoad | Close I

Figure 119. SAS: Active SAS Addresses

3. To assign commands to an active address, right-click an address and choose:
Insert To Cursor assigns all commands up to the cursor to the chosen address.
Insert: To All assigns all commands to the chosen address.
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Record and Play

This feature allows the selection of a range of commands in a trace and exports them
to a previously saved *.sac file for execution by the SAS Initiator Emulator or *.stc file
for execution by the SATA Host Emulator. You can export commands from all
available samples, between X and Y cursors, or between designated commands.

To perform this action:

1. Run a capture project or open a previously run and saved a captured trace file.
2. Set X and Y cursors to export between cursors.

-

o

Adckust Frane Type | Protocel

Tme )

Aiboss Fiame Typo | Frolocol | inbetor Port 09 Festues (H) Tog i)
Arbbiation et Time (1) | More Compatise Featires (H) | €RCGH) Lk Dot ¢ 1

Figure 120. SAS: Captured Trace Display With Cursors Set

3. Click File and then choose Export to Initiator Emulator or Export to Host
Emulator.

Figure 121. SAS: Export to Initiator Emulator
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This displays the Extract Sample File dialog.

Extract Sample File k x|

—FRange

Al Sample

" From I #-Cursar

j To IY-Eursor j

' From|&TACmd. x| Mo [

To[aTaCmd  x|MNeft

— Imnpart [tems
Iv SCSI Commands v ATA Commands v SMP Commands
[~ S5P Frames [ SMP Frames [~ STP Frames
v Task Mangement
— Port
M 1.1 2Tz ] =T

Praject Mame : I

—
| Stop |
Cancel |

Figure 122. Extract Sample File Dialog

4. Click the ellipses next to the Project Name address bar and select an existing
*.sac or *.stc file.

5. Choose an export range and item, Command, or FIS, then click Export.
6. After the export action completes, open the exported *.sac or *.stc file.

Hosl Emsdster | Caphae| Tagger | o Seting | Setings | Hotes |
ﬁ'!llﬂlm
[+ i dove 1 od
o [1 =feanceiss am,E Eveny Frms|  pa| M ;tm..'mu.
i dons manushy

S Convard | et () 3 Conmand SecCout 0) LBA D) CEV R0 | LBADY

Figure 123. SATA: Host Emulator Program With the Exported Commands

You can run this set of commands immediately, or you can modify it by inserting
instructions and/or additional commands.

91




Error and Command Settings
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Each command type allows you to set a variety of command settings and to introduce
errors. Click the Option button on a command line to display the corresponding
Protocol Error and Command Settings dialog.

ATA Error and Command Settings

Protocol Errors & Command Settings k =
C tion Flate : I i vl
Snnesien iate Physical Rate —I Store Payload In Buffey —————————
Trigger Source : Immediate
[rata Hifset : ID [rward(s]
External Trigger out : INO change 'l On Command execution
[rata Length : I‘I [rward(s]
Fietry : IU
—I™ Randam Error Injection |1 x A Auto Update LB,
[ Close Connection Setting Errar Settings | & Increament LBA
e EE = Decreament LB
enerale Lirartn By Asmount OF ID Crnd
[ Outgoing Frame |1 th Frame IHegister Host to Device j Settingsl " Fandom
¥ Incoming Frame |1 th Frame IHegister Device to Host j Settings | LB Laveer it : |0 by
LB Wpper Limit: |1 iz
™ Outgoing Dpen Emar Error Settings |
— Incoming Open Frimitive Response ~ Affiation Setting
Frimitive : IDPEN ACCEPT j &' Clear Affiiation After Command Complete
Delay: I‘I 0aa = ' Leave Affiliation State Unchanged
()8 I Cancel |
Figure 124. SAS: Protocol Error and Command Settings for ATA Dialog
x|

Protocol Errors & Command 5ettEgs

Trigger Source :

E=ternal Trigger out : INo change 'l On Command execution
ID

Immediate

Rty

I Random Eror I njgction |1 b

Generate Eror On

I Outgoing Frame |1 th Frame IHegistet Huost to Device

j Settings |

I Incarming Frame |1 th Frarme IHegister Device to Host

j Settings |

o]

Cancel |

| Store Fayload | Butfer

[vata Dffzet : ID [rword(=]
[ata Length : I‘I [iward(=]

= futo Update LBA
& Increament LB
= Decreament LBA

By Amount OF: ID Crmd size
= Fandom

LB Lewwer Lirit : IU biex

LB [ e Lirrit I1 hiew

Figure 125. SATA: Protocol Error and Command Settings for ATA Dialog

Connection Rate

speed port: Physical Rate, 1.5 G, 3, or 6.

Trigger Source

Select the Connection Rate to allow a higher speed port to communicate with a lower

Click the down arrow on the Trigger Source combo box to choose trigger type:

Immediate, Wait for external trig, or Wait for Analyzer trig.

External Trigger Out

Click the down arrow on the External Trigger out combo box to choose the external
trigger level: High, Low, or No change on command execution.
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Retry
Enter a value for the number of command retries when a command failed in the Retry
text box.

Store Payload in Buffer
Check the Store Payload in Buffer check box and enter values for Data Offset and
Data Length.

Auto Update LBA
Check the Auto Update LBA check box and check an auto update option button.
Random Error Injection

Random Error Injection specifies the probability of Error Injection on the command.
The probability percentage that you select applies to all Error Injection items.

Close Connection Setting
Checking Close Connection Setting enables the Error Settings button. Click this
button to display the Close Connection Setting dialog,

Close Connection Setting o x|

Close Sequence Type: IC\ose [Mormally] j

[ Delayin Sending: ||;LEI".£ ¥
Delay Time |1i|!'\'.| s

r~ Close Ci jon Settings

DBNE Primitive |l'."'.H'<F NORMAL |
CLOSE Primitive : | CLOSE NORMAL -

CLOSE/BREAK Primitive Court: [2
ok | Cancel |

Figure 126. Close Connection Dialog
Select the Close Sequence Type from the drop-down list. Selecting
Delay in sending allows you to specify the delay in sending Done, Close, or Break.

Select the Close Connection Settings from the drop-down lists.

Outgoing Open Error
Check Outgoing Open Error and then the enabled Error Settings button to display
the Open Frame Setting dialog.

x
™ Frame Type ence ™ Frame Length emor |9 DWords Deatroy Freld of Frame
| ; (Protocal =
™ SOAF Enor & [eodie € [t | /[ Code violstion emor \ediator Ped
- D =
™ EOAFEnor & [outie € I |Dispasty et . _E:;w::a'nnkag
Indiator Connection Tag LI
™ CACEnce & Ir lof Mun | ae T i B Ak i
D

Figure 127. Open Frame Setting Dialog
Check errors to introduce.

Scroll through the available choices in the Destroy Field of Frame list box and check
the field to destroy.
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Incoming Open Primitive Response
Check this box, then click the down arrow next to the Primitive list box and choose a
response type. Enter a Delay value.

¥ Incoming Open Primitive Response

Primitive : OPEN REJECT BAD DESTINATION

Delay: |1 000 ps

Figure 128. Incoming Open Primitive Response Dialog

Affiliation Setting

Check Clear Affiliation After Command Complete to release device to commands
from other sources, or check Leave Affiliation State Unchanged to retain control of
device.

Enable First Burst
Check Enable First Burst to allow first burst.
Task Attribute
Choose Simple, Head of Queue, Ordered, or ACA.
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Outgoing ATA Frame Settings

Before selecting Outgoing Frame Settings, select the Types Of Frames and the Frame
Number on which to inject an error. Then check Outgoing Frame in the

Generate Error On area and then the enabled Settings button to display the
Outgoing Frame Settings dialog.

Dutgoing Frame Setting k x|
Frame Name : Register Host to Device Frame Number : 1
™ Frame Type emor ™ Remove Frame from sequence [ Delay in sending frame ID s
I Frame Length Error [~ Code violation ermar ™ NaWwTRM
[~ Disparity eror [ Code Violation on SATA primitive

% Over frame [ength . .
(T (Ut e i Dhword Offset: |1 [ Disparity error on SATA primitive

[~ lgnore ¥RDY/RRDY sequence
) St framefenaltt | 2051 Dvwords Number of ertor Dvords: I1 [~ Delay in HOLD responsefin sending HOLDA]

. . [0 H

[ SO0FEno & Doude € Ot I Insert Primitive at - r  Dword Fill reserved figlds with: [H]

[T EOFErmat ¢ Double € Omit || Primitive: Type Jl41P HORMAL |

[~ CRCEnar ¢ [ryafid © Omit || Mumber OF Pririti |—1

Reset | oK Cancel |

~Field of Frame:

& Destrop " Specify Value I Insert Frame

Field ‘ Destroy |ﬂ % After current frame

PM Port O £ Before current frame

E O

Command O Type: IFlagister Host ta Deviee j

Features O El User Defined Frame Data : |SDF| |EHE ‘EDF

Figure 129. Outgoing Frame Settings

Frame Type Error
Check this to introduce a frame type error.

Remove Frame from sequence
Check this to remove frame from sequence.

Delay in sending frame
Check this to delay sending frame and enter a value for the delay.

Frame Length Error
Check Frame Length Error and choose the type of error to introduce.

Code violation and Disparity error
Check these and specify DWord offset and number of error DWords.

Additionally check:
No WTRM
Code Violation on SATA primitive
Disparity error on SATA primitive
Ignore XRDY/RRDY sequence
Delay in HOLD response (in sending HOLDA)

SOF, EOF and CRC errors
Check these and specify Double or Omit by checking the corresponding option button.
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Insert Primitive

Check Insert Primitive and then click the Type button to open the Primitive Type
dialog and select the primitive type.
primitive Type x|
Type
{* Mot Specific of type to conditions

" Used only inside SSP and SMP conditions
" Used inside STP connections

[ o ] Cancel |

Figure 130. Primitive Type Dialog

Click the down arrow on the Primitive combo box, choose a primitive, then click OK.

Fill reserved fields with

Field of Frame

Insert Frame

Note:

Enter a value for which reserved fields to change, if other than 0.

Select Destroy, scroll through the available choices in the Field of Frame list box, and
choose a field to destroy. Alternatively, select Specify Value to fill the chosen field
with a pre-defined value.

Check Insert Frame, click the down arrow on the Type combo box, and choose the
frame type.Then choose to insert it before or after an outgoing frame command. Make
sure that you have clicked More.

In addition to the pre-defined frame types, you can scroll down the list to
User Defined and enter your own frame data between SOF and EOF.
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Incoming ATA Frame Settings

Before selecting Incoming Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Incoming Frame in the
Generate Error On area and then the enabled Settings button to display the
Incoming Frame Settings dialog.

Incoming Frame Setting x|

Frame Name : Register Device to Host

Frame Number : 1

¥ Handshake erors
* R_ERR

" Mo Handshake
" Primitive |CONT 2

—— Teminate receiving frame
% Teminate after receiving |1_ Dwords by sending DMAT
€ Teminste sftereceiving [I Dwords by sending SYNC
= Send HOLD after, [ Dwords for |1

times

[” DeferHandshake after  [1000 s

| oK I Cancel I

Figure 131. Incoming Frame Setting Dialog ATA

Handshake Error
Check Handshake Errors to enable selection of errors and primitives. Check R_ERR

or select Primitive to send as an incoming frame response. Check No Handshake to
send no response.

Terminate Receiving Frame
Check Terminate Receiving Frame, then choose the termination type.

Defer Handshake

Check the Defer Handshake after check box and enter a value for the time to defer
the handshake.
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SCSI Error and Command Settings (SAS only)

Protocol Errors & Command Settings k ll

C tion Flate : I i vl
Snnesien iate Physical Rate —I | Gtore Payload In Buffer
Trigger Source : Immediate
[rata Hifset : ID [rward(s]
External Trigger out : INO change 'l On Command execution
[rata Length : I‘I [rward(s]
Fietry : IU
—I™ Randam Error Injection |1 x A Auto Update LB,
[ Close Connection Setting Errar Settings | & Increament LBA
e EE = Decreament LB
enerale Lirartn By Asmount OF ID Crnd
V¥ Outgoing Frame |1 th Frame IEommand j SEttianl ' Bandom
¥ Imeaming Frame |1 th Frame IData j Settingsl LEA, Lawer Limit : |0 [
LB Wpper Limit: |1 iz
™ Outgoing Dpen Emar Error Settings |
. . [ Enable First Burst
— Incoming Dpen Primitive Fesponse T sk Attibute
Fiimitive:  |OPEN ACCEPT = & Simple
[relay: I‘IDDD 153 ~ Head Of Queue
 Ordered
O ACH
()8 I Cancel |

Figure 132. SAS: Protocol Error and Command Settings for SCSI Dialog

Connection Rate
Select the Connection Rate to allow a higher speed port to communicate with a lower
speed port: Physical Rate, 1.5 G, 3, or 6.

Trigger Source
Click the down arrow on the Trigger Source combo box, and choose trigger type:
Immediate, Wait for external trig, or Wait for Analyzer trig.

External Trigger Out
Click the down arrow on the External Trigger out combo box to choose the external
trigger level: High, Low, or No change on command execution.

Retry
Enter a value for the number of command retries for failed commands in the Retry text

box.

Random Error Injection
Random Error Injection specifies the probability of Error Injection on the command.
The probability percentage that you select applies to all Error Injection items.
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Close Connection Setting

Checking Close Connection Settings enables the Error Settings button. Click this
button to display the Close Connection Setting dialog.

Close Connection Setting x|

Close Sequence Type : |I:lose with DONE [Mormally) ﬂ

I Delayin Sending : |[1=:|NE 'l
Delay Time |‘\'I|'-I'.I ps

Cloge Connection Settings

DONE Primiive : |DONE NORMAL |
CLOSE Primitive : | RN

CLOSE/BREAK. Primitive Count: |3
OK l Cancel |

Figure 133. SAS: Close Connection Settings

Select a Close Sequence Type from the drop-down list.

Check Delay in Sending to specify the delay in sending Done, Close, or Break.
Select Close Connection Settings from the drop-down lists.

Store Payload in Buffer

This option is available for read type commands. Choose and specify Data Offset and
Data Length.

Auto Update LBA
Check to enable Auto Update of LBA, then specify the update by checking the option.

Outgoing Open Error

Check Outgoing Open Error and then the enabled Error Settings button to display
the Open Frame Setting dialog.

x4
™ Frame Type enor I™ Frame Length auull: D'words Destioy Field of Frame

_Protocol
Irdtighor Port
IConnection Fate
Features
liritistor Connection Tag
e Wl

i mbinin PR o

cocs |

[~ Code violstion efrar

[ SOAFEnar * Double € (n |
| I~ Dispasity error
|
|

[~ EDAFEnor  Dowtle €
I~ CRCEnor @ lrvaid € Ot

Ot |
0

h

Figure 134. SAS: Open Frame Settings
Check the errors to introduce.

Scroll through the available choices in the Destroy Field of Frame list box and check
the destroy field.
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Incoming Open Primitive Response

To set a response to an incoming Open frame, check Incoming Open Frame
Response, select a Primitive, and enter a value for Delay.

v Incoming Open Primitive Response

Piimiive: | DPEN ACCEPT |
Dely:  [1000 ps
:

Figure 135. SAS: Open Primitive Response

Enable First Burst

Check the Enable First Burst box to specify to transfer the first burst data as defined
by the First Burst Size field in the Advanced Initiator Setting dialog. See Figure 142,
on page 106.

Task Attribute

Choose a task attribute of Simple, Head of Queue, Ordered, or ACA by checking the
corresponding option button.

100



Exercise and Capture

Outgoing SCSI Frame Settings

Before selecting Outgoing Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Outgoing Frame in the
Generate Error On area and then the Settings button to display the

Outgoing Frame Setting dialog.

Dutgoing Frame Sekting k 5'

Frame Name : Data Frame Number : 1
I~ Frame Type eror [~ Remove Frame from sequence [ Delap in sending frame IU ms
[ Frame Length Error [ Code violation error ™ Don't check credit
[ Disparity error

& Wyer frame lenath
€ Under frame lenath Dword Offset: IT

€ Setframe lenath to |265  Diwords Nurber of error Diwards: h_

L . . w0 H

I SOFEmar & Dowble € Grit I~ Insert Primitive at : |1— th Diword Fill reserved fields with: (H)

[ EOFEnar & Doudle € Ot || Frimitive: Type J[AIP NORMAL =

W CRCEmor & Inwalid © Omit || Mumber OF Brimit |—1

nvali urmber OF Primitives =
Reset Cancel

 Field of Frame

& Destoy " Specify Yalue I Insert Frame

Field | Destroy ‘ o 1% After current frame

Hashed Destination 545 Address [] € Before current frame

Hashed Source SA5 Address O

Changing Data Painter O Tvps: I ey Dt K

ReTransmit O El User Defined Frame Diata : |SDF| |CF|E |EDF

Figure 136. SAS: Outgoing Frame Setting Dialog SCSI
Frame Type Error
Check this to introduce a frame type error.

Remove Frame from sequence
Check this to remove frame from sequence.

Delay in sending frame
Check this to delay sending frame and enter a value for the delay.

Frame Length Error
Check Frame Length Error, then choose the type of error to introduce.

Code violation and Disparity error
Check these and specify DWord offset and the number of error DWords.

Don’t check credit
Check this to disable credit checking.

SOF, EOF and CRC errors
Check these and specify Double or Omit by checking the corresponding option button.
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Check Insert Primitive, click the Type button to open the Primitive Type dialog, then

select the primitive type.

Field of Frame

Select Destroy, scroll through the available choices in the Field of Frame list box, and
choose a field to destroy. Alternatively, you can select Specify Value to fill the chosen

field with a pre-defined value.

Insert Frame

You can insert a frame before or after the current frame. To insert a frame, check
Insert Frame, check the option button at which to insert the frame, and choose a

Frame Type.

¥ Insert Frame
& After current frame
" Before cunent frame

Type: |User Detine =
< | -
UsetDefine Frame Data :[SOF Data
XFER RDY
Comnand %

Figure 137. SAS: Insert Frame

Incoming SCSI Frame Settings

Before selecting Incoming Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Incoming Frame in the
Generate Error On area and then the enabled Settings button to display the

Incoming Frame Setting dialog.

Frame Name : Data

Frame Number : 1

¥ Handshake erors

x|

' NAK CRC Error
" No Handshake

€ Primitive. | Type [[A1P NORMAL

I” Defer Handshake after

0K |

Cancel I

Figure 138. SAS: Incoming Frame Setting Dialog (SCSI)

Handshake Error

Check Handshake Error and select NAK CRC Error, No Handshake, or Primitive

and a Primitive Type.

Defer Handshake

Check the Defer Handshake after check box and enter a value for the time to defer

the handshake.
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Initiator Setting Tab (SAS only)

The Initiator Setting tab allows you to select the Port(s) for generating SAS traffic and
to specify SAS Address, Data Frame Payload size, Frame Receive Timeout, Logical
Block size, and ATA Command Execution Time out.

You can run a Pattern Generator. To run the Pattern generator, check the
Run Pattern Generator option button and select a Pattern Generator File. You can
create Pattern Generator Files (see “Appendix A” on page 291).

életruy SAS Protocol Suite - [SASProtocolAnalyzer3] k 10 x|
@ File “ew Edit Configuration Project Setup Tools Window Help = |ﬂ|5|
FHE[® &N ®h [mns|a]|m] 2z ez o6 e
InlhalnlEmuIatan Eapturel Trigger Initiater Setting ISettmgsl Motes | Project Tree
Initiztor Emulator Port = Ei SASProtocolAnalyzer3
@ Capture
N N & Eventhing] Exclude NOTIFY]
.1
. Speed Negotiation Settings Include 5
¢ Include SATA_SYNC
1 2 psstls e D & Include SATA_CONT
. - Includs D08 Signsls
¢ Include Payload of Data Frame
" Run Pattem Generatar @ Include ARDY
) & Exclude Idle
Eile Nare: I J @ Trigger [Mon Sequential]
" Run Initiator Emulator ‘. Snapshat
-{#] Settings
[ Auto stop Exerciser when Analyzer stopped @ Tiigner Postion in Memory = 15
545 Address 5000E 85000000000 (H) @ Capture Mamory Size = 10000 KB
Data Frame Payload Size: 1024 Bytels) :::g ;‘:n;'et:e izf:;:::;m%#tf E5000 Drword(s)
Frame Receive Timesout: 100 g - & Fun Pattern Generatar = OIF
Logizal Blosk Sizes: 512 Bytels) & Run Iritistor Emulator = On
) . ) 5000 - ¢ Descrambling = Enabled
ATA Command Execution Time out: ms < g Align Transmission Period = 2049 for S5P, 258 for $TP
¥ Send NOTIFY ENABLE SPINUP primitive S E tion Details = Simulation Mode
Advanced Queus Settings
@ E &y zwitch ta Advanced mode | Port: [ 11, T1 = o Collapge Al | = Expand &l |
For Help, press F1 |TanL|t Disabled |In\tiatnr Emulator : Stop Target Emulator : Inactive @ |Simulatinn Mode |Stnp

Figure 139. SAS: Initiator Setting Tab
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Choose Initiator Emulator Port
For each port, select a speed, then click the Speed Negotiation Setting button.

Speetwegutiatiun setting 5'

¥ Speed Megotiation ‘window 1 (1.5 Gbps]
¥ Speed Negotiation ‘Window 2 [3.0 Gbps)

— PHY' Capability bits
v G3 without 55C (5.0 Gbps)
v G2 without 55C (3.0 Gbps)

¥ G1 without S5C [1.5 Gbps]

k. I Cancel

Figure 140. SAS: Speed Negotiation Setting Dialog

Select the port speed settings, all by default.
After you click OK, you can Enable Muxing On.

Pattern Generator
You can select a Pattern Generation file.

Initiator Emulator

You can run an Initiator Emulator while setting:
» Auto stop exerciser when Analyzer stops
» SAS Address
» Data Frame Payload Size
» Frame Receive Timeout
» Logical Block Size
» ATA Command Execution Timeout
» Send NOTIFY ENABLE SPINUP primitive

Check Autostop exerciser when Analyzer Stopped to halt the Initiator Emulator
when the Analyzer stops. If unchecked, the Exerciser continues to run even after the
Analyzer stops.
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Queue Settings

Click the Queue Settings button to display the Queue Settings dialog and specify:
* Queue Depth
* NCQ Error Recovery
* Queued/Non-Queued Items Status
* NCQ/Queue Command Timeout.

Queue Settings

—MCO Ermor Recovery

" Send Fead Log Ext when NCO command aborted
" Do not Send Read Log Ext automatically

~ Bueued / Mon-Gueued Intermix Statu
' Prevent sending non-gueued commands when queus exists

" send commands freely

~MCQ / Queue Command Time out

& |ze ATA command execution time out for Dusued and NCQ commands

" Do not time out queusd commands

Queue Depth : |32
Set az factory | QK I Cancel

Figure 141. Queue Setting Dialog
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Advanced Initiator Settings

Click the Advanced button to display additional settable options:
- Align Transmission Period

- STP Initiator ALIGN Transmission Period

- Bus Inactivity Time Limit

- Maximum Connect Time Limit

- First Burst Size

- |_T nexus loss time

- Max Credits in each Connection

- Delay between getting HOLD and Sending HOLDA.

Advanced Initiator Setting x|

General | O0E Signal Seltiﬂgl Time ULIISI Speed Negoliation

Automatic action optiohs—————————
CIERH et R oet 2048 DWT | ABORIT TASK forfaled commends
ST Initiator ALIGM Transmission Period: 236 Dwordls] ¥ Multi Command Feature
Bus Inactivity Time Limit: 100 %100 us
M aximum Connect Time Limit: I—U [infinite]
First Burst Size: I—W %512 Bytes
I_T nerus loss time: 100 ms
Ma Credits in each Connection: 255

Delay between getting HOLD to sending HOLDA: 27 Duword(s)

Set as lacluryl QK I Cancel |

Figure 142. Advanced Initiator Settings Dialog General Tab

In the Advanced Initiator Setting dialog, choose Automatic action options from
- ABORT TASK for Failed Commands
- Multi Command feature.
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Exercise and Capture

OOB Signal Setting Tab

Click the OOB Signal Setting tab in the Advanced Host Setting dialog to specify OOB
parameters in the enabled editable fields:

Advanced Initiator Setting 5]

General OOB Signal Setting l Time outs | Speed Negatiation Error |

0O0B Type | Status | Idie Time [0DBI) | Negation Time (00BI)| Burst Time (DOBI) | Count |
COMINIT Aocept | 480 800 160

COMSAS Acoept :J 1440 2400 160 6

iRemluim of |dle Time, Negation Time and Buist Time are 20 00BI

0K I Cancel

Figure 143. OOB Signal Setting Tab

Timeouts Tab

Click the Timeouts tab in the Advanced Host Setting dialog to specify timeouts for
connection, CREDIT, ACK/NAK, ATA Command, OOB Signal and Identify frame.You
can also edit the speed negotiation parameters.

Advanced Initiator Setting x|

General | DOB Signal Setting  Time outs ] Speed Negotiation Ellnl]

~00B Signal
Open Connection response timeout: | 1000 Hot-Plug timeout: 500 ms

ps

Close Connection response timeout: {1000 (Ik3 COMSAS detect bmeout: |13 us
ps
ps

Break Conrection response timeout: !1 000

DOME timeout: 1000
# RCDT timer: 750000 0oel
Credit timeout: 1000 us
[W SNLT timer: 153600 {ufu]:]]
ps

SNTT timer: 163840 0oBl

i Speed Negotiation

ACK/NAK timeaout:

ATA Command timeout recovery action

& Do Mothing
i i 1000
€ Send Soft Reset Receive Identify tmeout: ps
" Hard Reset Primitive Response timeout: 16334 Dword(s)

OK I Cancel

Figure 144. Timeouts Tab
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Exercise and Capture

Speed Negotiation Tab
Use the Speed Negotiation tab to inject errors during speed negotiation.

Advanced ator Setting x|

Generall 00B Signal Seltiﬂgl Time outs  Speed Negatiation I

— Speed Megotiation Erar

i~ Speed Megotiation failure optian:
™ 5AS Speed negotiation failed after POWER OM
I 5AS Speed negotistion failed after HARD RESET
™ 5AS Speed negotistion failed after LINK. RESET

Speed Hegotistion Failure Type
%) 545 Do ot respond jnjany speed

£ 545 Do ot respond on last windaw

i~ Synchronization failure option
[T 545 Synchronization falled after POWER O
[ 545 Synchronization failed after HSRD RESET
[ 545 Syncronization failed after LINK RESET

[~ Pause TRAIN scrambler on primitives

Set as lacluryl QK I Cancel

Figure 145. Speed Negotiation Tab
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Exercise and Capture

Host Setting Tab (SATA)

The Host Emulator Setting dialog allows you to select the Port(s) for exercising,

choose to use the Host Emulator or Pattern generator and specify Host Emulator
characteristics.

Click the Host Setting tab:

I LeCroy SATA Protocol Suite - [SATAProtocolanalyzer2] =] 3]
JJ@ File Wiew Edt Configuration Project Setup Tools Window Help o | ﬁllll
SHE (O 2| @ e [ m | n[s|[m 22 2@
Host Emulalorl Capturel Trigger Host Setting | Settingsl Motes I Froject Tree
Huost Erulator Port EI---@ SATAProtocolAnalyzer2
&-[A] Capture
H1, D1 Ig Gbps vl ¢ Everything
g Include o
¢ Include SYNC
¢ Include CONT
¢ Include O0B Signals
¢ Include Payload of D ata Frame
~ ¢ Exclude |dle
Fiun Pattern Generator c @ Trigger [Non Sequential)
File Marme: I J - Snapshat
&+ Fun Host Ermulator -] Settings
¢ Trigaer Position in Memary = 1%
¥ futo stop Exercizer when Analyzer stopped g Capture Memary Size = 10000 KB
-~ ¢ Primitive Response Timeout = 65000 Dword
v
7 CONT Usage @ Speed=AutoSpesd (11, T1)
Dielay between getting HOLD to Sending HOLDA 27 Dwords @ Pun Pattern Generator = O
. — @ Fun Host Emulator = On
Data Frame Papload Size: 512 Bytefs) @ Descrambling = Enabled
&T4 Command Execution Time out: 15000 ms - ign Transmissicn Peviod = 258
— -8 C tion Details = Simulation Mode
Logical Block Size [For ATAPI): 512 Bytels)
Advanced Queue Settings
@ Easy.swichto Advanced mode Port : I HT D1 vl & Callapse Al | = Expand Al |
For Help, press F1 ‘Tx\u'out Disabled ‘Initiator Ernulatar : Stop Device Emulatar : Inactive @ |Simulat\on Mode |—

Figure 146. SATA: Host Setting Tab

Choose Host Emulator Port

For each port, select a speed.
Pattern Generator

You can select a Pattern Generation file. To perform a capture with a Pattern
Generator, enter a path to a pattern generator *.spg file in the File Name dialog. See
Appendix A for instructions how to create a Pattern Generator file.
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Exercise and Capture

Host Emulator

You can run an Host Emulator while setting:
» Auto stop exerciser when Analyzer stops
* CONT usage
» Delay between getting HOLD to Sending HOLDA
» Data Frame Payload Size
» ATA Command Execution Timeout
» Logical Block Size (for ATAPI)

Check Autostop exerciser when Analyzer Stopped to halt the Host Emulator when
the Analyzer stops.

Check CONT Usage to enable the specification of Delay between getting HOLD to
sending HOLDA, Data Frame Payload Size, and ATA Command Execution
Timeout.

Queue Settings

Click the Queue Settings button to display the Queue Settings dialog and specify:
* Queue Depth
* NCQ Error Recovery
* Queued/Non-Queued Items Status
* NCQ/Queue Command Timeout

Queue Settings _EJ

 NCQ Error Recoverny

{+ Send Read Log Ext when NCO command aborted
" Donot Send Read Log Ext automatically

— Queuved / Non-Queued Intermix Status -
¥ Prevent sending non-queued commands when queue exists
" send commands freely

~NCQ / Queue Command Time out

* Use ATA command execution time out for Dueued and NCO commands
" Do not time out queued commands

Queue Depth : |32

[ ok | Cancel |

Figure 147. SATA: Queue Settings Dialog
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Exercise and Capture

Advanced Host Setting Dialog
Click the Advanced button to display all settable options.

Advanced Host Setting R x|

General | O0B Signal Settingl Power M anagment Settingl

align Transmission Period: |7258 Duword(s] —AT:LEDmmand timeout recovery action
+ Do Mothing
Primitive Response Timeaut: I BE000 Dword(s] " Send Soft Reset

et st [ 1310720 ogel € Hard Fieset

Speed Megotiation Failure Options

— Speed Meaatiation Failure Type
[~ Speed Megotistion failed after POWER O Mot sending &lign
[ Speed Megatistion failed after LINK RESET | Mt sending non Slian

[ Enable Tranzmit S50 [Spread Spectum Clocking)

Set az factom | ] I Cancel

Figure 148. SATA: Advanced Host Setting Dialog General Tab

Settable options are:

» Set Align Transmission Period, Primitive Response Timeout and Await Align
Timeout.

» Choose ATA Command timeout recovery action by checking the corresponding
option button.

» Specify Speed Negotiating Failure Option(s) and a Speed Negotiation Failure
Type.
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Exercise and Capture

OOB Signal Setting Tab

Click the OOB Signal Setting tab in the Advanced Host Setting dialog to specify
OOB parameters in the enabled editable fields.

Advanced Host Setting k x|

General O0B Signal Setting | Power Managment Sethngl

O0B Type | Status | Idie Time (D0BI) | Negation Time (DOBI) | Buret Time (OOBI) | Count
COMINIT/RESET Accept |+ 480 a0 iE
COMWAKE  Accept - 160 20 180 8

|F|esulut\on of Idle Time, Megation Time and Burst Time are 20 QOBI

¥ Asynchronous Signal Recovery O0B Retry Interval Time: 10000 us

COMWAKE Response Timeout: 533 ns

SATA port Selection T1 ; |ENIIIR OoEel
SATA part Selection T2 : |12000000 OoEl

Set as faclnr_l,ll oK I Cancel

Figure 149. SATA: OOB Signal Setting Tab

Asynchronous signal recovery
Set the OOB Retry Interval Time, check the Asynchronous signal recovery option
check box and enter a value for the time.

Inter-reset Delay Settings

Enter a value for SATA port Selection T1 to specify the inter-reset- assertion delay
for the first event of the selection sequence and SATA port Selection T2 to specify
the inter-reset- assertion delay for the second event of the selection sequence.
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Exercise and Capture

Power Management Settings

Click the Power Management Setting tab in the Advanced Host Setting dialog to
specify the settings in the editable fields.

Advanced Host Setting k x|

Generall 00B Signal Setting  Power Managment Setting |

— Device initiated power management——————— — Host initiated power management
For PMREQ_F: : N -
tart when link. lager remained in 5
Fiespanse type : ™" |DLE state more than [ ms [Parial <
Responze delay : |1 *100 us ™ Abandon request after 100 *100us
inimur number of responzse primitives: |4
For PMREQ_S :
Responze type : IPM.&CK 'I
Fiesponse delay : I1 *100 us

Mimimum number of responze primitives: |4

Set az factom | ] I Cancel

Figure 150. SATA: Power Management Settings

Set parameters for Host and/or Device initiated power management.

Project Settings

Set project settings in the Project Settings tab (see “Project Settings” on page 66).

Note: When using the Exerciser, channel 2 is not available and is grey.
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Exercise and Capture

Creating a Data Block

You can create the following types of data blocks, for use with data fields:
+ Random data pattern
» Custom data pattern specifically for your application
» Counter data pattern
» Walking bit pattern

To create a data block, click the % Default Data Block button on the Main
toolbar, or select Configuration > Data Block to open the Data Block dialog box as
shown in Figure 151.

£ C:\Program Files\CATALYST\SAS\System',DataBlock’\DataBlock.dat =101 x|

x

‘ Number of Data Cells:[16 Colunn  ~| CellLength[1 Byte | ‘ & LSB " MSB ‘  Binay & Hex © Asci

| DataBlock | | Data

Randami et Address |0 ‘1 ‘2 ‘3 ‘4 ‘5 ‘6 ‘7 ‘s |9 |1n|11|12|13|14|1s New
Pattem 0 |E4 E6 F3 EA CF 8C 94 EV EF 86 81
&;E:&%gtsm 16 |FE A2 95 ©A ES EA B6 9F DC 9F B6 DF E2 £4 AF AF Delete
32 |ED A2 A3 BE 99 ED B E3 E3 AS BA 95 FE F9 CA CD
48 |BF EF D4 Al 89 FE 87 8 F9 B2 97 EA FB D9 E3 63 Delete All
64 |BC DC B5 9E AD 95 CD 8F EB 81 91 90 C5 &7 BS E7
80 |B3 BO FS BE C4 94 A9 EE FE DS DA ED 81 8C EO AF
9 |F1 DC OF 95 E4 9E B6 B2 C3 9F F7 Ad4 95 DB C4 (2 fisochin
11z_|CD F& DO ES E9 D7 94 AE 99 96 B3 AE Dé 9E 83 80 Patam
128 |BE 98 F9 ED 81 DS Ah 93 A6 85 80 CB 9F OF E7 BA
144 |AC CB CD F4 E6 OF B4 E6 E2 D2 B0 ED C9 9D AA B3 Terii
160 |00 ©6 A0 F3 D6 C1 83 EA C7 80 BO EC 8B 92 AG OF
176 |40 94 BB B4 98 87 81 EB EA 43 9D FO F1 BC F6 A2 W alking Bit
T irn lEn £ M0 BN BA 9C DA EC 9D BN AT @A A8 7 CC E2 =

Figure 151. Default Data Block Dialog Box
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Exercise and Capture

To add another data block:
1. Click the New button in the Data Block dialog box.

® C:\Program Files\CATALYST}SAS\System'\DataBlock'DataBlock.dat

|NunlmofDa!al:els;|1B Column 'I CEHLWhil Byte 'I

& LSB C MSB | € Binaw & Hex © Asci

| DetaBlock | Data
Random Data New |
Pattem
Counter Data Delete
‘Walking Bit D ata
DataBlock15

Delete Al

Flandom

Pattemn

Walking Bit

{1

Figure 152. New Data Block Dialog Box

2. Choose the number of data columns (up to 16 data cells/row) and the cell length
(up to 16 bytes/cell). This is a display function only.

Click either the Bin, Hex, or Ascii option button to choose a number format.
Click either the LSB or MSB option button to choose a bit order.

Naming a Data Block

Each new data block automatically receives a sequential data block number. To
assign a unique descriptive name to a data block, right-click the data block name to
open the Data Block Edit menu.

Copy
Paste
Delete

Rename

Figure 153. Data Block Edit
Choose Rename.

Rename Data Block x|

New Name: |E:uslum 1|

I oK I Cancel |

Figure 154. Rename Data Block

Enter a descriptive name in the New Name edit box and click OK.
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Exercise and Capture

Editing a Data Block

You can enter data in the defined cell structure by these methods:
» Define your own pattern
» Set a counter
» Choose a Random Pattern
» Choose a Walking Bit Pattern

Define Your Own Pattern

To define a pattern:
1. Click Pattern to open the Define Pattern dialog box as shown in Figure 155.

2. Enter a data pattern in the Data Pattern edit box.
3. Choose the number of times to repeat that pattern, and click OK.

7, C:\Program Files\CATALYST\SAS\System\DataBlock\Datablock.dat =10ix]
| Nuber o Dt Cols 16 Cobam =] e e A
~Address
| Datablock | C pppend @ Insst € Ovemite
Random Data Address (0 15
Pattern = %-} Address: |4 Repeat: |2 times J e
Counter Data Delete I
Walking Bit Data =
Custom 1 i | L | Dektead |
cD 11001101
Random I
Pattem I
Counter I
[ox ] concel Walking Bit |

Figure 155. Define Your Own Data Pattern

Address
The cell address starts at O for the first data entry and automatically increments to the
next available address. You can set it to a previously defined address to modify its
content or insert additional data.

Insert/Overwrite Data
To define whether to overwrite data in a previously defined cell or insert new data after
that cell, toggle the Insert/Overwrite button.

Save
When you have completed a data block definition, click the Save button to save the

newly created data block.
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Exercise and Capture

Counter

To use a counter as data, click the Counter button, enter a Starting Number for the
counter and the data address to count to, and click OK.

X

J\Program Files\CATALYST' SAS\ System)\DataBlock’Dat aBlock.dat .=.|Ef_|

|N'm‘belnfDalaEels‘.I1E Column 'I CeIngti'cl1 Byte 'I l + LSB  MSB ‘ " Binay & Hex © Asci

| DataBlock || Dt

- |

Random Data Address | . New
Pattem 5 Al

Counter Data ¢ tppend % Inset O Owvenwilte

Walking Bilt Data : Dese

Custom 1 Addiess: |6 Repeat: |1 times

C Incremental = Decremental Random

Pattern

Initial Mumber: 116

oK Cancel
] I

‘Walking Bit

£l I

Figure 156. Set Counter as Data

Random Data Pattern

To use a random data pattern, click the Random button, enter the number of times to
repeat the pattern, and click OK.

P C:\Program Files\CATALYST\SAS'System'\Datablock’DataBlock.dat _,jg]}_l
|NunberoiDat_aCers:|1B Column 'I CellLengthc |1 Byte 'I & LSB  MSB [ € Binary & Hex O Ascii

| DataBlock | | Data

Random Data Adrk&eslcl |1 [2 ‘3 ]4 |s |s |7 |3 |9 |10]1L|12|13|!4[15

Pattem C4 EO EF E6 (D

Counter D ata

‘Walking Bit Data

Custom 1

A
Addiess

" pppend (% Inset " Ovenwite

Address: |3 Repeat |4 times

[Tox ] caee |

Figure 157. Choose a Random Pattern
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Walking Bit Pattern

Exercise and Capture

To use a walking bit pattern, click the Walking Bit button, then choose either a
walking bit of “0” or “1”, the walk direction, the start position, and the number of times
to repeat the pattern.

%, C:\Program Files\CATALYST\SAS\System'\DataBlock\Datablock.dat =10 x|
|NunberofDalal:ek.|15 Colurn x| Celllengthi{1 Byte x| | & LSBT MSB | € Binay & Hex C Ascii
[ emis | 5
Randam Data Address | 0 uﬂﬁ New
Paltem C4 EO EF Ef ing Bit: (¢
Courter Data WalkingBit: @ 0 1 = I
Waking Bit Data
Custor 1 i
s Dokieal |
& Left ->Right
7 i} Random I
Start Position st 0 ) = |
attern
~Address
Counter
C pppend % Inset " Overwnite —I
‘Walking Bit I
Address: [6 Repeat: 1 times
[ ok | concel |
A e |
Figure 158. Define a Walking Bit Pattern
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Exercise and Capture

Creating and Editing Data Blocks as Text

Load Data

Save As

You can create and edit data blocks using a text editor such as Windows® Notepad.
To create a data block in Notepad, launch Notepad. Enter a header consisting of
[lteml, Item2, Item3, Item4, Item5] where:

Item1 is the name of the Data Block.

Iltem2 is the size of the Data Block or the number of bytes in the format.

Item3 is the format of the data (HEX, BIN, ASCII).

Item4 is the group of bytes defined (1, 2, 4, 8 or 16).

Item5 is the direction (LSB or MSB).

Then enter the data in space delimited Hex format and save as a *.txt text file.

To import Text Editor created data, click the Load button in the data block definition
dialog to open the Load dialog. Choose a file and click Load. Modify existing data.

To create a new data block from an existing data block using a text editor, select the
data block to edit from the Data Block Name list, then click Save As to open the
Save As dialog.

Assign a name to the new data block text file and click Save.

You can now edit the newly created text file using Notepad or any other text editor,
then import it into the data block definition, as described above.
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Performance Analysis

Performance Analysis

Performance analysis is not currently available for Sierra M6-4.
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Target and Device Emulation

Target and Device Emulation

You can run the analyzer while device emulation is active to monitor bus traffic.

Pages Tab

SAS: To set up SAS Target Emulation, click File > New > Target Emulator to display
the target emulator with the Pages tab selected.

%Letroy SAS Protocol Suite - TargetErRulatorl ;I_
File Wiew Configuration Project Setup  Yools  Window Help
@ﬂ@|@|l'|{%2m|.ﬂecord|.|||@|%‘
=
Pages |Errur|niectiun| User Diefined Cummandsl SElIiﬂgsl Motes I
| Supported Pages [~ Show Ressrved and Obsolete
Difset | Field Length Value =
gs;;ﬁt!?\?gg?gggne\:PD Page 1] Peripheral Device Type 5 Direct-access device j
Disconnect Reconnect Mode Page 5 Peripheral Qualifier 3 000b j
Farmat Device Mode Page
Rigid Disk Geometry Mode Page ] AiME 1 L
Control Mode Page 16 Version 3 05
Motch and Partition Mode Page
Protacol-5 pecific Port Made Page [zhort format] 24 Fiesponse Data Fomat 4 z
Protocol-S pecific Port Mode Page [Phy Control &m0 | 29 HISUP 1 i}
Protocol-5 pecific Log Page
23 NORMACA 1 1
32 Additional Length g 1F
43 3rC 1 1]
44 ALUA 2 1
46 ALCC 1 ] -
47 SCCS 1 ]
48 ADDR1G 1 0
Density Code : il 5 MCHNGR 1 0
e T I—U 52 MULTIP 1 ]
53 W5 1 o
Device Specific: Parameter [ 54 EMCSERY 1 i}
== omuc . . =]
Supported Protocal
v S5P - . .
F P Potz: | 11.T1 SBC Target Device Capacity 4 GE Import | Default Settings
For Help, press F1 |T><VDut Disabled |In\t|ator Emulator : Stop \Target Ernulator : Inactive @Elmulatlon Mode |5top

Figure 159. SAS: Target Emulation Project Pages Tab

The Target Emulator pages open with default settings for each page. To change
settings for your application:
1. Select a page in the Supported Pages box and set values for each of the
enabled (white) Value fields.

2. Enter values for Density Code, Medium Type, and Device Specific Parameter
for the target emulator.

Check SSP or SMP to specify the protocol to support.
To reset the pages to the default settings, click the Default Settings button.

To use a previously defined Target, click the Import button and choose a
previously defined Device Identifier *.saf file.

Note Clicking the Import button on any of the Target Emulation dialogs sets all the
parameters for the current emulation, including User-Defined Commands.
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Target and Device Emulation

SATA: To set up a Device Emulation, click File > New > Device Emulator.
The Device Emulation project opens with the Pages tab selected.

ﬁ'LeEroy SATA Protocol Suite - DeviceEmulatorl -1ol x|

UE\IE View Configuration Project Setup  Toaols  Window Help

@ﬂ@|@u5@| @ Fecord | I|II|@
= DeviceEmulatorl = O]

Pages IEnol \n|e:t|om| Uszer Defined Eommandsl Seltlngsl Motes I

I Supported Pages [~ Show Na . Reserved and Obsolete

Word | Description -

1] General configuration bit-significant information:
15 0=ATA device
14-8 Retired
7 0 = not removable media device
6  Obsolete
53 Retired
2 Responze incomplete
1 FRetied
0 Feserved

2 Specific configuration
1019 Sefial number

23-26 Firmware revision

27-46 Model number

47 158 80h
01h-FFh = Mazimum number of sectors that shall be transferred per interrupt on READ AWRITE MULTIPLE co
49 Capabilities

15-14 Reserved for the IDENTIFY PACKET DEVICE command,
13 1 =Standby timer values as specilied in thiz standard are supported
12 Reserved for the IDENTIFY PACKET DEVICE command.

11 1 =I0RDY supparted ¥
< | »

Ports: | H1.D1 Device Type: |ATA Device  v|  LEA 28 Capacity : 4 GE | LBA 43 Capaciy: 4 GE Import Defau'tSEttin93|

For Help, press F1 [TxWout Disabled  [Initistor Emulator : Stop |Device Emulator : Inactive @ [Simulation Mode  [Stop

Figure 160. SATA: Device Emulation Project Pages Tab

The Device Emulator pages open with default settings for each page. To change
settings for your application:
1. Setthe Device Type of either ATA or ATAPI

2. Set values for each of the enabled (White) Value fields on the Identify page.
3. To reset the pages to the default settings, click the Default Settings button.
4

To use a previously defined emulation, click the Import button and select an
emulation.
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Target and Device Emulation

Error Injection Tab

Clicking the Error Injection tab opens the General Errors dialog.

SAS: In addition to specifying general errors, you can also set errors for Identify,
Connection Management, and SAS Commands by clicking the corresponding icon in

the Errors window.

Pages Error Injection |UserDefined Eommandsl Settingsl Mates |

Errors

p % Eveny 1 Seconds

zeneral £ Every 100010 Command
) Every 1024 K. Byte Transmitted

Identify ‘ ™| Generate Errar on outgeing FIS commands Setting | ‘

= | Send stand-alone. prinitive

Connection Primitive type: T}'Del IA”:' WORMAL j

Managemenk
MHumber OF Primitives I 1

Commands

I~ FRieset Link after link enable after I 1000 s [~ Retain Error injection counters after Link Reset
[ Buffer Starvation  Mumber of R_RDY in each connection I 1 I~ Mon Releaze OF Link
" Send I 1 Hard Reset after PHY' Reset

Figure 161. SAS: Setting General Errors

SATA: In addition to specifying general errors, you can also set errors for
ATA Commands and SATA Signature by clicking the corresponding icon in the Errors
window

Pages Emor Injsction | User Defined Commandsl Settingsl Motes |

Errors

p = Every 1 Seconds
5 | ) Eveny 1000 10 Command
S = 1024 K Byte Transmitted

‘ I™ Generate Emor on outgoing frame commatids Setting | ‘

I | Send stand alone prmiive

.‘3 Primitive type: | COMT j
SATA Mumber OFf Priritives I 1

Commands

Signature

™| Send stand-alane FIS

FI5 type: IHegister Host to Device j
User Defined FIS Data '|BDF| ‘EHE |EDF
I~ Reset Link after link enable after I 1000 ms ™ Retain Error injection counters after Link Reset

Figure 162. SATA: Setting General Errors
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Target and Device Emulation

Setting General Errors

Generate Periodic Error

Generate Periodic Error allows you to inject periodic error on Command frame,

FIS frame, stand alone primitive, and stand alone FIS. Check

Generate Periodic Error and select the period unit of time, number of IO commands,
or number of kilobytes transferred, by checking the corresponding option button.

Outgoing FIS Command Error or Outgoing Frame Command Error

SAS: Check Generate Error on outgoing FIS commands, then click the Setting
button to open the error setting dialog.

q

IV Frame Length Emoe [~ Code violstion efror [ Dont check credit

= (Ureriame lergh I Dispasity error Value of Reserved fields | 0 H

" Undet frame length D'ord Offset [ !

C Sethemelengthto [ 285 D/ords | | piumper of errer Dwerds | 7
[CISOFEmor & Dousle € Ot I Insert Primitive at| 1 th Dword
I~ EOFEmor & Doutle C O Frrtive ype. Type] |AIP NORMAL =l
T CRCEnoe & |nyaid  Omit Number Of Prmilive | 1

[ox ] Cancel |

Figure 163. SAS: Outgoing FIS of Command Error Setting

SATA: Check Generate Error on outgoing frame commands, then click the Setting
button to open the error setting dialog

Dutgoing FIS Commands Error Setting k 1[

™ Frame Length Ermar [ Code violation emar

€ Over frame length I Disparity errar Yalue of Reserved fields I 0 [H)

£ Wnder frame lenath Difrd Offset — 1 F ::flnlDle SHHDJESHHDY sequence

I elay in ESPONgE
£ Setframe length o 2051 i /ardds umber of erar Diwfords: 1 Y P
I~ MoWTRM
I~ SOF Emor ) Double 1 Dmit [ Inzert Primitive at:l 1| th Diwiords
I EOF Emor ) Double | it Erimitive wpe: IEDNT j
[T CRCEmor % [rvalid ' Omit Mumber OF Primiives] 1
(] I Cancel |

Figure 164. SATA: Outgoing FIS of Command Error Setting

Frame Length Error
Check Frame Length Error and choose the type of error to introduce.

Code violation and Disparity errors
Check these and specify the DWord offset and the number of error DWords.

Don’t check credit (SAS only)
Check this to disable credit checking.

Value of Reserved Fields
Enter a value.
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Target and Device Emulation

Ignore XRDY/RRDY sequence (SATA only)
Check or not.

Delay in HOLD Response (SATA only)
Check or not.

No WTRM (SATA only)
Check or not.

SOF, EOF & CRC Errors
Check any or all and choose the criteria for introduction.

Insert Primitive
Check Insert Primitive, click the Type button to open the Primitive Type dialog, then
select the primitive type.

Send Primitive

Check Send stand-alone primitive, click the Type button to open the Primitive Type
dialog, select the primitive type, and click OK.

x
—Type
{* Not Specific of type to conditions

" Used only inside SSP and SMP conditions
€ Used inside STP connections

| oK | Cancel |

Figure 165. Primitive Type

Click the down arrow on the Primitive list box, choose a primitive, enter a value for the
number of primitives to send, and click OK.

Reset Link

Check Reset Link after link enable after and enter time value after which to reset
the link.

Retain Error Injection Counters after Link Reset

If unchecked, after every Link Reset, the Emulator resets its internal
Command Number/Counters and re-initializes the Error injection core. If checked, the
Emulator keeps the state.

Generate Link Errors (SAS only)

To introduce link errors, check Non release of link to prevent release of the link even
if exceeding link connection time, and/or check Buffer starvation and enter a value in
Number of R_RDY for each connection text box to simulate a busy link.

Send Hard Reset (SAS only)

Check Send [#0f] Hard Reset after PHY Reset and specify number of resets to
send.

Send FIS (SATA only)

Check Send stand-alone FIS, select the FIS Type button, and optionally enter
User Defined FIS Data.
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Identify Errors (SAS only)
Click the Identify icon in the Errors window to display the Identify Error Setting dialog.

Pages Emor Injection | |Jzer Defined Eommandsl Settingsl Motez I

Errors — ldentification Settings

" Do not send identify frame

p * Send |'| Identify frame
General Delay in sending Identify IU [T

 ldentific:ation Errar

™ Frame Length errorIS Dwfards
[~ SOAF Errer % Double £ Omit [~ Code violation emar
[ ECAFEnar & Double € Onmi [~ Disparity ermor
= i
- o " Diford Dffzet: |1
B Sl Oui urmber of ermar i ards: I‘I

Commands

Figure 166. SAS: Identify Error Setting Dialog

Sending Identify Frame

Check the Send option button, then specify the number of Identify frames to send
(and a delay, if needed).
Not to send Identify frames, check the Do not send identify frames option button.

Frame Type Error
Check this to send a Frame Type error.

Frame Length Error

Check Frame Length error and enter the number of DWords in the corresponding
text box.

SOAF, EOAF and CRC
Check any or all and check the criteria for introduction.

Code violation and Disparity

Check either or both and specify DWord offset and Number of DWords in the
corresponding text boxes.
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Connection Management (SAS only)

Click the Connection Management icon in the Errors window to display the
Connection Management Setting dialog.

Pages Emar Injection | Usger Defined Eommandsl Settingsl Maotes I

Errors

— Open Connection — Cloze Connection
p Incoming Dpen Frame Murber : 1 Ermoneous Close Connection Murber : I‘I
General Murmnber of Errars : i MNumber of Errors : ID
] Piimitive Fiespanse : Close Sequence Type | Clase without DONE |
Identify IDPEN REJECT BAD DESTIMNATION j I Delayin Sending: [CLOSE =
Delay in Sending Response : ID TE3 Dielap Time - lui is
Connection Cloze Connection Setting:
Managermenk -
Outgoing Open Frame Mumber : 1 DONE Frimitive : |DOME NORMAL j
Mumber of Errors ; i} CLOSE Primitive ; |CLOSE NORMAL j
Cammands CLOSE/BREAK Primitive Count: |3
Outgoing Open Frame Emor Settings |

Figure 167. SAS: Connection Management Setting Dialog

Open Connection Definition

Incoming Frame Settings

1. Inthe Open Connection dialog, enter a value for the Incoming Open Frame
Number and the Number of Errors in the corresponding text box.

2. Click the down arrow next to the Primitive Response: drop down list box,
choose a primitive response, and enter a value for the Delay in Sending
Response text box.

3. Enter avalue for Outgoing Open Frame Number and Number of Errors in the
corresponding text box.

Outgoing Frame Settings

Click Outgoing Open Frame Error Settings to display the Open Frame Setting
dialog. Check the errors to introduce and click OK.

x

™ Frame Typo ence r FlmLuw'lcnUI' D'Woeds Destroy Field of Frame

1 = 115F 1P ol

I S0AFEnor & Dol € Ont | |1 Coda violsin aver S

[ | | Dispasiy ence IConnection Rate |

[ EQAFEnor & Dole € O | = |
|l | Dvifoed Ofiget [1 [Features

[ - lintiatos Connection Tag =

I cRCEmr @ Iryid € Ory | [ Semearm et |

_Cwen_|

Figure 168. SAS: Open Frame Setting
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Close Connection Definition

1.

In the Close Connection dialog, enter a value for the Erroneous Close
Connection Number and the Number of Errors in the corresponding text box.

Click the down arrow next to the Close Sequence Type drop down list box,
then choose a closing sequence.

For a delay in sending, click the Delay in Sending check box, click the down
arrow on the associated drop down list box, choose what to delay, and enter a
value for the Delay Time.

[V Delayin Sending : ICLL‘ISE 'I

Delay Time :

Close Connection Settings

DONE Primitive |{||:zr15' NORMAL j
CLOSE Primitive : |CLOSE NORMAL |

CLOSE/BREAK Primitive: Count: |3

Figure 169. SAS: Delay in Sending

4.

Click the down arrow on the CIOSE Primitive or DONE Primitive dropdown list
box in the Close Connection Settings dialog, then choose a Close or Done
Primitive.

Enter a value in the CLOSE/BREAK Primitive Count text box.
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SAS Commands Errors (SAS only)

Click the SAS Commands icon in the Errors window to display the
Commands Error Setting dialog

Fages EmorInjection | User Diefined Commands | Settings | Motes |

Status
Indication

Commands

Errors

~ Event Selection

™ Generate Emor when % [BL:  From IU [H]
‘ @ 55P TGP Task ‘
T IU (K1
jtatus Command - (T T ID
Farmnat Uit
v Inquiny € Command rumber;: |1
v Log Select I™ | Repeat emor |1 Limes
v Lag Senze
Mads Select [5) Hurber of eror commatds: IW
v Mode Select [10)
v Made Sense (6] ™| Command Failwith check condtian
v Made Sense [10] :
v Read (6] Sense kep: INU Senze j
v Read (10 A5C: |0 [H] ASCE: JO [H]
v Read [1E] Gererate Erorn On
v Read Capacity [10] -
= ot fi |1 th frame | Data > | Seffings
v Fead Capacity [16] Liging iz I | _I
v Send Diaghostic ™| Incaming frame |1 th frameIDala j Settingsl
v Test Unit Ready
14 \wiite (5]
14 \wiite [10]
v Request Sense
v Report LUNS
v Wity [10] =z
4 L4

Figure 170. SAS: SAS Commands Error Setting Dialog

1.

4.

Click the SSP, SMP or Task option button to display the commands available for
each of these categories in the Event Selection window.

Click a command for which to set an error, check the Generate Error when:
check box, then enter values for LBA, TAG, or Command number in the
corresponding text box.

When using Command Number as the Error Injection filter, you can repeat the
erring-command sets by checking Repeat error.

Click the Command fail with check condition check box, click the down arrow
on the Sense Key drop down list box, choose an error type, and then enter
values for ASC and ASCQ in the corresponding text boxes.

Set up Outgoing and Incoming frame errors.

Note: Once you check the Generate Error On: check box for a command, a red status
indication appears next to the command, indicating an error condition.
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Outgoing Frame Settings

Before selecting Outgoing Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Outgoing Frame in the
Generate Error On area and then the enabled Settings button to display the
Outgoing Frame Setting dialog.

Dutgoing Frame Setting k 1'

Frame Name : Data Frame Number : 1
™ Frame Type emar ™ Remove Frame from sequence [ Delay in sending frame |0 ms
™ Frame Length Error [~ Code violation ermor ™ Don't check credit
Dizparity enar

& [wer frame lenath I Disparty

€ WUnder frame length Dford Offset: I'I

€ Set frame length to |65 Diwords Nurnber of error Dwords: |1—

L ID H

I SOFEnar @ Doutle € Omit [~ Inseit Primitive at : |1— th Dword Fill reserved figlds with: [H)

[T/EOF Eror % Double ¢ Ot ||Primitiver Tupe | AIP MORMAL =

[ CREEnar & [ryafidl € Dmit imitrves |

[realid Murmber OF Primitives |1
Fieset | ok | Cancel |

r~ Field of Frame

& Destroy " Specify Value ™ Irsett Frame

Field | Destrop | @ Lfter cunent frame
Tag O | Befare curent frame
Data Offset O
Type: IUser D efined j
User Defined Frame D ata |SDF| |CF|C |EDF

Figure 171. Outgoing Frame Setting Dialog
Frame Type Error

Check this to introduce a frame type error.
Remove Frame from sequence

Check this to remove frame from sequence.
Delay in sending frame

Check this to delay sending frame and enter a value for the delay.
Frame Length Error

Check Frame Length Error and choose the type of error to introduce.
Code Violation and Disparity error

Check these and specify DWord offset and the number of error DWords.
Don’t check credit

Check this to disable credit checking.
SOF, EOF, and CRC errors

Check these and specify Double or Omit by checking the corresponding option button.
Insert Primitive

Check Insert Primitive, click the Type button to open the Primitive Type dialog, select
the primitive type, and click OK.

Destroy Field of Frame
Make sure to click the More button and then check the field to destroy.
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Insert Frame

Check Insert Frame, click the down arrow on the Type combo box, and choose the
frame type. Make sure that you have clicked More.

Incoming Frame Settings

Before selecting Incoming Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Incoming Frame in the
Generate Error On area and then the enabled Settings button to display the
Incoming Frame Settings dialog.

Incoming Frame Setting 1 il

Frame Name : Data

Frame Number : 1

¥ Handshake erors
' NAK CRC Enror
" NoHandshake

" Primitive [ ype I[aIF‘ NORMAL _:]:

[~ Defer Handshake after 1000 ps

0K I Cancel |

Figure 172. Incoming Frame Setting Dialog
Handshake Error

Check Handshake Errors to enable selection of error on handshake. Check NAK,
CRC, or any other Primitive to send as an incoming frame response. Check
No Handshake to send no response.

Defer Handshake Errors

Check Defer Handshake and enter a value for the time to defer the handshake.
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Click the ATA Commands icon in the Errors window to display the
ATA Commands Error Setting dialog.

Uszer Defined Eommandsl Settingsl Motes I

Status

AN

A N R A R R Y

i

Command -
Check Power Mode
Device Reset

[T Generate Emor when

Download Microcode
Execute Device Diagnos...
Flush Cache
3h Cache Ext
Ide evice
Idle
Idle Immediate —

Target and Device Emulation

LB From ID [H)
To |u H)

1% | Command rumter: I‘I
I~ | Bepeat enar I‘I times

Mumber of eror commands |1

™| Command fail on Fesponse

MOP

Read D&

Fead D4 Ext

Read DMA Queued
Read DMA Queusd Ext
Read FRPDMA Queued

Response |Mo Emor j

K Generate Ermor On
Fead Multiple

Fead Multiple Ext
Read Mative bax Addres...
Read Sectars

= Gutgaing frame|1 th ffamEIData

j Settings |

I~ Inzoming frame) 1 th framelHegister Host to Device

j Settings |

Obsolete Read Sectors ... LI

Figure 173. SATA: SAS Commands Error Setting Dialog

To set errors for ATA commands:

1. Click a command for which to set an error and then check the Generate Error
when check box and chose LBA or Command number with a value in the

corresponding text box.

2. When you choose Command Number, you can use Repeat error for periodic
series of errors in commands. Set the number of times to repeat the error, by
entering a value in the Number of Error Commands text box.

P
Status A
Indication Errors
Signature
Note:

Once you check the Generate Error when: check box for a command, a red

status indication appears next to the command selected indicating an error

condition.

3. To force the system to send a defined response frame to the host, check the
Command fail on Response check box and then choose a pre-defined

response.

4. Repeat for every command for which to set an error.
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Outgoing Frame Settings

Before selecting Outgoing Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Outgoing Frame in the
Generate Error On area and then the enabled Settings button to display the
Outgoing Frame Setting dialog.

=
Frame Name : Register Host to Device Frame Number : 1

I~ Frame Type smor ™ Remove Frame from sequence [ Delay in sending frame IU ms
I Frame Length Error ™ Code violation error ™ NaWwTRM

I~ Disparity eror [~ Code Violation on SATA primitive
= Over frame [ength L .
€ Under frame length Diwiord Offset |1_ [ Disparity error on SATA primitive
£ St frame lengh Lo [2051 DWordk || e of s Do — I lgnore %RD'/RRDY sequence

RIGIEET @F G (BhtAETEs: [~ Delay in HOLD responsefin sending HOLDA]
. i i ith: |0 H
[ SOFEnar & Dowble € Ot B e il =t r h Dword Fill reserved figlds with: [H]
[C/EOFEnor & Double € Ot || Primitive: Type J[AIF NORMAL =l
[/ CRCEner & fnyafid € Orit || Mumber Of Frimitives [1
Reset | oK Cancel |

_Ciald f Cemen

Figure 174. Outgoing Frame Setting Dialog

Frame Type Error
Check this to introduce a frame type error.

Remove Frame from sequence
Check this to remove frame from sequence.

Delay in sending frame
Check this to delay sending frame and enter a value for the delay.

Additionally check:

* No WTRM

» Code Violation on SATA primitive

 Disparity error on SATA primitive

» Ignore XRDY/RRDY sequence

» Delay in HOLD response (in sending HOLDA)
Frame Length Error

Check Frame Length Error, choose the type of error to introduce and click OK.

Code violation and Disparity error
Check these and specify DWord offset and the number of error DWords.

SOF, EOF and CRC errors

Check these and specify Double or Omit by checking the corresponding option
button.

Insert Primitive

Check Insert Primitive to enable the Primitive Type dialog, select the primitive type
and number of primitives, and click OK.
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Destroy Field of Frame

Click the More button to display the Field of Frame area, check Destroy, and check
the fields to destroy. Alternatively, check Specify Value to choose from a predefined
list of values.

Set Value of Field

Check Fill Out in the Field of Frame area and enter values for fields.

Insert Frame

Check Insert Frame and then click the down arrow on the Type combo box and
choose the frame type. Make sure that you have clicked More.

Note: In addition to the pre-defined frame types, you can scroll down the list to
User Defined and then enter your own frame data between SOF and EOF.
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Incoming Frame Settings

Before selecting Incoming Frame Settings, select the Types Of Frames and the
Frame Number on which to inject an error. Then check Incoming Frame in the
Generate Error On area and then the enabled Settings button to display the
Incoming Frame Settings dialog.

Incoming Frame Setting 5‘

Frame Name : Register Host to Device

Frame Number : 1

v Handshake erors
" R_ERR
" No Handshake
% Primitive IEDNT ﬂ

¥ Teminate receiving frame
% Teminate after receiving |49 Dwords by sending DMAT
" Temminate after receiving |49 Dwords by sending SYNC

" Send HOLD after |4 Dwords for |1 times

[ Defer Handshake after 1000 ps
| OK I Cancel |

Figure 175. Incoming Frame Setting Dialog

Handshake Errors
Check Handshake Errors to enable selection of error on handshake. Check NAK,
CRC, or any other Primitive to send as an incoming frame response. Check
No Handshake to send no response.
Defer Handshake Errors
Check Defer Handshake and enter a value for the time to defer the handshake.
Primitive
Check Insert Primitive then click the down arrow on the Primitive drop down combo
box and choose a primitive.
Terminate receiving frame

Check Terminate receiving frame and choose the termination condition.
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SATA Signature (SATA only)

Click the SATA Signature icon in the Errors window to display the
SATA Signature dialog.

o g
Pages Emor Injection | User Defined Eommandsl Settingsl Nates I

Errors

— SATA Signature Content [FIS 0x34)

3 | & Standard GATA  User defined
General
| Sector Count  [Dev /Head| CylHigh |  CwlLow  [SectorMumber [  Emor | Status
| lnj] | oo | oo | oo | o | m | 50
Commands
J Diagnotistics Execustion Delay : |1 oano ps Error Setting

= Don't Send Signature
¢ Send Signature once and declare device is ready with BSY = 0 and DRDY =1

" Send Signature twice first with BSY = 1 and DRDY = 0 and second with BSY =0 and DRDY = 1

Hardware Initialization delay : ID 13

Figure 176. SATA: SATA Signature Dialog

Choose SATA Signature Content

Choose either the pre-defined Standard or SATA. Alternatively, you can define your
own signature by checking the User Defined option button and then entering values
in the enabled fields.

Specify when to send Signature

Note

You can choose from Don’t Send Sighature, Send Signhature once and declare
device is ready with BSY=0 and DRDY=1, or Send Signature twice, first with BSY=1
and DRDY=0 and second with BSY=0 and DRDY=1, by checking the corresponding
option button.

If you choose Send Signature twice, first with BSY=1 and DRDY=0 and second with

BSY=0 and DRDY=1, the system enables the Hardware initialization delay text box,
allowing you to set the hardware initialization delay.
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SATA Signature Errors

You can define errors to introduce when sending a SATA Signature. To define the
errors, click the Error Setting button to open the SATA Signature Error Setting dialog.

%
¥ Frame Length Eror v Code vidlation error
o ields [ 0
& Dver frame length I™ Disparity emor Value of Reserved fields | 0 (H)
€ Under frame length Dword Offset: 1 i | IgnaregFEDYJHHDYsequence
" Setframe Iengthlol 2051 Dwords Muiber o et DWDId&]_1 " Delay in HOLD Response
[ NoWTRM
[ SOFEmor & Double © Omit v ImertPrimitweat] 1 th DWords
[ 'EOFEnor ¥ Double [t Primitive type: ICDNT j
" CRCEmor @ Invaid € Omit | | NumberOfFrimitves] 1
0K I Cancel |

Figure 177. SATA: SATA Signature Error Setting
Frame Length Error
Choose the Frame Length Error type to introduce.

SOF, EOF and CRC Errors
Check any or all and check the criteria for introduction.

Code Violation and Disparity errors
Check and specify DWord offset and Number of DWord errors for Disparity error.

Additional Settings

Set and check:
» Value for Reserved fields
» Ignore XRDY/RRDY Sequence
» Delay in HOLD Response
* No WTRM

Insert Primitive

Check Insert Primitive, click the down arrow on the Primitive list box, choose a
primitive type and enter a value for the Number of Primitive.
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User-Defined Commands Tab

To create command(s) specifically for your application, click the
User Defined Commands tab to display the command definition dialog.

Pagesl Error Injection  User Defined Commands I Settingsl MNotes |

Op Code | Command Mame Command Type I

Operation Code: |1— H) New
Mame [NewCommand
Apply |
Type: INone Data j
Remove |
Caonfig Data: IF'altem LFFT -
CDEB Length: m

Figure 178. SAS: Command Definition Dialog

To define a command:
Enter an Operation Code and a Name in the corresponding text boxes.

2. Click the down arrow on the Type combo box and choose a command type.

w

For command types requiring configuration data, click the down arrow on the
enabled Config data: combo box and choose appropriate configuration data.

Enter the CDB length: 6, 10, 12, or 16.
When done, click the New button.
The defined command appears in the command name window.

N oo o A

To make changes to a previously defined command, highlight the command,
make the changes, and click Apply.

Note: After creation, the User-Defined commands appear in the Event Selection dialog.
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Target Emulator Settings (SAS)
Click the Settings tab to display the Target Emulator Settings dialog.

F‘agesl Errar In\ectionl User Defined Commands  Settings | Nates I

 Media Setting

SAS Address [FO00E B50000001 00 [H] | | #werage Access Time: |1 [mz]

[D'ata Frame Papload Size : |1 024 Biytels] Number OF Areas: I‘I

Logical Block Size: 512 BEytels] Start Address | End Addiess | Area Type ‘
0 FrEfe Circular writable j

Linked Cammand Expired Time : |1 1l1] [miz]
ALIGNTransmission Period : |2U‘18 Dwword(s]

— Target Ermulator Part
Activate Device |1 limes
1. T1 ICustom... vl Speed Megotiation Setting
Period of activation|1000 ms

™ Activate smulator with old settings

Puoitz Configuration
Advanced

Figure 179. SAS: Target Emulator Settings Dialog

The Settings page opens with a default set of values, which you can modify. To return
to these values, click the Default Settings button.

Define the Target

Enter a SAS Address, Data Frame Payload Size, Logical Block Size, Linked
Command Expired Time, and ALIGN Transmission Period in the corresponding
text box.

Media Settings
Enter a value for Average Access Time to simulate Seek/Access time delay of a real
device.

Enter a Number of Writable Areas. Define a Start and an End Address, click the
down arrow under the Area Type, and choose Normal Writable, Circular Writable,
or Non-Writable.

Choose Target Emulator Port

Click a port option button, then click the Speed Negotiation Setting button (see
“Speed Negotiation Tab” on page 108). Select the port speed settings, all by default.
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Ports Configuration
Click the Ports Configuration button to display the Ports Configuration dialog.

Ports Configuration k x|

Devicel |
| 11471 | 12/12 | 1313 | 14/T4 |~
[] Target Ernulatar Target Ernulatar Target Ermulakor Target Ernulatar
[ Anakvzer Analyzer Target Emulator Target Emulator
[] Target Emulator Target Emulator Analkvzer Analyzer
[ AnakvzeriTarget Emulator Analyzer/Target Emulator
] AnakvzeriTarget Emulator #nalvzeriTarget Emulator LI

s |

Figure 180. SAS: Ports Configuration Dialog

Device Activation
Enter a number of times in the Activate Device field. Enter a Period of Activation.

You can Activate emulator with old settings.

Advanced Settings

Click the Advanced Button to display additional setting options. The dialog opens
displaying the OOB Signal Setting tab.

OOB Signal Setting
Edit the default values displayed in the white editable fields.

HAdvance Target Setting x|

OO Signal Setting | Time outs | Speed Negotiation Error |

| 00BType | Status | Idle Time (00BI) | Negation Time (DOBI)| Burst Time (00BI) | Count |
COMINIT ;Accepl L] 480 800 160 E

COMSAS Accept LJ 1440 2400 160 E

]Flesoiulion of dle Time, Negation Time and Burst Time are 20 O0BI

| 0K l Cancel

Figure 181. OOB Signal Setting Dialog
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Set Timeouts
Click the Timeouts tab to display the Timeouts setting dialog.

HAadvance Target Setting x|

DOB Signal Setting.  Time outs |

', ~00B Signal
Open Connection response timeout: (I[N ps Hot-Plug timeout: 500 e
Close Connection response timeout: |1 000 18 COMSAS detect timeout: |14 ps
Break Connection response timeout: |1 000 us
| : — Speed Negotiation
DONE timeout [1000 " ps . —
. by IW . RCOT timer: 00BI
o E SNLT timer: 153600  0OBI
" ]
ACK/NAK timeout | W s 6340 oos
: Receive |dentify timeout:  |1000 s

:

OK Cancel

Figure 182. Timeout Setting Dialog
Edit the default values displayed in the white editable fields and click OK.

Set Speed Negotiating error
Click the Speed Negotiation tab to display the Speed Negotiation dialog.
Advanced Initiator Setting |

Generall 00B Signal Settingl Time outs  Speed Negotiation |

— Speed Megotiation Error

— Speed Megotiation failure option:
[ 5A5 Speed negotiation failed after POWER OM
[ SAS5 Speed negotiation failed after HARD RESET
[~ 5A5 Speed negotiation failed after LINK RESET

Speed Weqatiation Failure Tupe
% 545 Do rot respond ifany speed

) 545 Do not respond ot ast window

— Synchronization failure option:

[~ 545 Synchronization failed after POWER ON
[~ 545 Synchronization failed after HARD RESET
[~ 545 Spncronization failed after LINK RESET

[~ Pause TRAIN scrambler on primitives

Set az factor_l,ll ] I Cancel I
Figure 183. Speed Negotiating Error Setting Dialog

Check a Speed Negotiation Error check box and choose a failure type by checking a
corresponding option button. Additionally, you can choose the
Synchronization failure option.
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Notes Tab

Click the Notes tab and enter a Project Name and a brief description of the
Target Emulation project (see “Add a Project Note” on page 70).

Run Target Emulation

=
Click the
to start emulation.

Activate Device button or select Project Setup > Active Device

Note: You can run the analyzer while device emulation is active to monitor bus traffic.
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Device Emulator Settings (SATA only)
Click the Settings tab to display the Device Emulator Settings dialog.

The Settings tab opens with a default set of values, which you can modify. To return to
these values, click the Default Settings button.

F’agesl Errar Iniectionl User Defined Commands  Settings | Nates |

— PH'Y /£ Link layer setting:  Media Setting
ALIGMT ransmission Period : a6 Dword(s) Average Access Time : |1 [ms)
Frirnitive Response Time out : |55DDD Drword(s) Mumber Of Areas: |1
Device send ALIGM Time : 110 I
Start Address | End Address | Area Type |
Delay between getting HOLD to Sending HOLDA |27 Diwfords ] FFif Circular Writable j
v CONT Usage
— General
[rata Frame Payload Size : I81 32 Eiytels)
— Target Emulatar Part Activate Device I‘I time:s
H1.D1 |3.D.-’1 BGbps 'l Period of activationl‘l aan ms
Ports configuration | [~ &ctivate emulator with old settings
Advanced |

Figure 184. SATA: Device Emulator Settings
PHY/Link layer settings

Enter values for Align Transmission Period, Primitive Response Timeout, and
Standby Timeout, Device send Align Time and Delay between getting HOLD to
Sending HOLDA and specify a delay. Check CONT usage.

Media Settings

Enter a value for Average Access time to simulate Seek/Access time delay of a real
device.

Enter a Number of Areas. Define a Start and an End Address, click the down arrow
under the Area Type and choose Normal Writable, Circular Writable, or Non

Writable.
Payload Size

Enter a value for Data Frame Payload Size in the General area.

Choose Target Emulator Port

Click a port option button and click the down arrow next to the Speed list box and
choose a port speed. Use the Speed Negotiation Setting button to open the dialog
(see “Speed Negotiation Tab” on page 108).

Note: If you have made some changes to a defined emulation and want to return to the
original definition, check the Activate the emulator with old settings.

Ports Configuration

Click the Ports Configuration button to display the Ports Configuration dialog (see
“Ports Configuration” on page 140).
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Activation
Enter number of times and period of activation.

Advanced Options
Click the Advanced button to display the OOB Signal Setting, Power Management
setting, Speed Negotiation, NCQ Command setting and Miscellaneous additional
setting dialogs.

OOB Signal Setting
Edit the default values displayed in the white editable fields.

Advance Target Setting

00B Signal Setting I Speed Negotiation' Power ManagernentSeLting' NCO Command Seuhgs] Miscellaneous Featuesl

1%

00B Type | Status | lIdle Time (O0BI) | Negation Time (0OBI) | Burst Time (ODBI) | Count |
COMINIT/RESET, Accept  +| 480 800 160 G
COMWAKE  Accept  +| 160 280 160 6

|Ftesnuion of Idle Time, Megation Time and Burst Time are 20 00BI

IV Asynchronous Signal Recovery O0B Retry Interval Time: | 10000 us

Figure 185. OOB Signal Setting Dialog
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Speed Negotiation

Click the Speed Negotiation tab to display the Speed Negotiation dialog. Specify
Speed Negotiating Failure Option(s) and a Speed Negotiation Failure Type

Advance Target Setting

Figure 186. Speed Negotiation Dialog
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Power Management Settings Tab

Advance Target Setting k |
QO0E Signal Settingl Speed Negotiation  Power Management Setting I MCQ Command Settingsl Mizcellaneous Featuresl

—Host initiated power management———— 1~ Device initiated power mahagement

To enable Device Initiated Power Management, Host shall issue a SET
FEATURE command with "Enable uze of SATA feature” and sub command
zpec =3

Report in |dentify page Suppaorted

For PMRED_P :
Response type: | PMACK, - Repart in |dentify page I Supported - l
Response delay |1 * 100 us Start when :
Minirurn nurmber of response primitives: |4 ¥ Standby timer enpiiss Slumber j'
[~ STAMDBY command i executed Slurnber 'I

[ Link layer remained in IDLE state more than 100 me | Partial YI

For PMRED_S :

Response type : IPMACK 'l
[~ Abandon request after 100 “100 us

Responze delap : I1 *100 us

Finimum number of respanse primitives: |4 Standhy timer interval I-I 000 &

[ wake up after IU i

QK I Cancel |

Figure 187. Power Management

1. Inthe Host Initialized Power Management area, choose whether to support
the report in the Identify page.

2. Specify the response type for PMREQ_P and PMREQ _S, the delay, and
Minimum Number of Response Primitives.

3. Inthe Device Initiated Power Management area choose whether to support
the report in the Identify page.

4. Define start event by choosing Standby timer expires, STANDBY command
executes, or Link layer remains in IDLE state more than [XXX] ms.

5. Specify time for Abandon request and Wake up after and enter the Standby
timer interval.
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Target and Device Emulation

NCQ Command Settings Tab

DOB Signal Seuingl Speed Negoliation' Power Management Setting  MCO Command Settings | Miscellaneous Features]

¥ Support NCO

Queue depth I32

—Iv Allow multiple command completion

tax time before sending SDB |D ms
tax number of command completions reported by one SDE |32

~ Command execution algarithm

" Random order, using simulated media access time

FIEG  order with constant delay for each command equal ta

—

s

€ LIFD order with marmum |atency equal to F .
T

[ ok | canca |

Figure 188. NCQ Commands
1. To enable NCQ commands, check Support NCQ and specify Queue depth.

2. Optionally check Allow multiple command completion and enter values for
Max time before sending SDP and Max number of command completions
reported by one SDB.
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Target and Device Emulation

Miscellaneous Features Tab

Advance Target Setting |

DOE Signal Setting | Speed Megatiation | Power Management Setting | MO Command Seftings  Miscellansous Featurss |
—¥ Support Asynchronous notification feature

To enable Asynchronous notification, Host shall izsue a SET FEATURE command with "Enable use of SATA feature™ and sub
cammand spec =5

Send Aspnchronous notification every I'IIJDDD ms M aximum number of tranzmitted Aspnchronous notifications I[I nifinite] vl
—I¥ SendBIST frame
[ielay before sending BIST FIS 100 me
BIST flag options :

[ T: BIST trarsmiting DWORDS | € Select from DataBlock I[Handom 1024] ﬂ
e Eia s & EnieData [oo000000 |, 00000000 [F Hes € sl
™ L BIST test patt = Test Patterr
sstpattem [T F % Select from [Data Block I j
R € Select fram file I I
IV Suppart smart feature set [~ Enable Transmit 55C [Spread Spectum Clocking)

Threshald exceeded |D g
[0 means never)

[ Enable smart zelf test
[ Enable eror logging

QK I Cancel

Figure 189. Miscellaneous Features

1. To enable Asynchronous notification, check the Support Asynchronous
notification feature and specify the Asynchronous natification interval and the
Maximum number of transmitted Asynchronous natifications.

2. To send a BIST frame, check Send BIST frame and enter a value for the Delay
before sending BIST FIS.

3. Choose BIST flag options.

Project Note

Click the Notes tab and enter a Project Name and a brief description of the Device
Emulation project (see “Add a Project Note” on page 70).

Run Device Emulation

)

Note: You can run the analyzer while device emulation is active to monitor bus traffic.

Click the | | Activate Device button to start emulation.
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Display Manipulation

Display Manipulation

Viewer Display

After data is captured (Recorded), the Viewer displays a sample file (.scs for SAS and
.sts for SATA) in Packet View:

Protocol Initistor Port (Hj Connection Rate Features (H) Initistor Connection Tag (H) Destination SAS Address (H)

Link Address Frame Type Initistor Port () | Connection Rate | Festures (M) | Intistor Connection Tag (H) | Destinstion S&S Address (H)
FRFF

Source SAS Address (H) Source Zone Graup (H) Pattrvay Blocked Court (H) Arbitration Wait Time (Hj More Compatible Features (H) CRC(H) Link Data (Hj =+

Input (H) ] |*  Mormal Output (Y [ | P Port (H) Protacel
: e g g o0 0010100000050 o 0 e iag Hormal Output
%ﬁr )

oo oo
H1 Link
1
E— tevrens
b a0 o1 o1 oo oo 0o

UI_I
11 5
li =)

Flgure 191 SATA: Packet View of .sts Sample File
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Display Manipulation

You can configure the data viewer display. Toolbars are available for quick access to
data viewer display features.

You can display the same data in:

e Column view, with transactions grouped for each active port
» Text view, with transactions grouped for each active port

» Spreadsheet view

» Histogram view

Note: You can change the view type when opening a sample by changing the default
workspace or by saving options in the Software Setting dialog.

Switching Views
To display the capture in any other available view, select from the View menu or from

the View Type toolbar.

Show/Hide Waveform View
Show/Hide Column View
Show/Hide Spreadsheet View

Show/Hide Text View g \
Show/Hide Packet Vi aarnle R ©
ow/Hide Packet View 4’“:;@%%““3%““’@‘
Show/Hide Statistical Report View 4f /

Show Hide Field List View
Show/Hide Histogram View
Compare Payloads

Figure 192. View Type Toolbar

After you select a view, it appears in a separate window. To increase the new window

display size, select View > Packet View or click the Show/Hide Packet

View button to hide the Packet View.

When scrolling through a window display using the scroll bar, the displays in the other
windows also scroll.

To rearrange the tiling, select the Window menu and choose Cascade, Tile Vertical,
or Tile Horizontal.
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Display Manipulation

Text View

Text View displays the captured data interpreted as transaction frames, grouped in
columns by port.

To display Text View, select View > Text View or click the button on the

View Type toolbar.

T1 T2

COMIRIT COMIMIT

COMIRIT COMIMIT

COMIRIT

COMIRIT

COMIMIT COMINIT

COMIRIT COMINMIT

COMIRIT

COMIRIT

COMIRIT COMIMIT

COMIRIT CORMINMIT

COMIRIT |

I B G
I I

COMIMIT |

nes
] |

U-:H Reg. 2| D-3H Reg. (FT554) ) [ |
| 36 |

PIO Setup (FIS 8F) | PIO Setup (FIS 8F1 | 3G |
Data FI5 (FI5 46) Data FI5 (FIS 461 | 3G |
] 36 ]

O-+H Reg. (FI% 3 O->H Reg. (FI5 341 | 3G |
| 36 |

D-*H Reg. (FI% 34) D-*H Reg. (FIS 240 | 3G |
] 36 ]

O-:H Reg. (FI5 34) O-*H Reg. (FIS 3491 | 3G |
| 36 |

D-*H Reg. (FI5 341 D-*H Reg. (FIS 341 | 3G |
| 36 |

O-*H Reg. (FI5 34) D-*H Reg. (FIS 340 | 3G |
] 36 ]

O->H Reg. (FIS 341 | | O->H Reg. (FI5 341 | 3G |
D-*H Reg. (FIS 341 | X D-HReg. (FI5 340 | 3G |

Figure 194. SATA: Text View
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Display Manipulation

Column View

Column View displays the captured data grouped in columns by port. Each row shows
captured DWORDs on different ports related to the timestamp. It also shows different
speed (1.5G, 3G, 6G) DWORDs. Different DWORD cell height shows the duration of
the DWORD.

To display Column View of the current capture, click View > Column View or click

the button on the View Type toolbar.

T | 3 | 14

00000000 | CMHEM | [ i o [ R

P i e i HHMH (SATA_R_RDY) __| HHHH

s R I i

b — L& = HHHH

@ W i RN | B oot o o |

I HRRA R KK (SATA_R_RDY) fi P
I HHEE '

! EEA [ 000
I R : ¥ B oot o o | .

: ot i T I SATA,_WTRM 0K (SATA_R_RDY) i .

Figure 195. SAS: Column View

[I=E:

g

| o

Figure 196. SATA: Column View

Resize Columns

You can resize the columns in Column View by clicking in the column boundary and
dragging the boundary to a new position.

Rearrange Columns
You can rearrange columns by left-clicking in the column title and then dragging the

drag-and-drop icon === to a new position.
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Customize Display

Rename Port

You can rename each port for easy identification. To rename a port, right-click the
port ID in Text View or Column View.

[ A ] ;
Rename title of port

T

Show
CONT _
] Hide:
W Apphy width to all columns
K Software Setting shift+5
M »
T Gako

Figure 197. Rename Port
Choose Rename title of port to open the Rename Title of Port dialog

Rename title of port | 5]

New Title : Ilniliator 1

| oK I Cancel

Figure 198. Rename Title of Port

Show/Hide Port

You can simplify the viewer display by hiding the captures of ports. All active ports are
highlighted on the Show/Hide Ports toolbar. Click a port button to hide the capture for
that port.

i 11|12 12|13 73| 14 T4

Figure 199 SAS: Show/Hide Ports Toolbar

JIH_||D_|| Hz D2 | Hz D3 | Hy Dx

Figure 200 SATA: Show/Hide Ports Toolbar

You can also show or hide a port by right-clicking a Port ID in Text View or
Column View and choosing Show or Hide (see Figure 197.)
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Show/Hide Field

Note:

Bookmark,

Show Field 4
Hide: Field

Copy Frame

Expand All

Goko Response

Sek Tirme Starmp Origin #

Calor
Gako 4

Bookmark,

Hide Field !

Copy Frame

Display Manipulation

You can simplify the Viewer display by hiding some fields. You can hide the Duration,
Relative Time, External Signals, and Packet number fields by right-clicking the
corresponding field title and choosing Hide Field.

Figure 201 Hide Field

To restore a field to the display, right-click a Port ID field and choose the hidden field
to restore.

External Signals
Skate

[rate

Reserved

Related Frames

Bookmark,

Show Field k
Hide Field

Format 3
Bwbe Crder 4

Copy Data
Copy Frame

Goko Response

Sek Time Stamp Crigin #

Calor
Goto 4

Figure 202 Show Field
Only the fields previously hidden appear in the restore list.

Right-click a Command frame for an SSP frame, or Register Device to Host for an
STP frame, to open a short-cut menu, then choose Goto Response to jump to the
corresponding Response frame in the viewer.

Figure 203 Goto Response
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Display Manipulation

Similarly, right-click a Response frame for an SSP Frame, or Register Device to
Host for an STP frame, to open a short-cut menu, then choose Goto Command to
jump to the corresponding Command frame in the viewer.

Bookmark,

Show Field 4
Hide Field

Set Tire Starmp Origin #

Color

Positian

Y Position
Packet Mo
Tirme Stamp
Bookmark
Eeqin

End

l%ure 204 Goto Command

Byte Order
You can change the byte order in fields marked by an arrow and other fields.
Right-click in the field, select Byte Order, and choose the ordering.

Bookmark,
Show Field 4
Hide: Field
Format 3

m Left Align (L5B<--=MSE)

& Right Align (MSE < =LSE)

Copry Data
Copy Frame

Goko Response

Set Time Stamp Crigin #

Color
Goka 3

Figure 205 Byte Order
Note: A blue arrow in the byte order field indicates that it has been changed.
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Choose Data Format

Display Manipulation

You can display data values either in hexadecimal (default) or binary. To choose data
format, right-click the mouse over a data field, and choose Format and the format.

Bookmark,

Show Field
Hide Field

Decimal

Bryte iger * @ Hexadecimal

Copy Daka

Binary

Goto Command

Set Time Stamp Origin #

Color

Figure 206 Format

Show All Data

To display all captured data, click the data expand toggle arrow in a data field, to
examine the data in detail.

Data expand toggle —\

100 00 00 00 00 00 00 00 00 00 0O 00 00 00 00 00

100 00 00 00 00 00 OO 00 0O 0O 0O 0O 0O 0O 0O 0O

100 00 00 00 00 00 00 00 0O 00 DO 00 0D 00 00 00

100 00 00 00 00 00 00 00 00 0D DD 00 0D 00 00 0O

$00 00 00 00 00 00 00 00 00 00 OO 00 00 00 00 00

100 00 00 00 00 00 00 00 00 0O 00 00 00 00 00 00

100 00 00 00 00 00 0O 00 0O 0O 0O 00 00 00 00 0O

| 0x08 DMA QUEED || 001 : Morm

£

Figure 207 Show All Data
You can expand or collapse all data fields globally. To expand all data fields,

right-click the mouse in a data field and choose Expand All.

Bookmark,

Show Field
Hide Field

Format
Bwbe Crder

y
Open as daka view

Set as Refrence Daka Pavload
Set as Second Data Pavioad

Copy Daka

Copy Command

Set Time Stamp Origin »

Color
Goto

3

Figure 208 Expand All
To collapse all fields, right-click the mouse in a data field and choose Collapse All.
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Display Manipulation

Field List View

Whenever an additional view (such as Text View) displays, you can display a
Field List View, which displays field information in a list format.

To open a Field List View of the current capture, select View > Field List View or click

the button on the View Type toolbar.
x| = o I -]
=
= W B a
O-:H Reg. —
Diagruostic: (D900 el
RIO Setup (FIS 5F) | Mormal Outpat = 010101 00000050
Data FI5 (FI5 46) D_lagnostlc Code = 01
I Signature = 0000000101
Phd Port = 0
Protocol = Dewice Diagnostic (0x05)
Status = Normal Output (Dx017
0-*H Reg. (F15 34 FI% Twpe = Register Host to Davice -
P!

D-#H Req. (FI5 34) D-:H Reg. (FI5 3 | 3G
" Set Features | | 30
D-#H Req. (FI5 34) D-:H Reg. (FI5 34| 3G
" Set Features | | 30
D-#H Req. (FI5 34) D-:H Reg. (FI5 34| 3G
" Set Features | | 30
D-:H Reg. (FI5 34 | D-:H Reg. (FI5 34 | 3G
X, DO-2H Reg (FIS 34) | D-:H Reg. (FI5 34) | 30

Ll Bl B P erer e i)

Figure 209 Field List View
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Display Manipulation

Spreadsheet View

Spreadsheet View displays all of the Packet View fields in a time sequential
spreadsheet format.

To display the Spreadsheet View of the current capture, click

i

View > Spreadsheet View or click the button on the View Type toolbar.

COMIMIT
T COMIMIT
COMIRIT
COMIRIT
COMIRIT
COMIRIT
COMIRIT

SR AIR T

T

Figure 210. SAS: Spreadsheet View

rame .0 ,;

4: 0-*H Reg.

FIS 5F: FIO Setup
FIS 46 Data FIS (612 bytes)

FI5 34: O-:H Reg.

Figure 211. SATA: Spreadsheet View
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Display Manipulation

Histogram View

The Histogram View displays a histogram of frame-type transfers.
To display the Histogram View of the current capture, click View > Histogram View or

click the —“ button on the View Type toolbar.

gl/i-'-' o Ence|  [E] Lo Defined Zoom: [B ]

o
4 | I}

Figure 212. Histogram View

I

Hide Frames
You can customize the histogram by including only frame types that you want.

To choose frame types to include in the display, click the down arrow on the Frame
button on the Histogram toolbar and check frame types:

STP Frame
STP Read Data
STR Write Data
5P Frame
55P Fead Data
5P write Data
SMP Frame
Address Frame

s
v
v
v
v
v
v

L

Figure 213. SAS: Histogram Frames

| FIS
v Read Data FIS
' \Write Daka FIS

Figure 214. SAS: Histogram Frames
Hide Error Frames

Frames with errors are displayed in red. To hide error frames from the histogram, click

the button.
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User Defined

Zoom

Display Manipulation

You can define additional items for inclusion in the Histogram by clicking the

[Z] User Defined |

button to open the User Defined dialog.

%]

~ [~ Primitive
[41P NORMAL =l

& 1ot Speciic Tio Type 0f Connections
O Uzed Only hside S5F &nd SHE Connections
! Used Inside STF Conhections

™ Dutside Connections

ak. I Cancel |

Figure 215. SAS: Histogram User Defined Dialog
You can include Primitive and/or Outside Connections frames.

Primitives

To include Primitives, check the Primitive check box, click the down arrow on the
Primitive list box, and choose a Primitive.

vl

- Primitive

[ 41P NORMAL

4IP RESERYED O

4IP RESERYED 1

4P RESERVED 2

4IP RESERYED WAITING OM PARTIAL
AP WAITING ON COMNECTION

m [&IP WAITING OM DEYICE

AP WAITING ON PARTIAL

ALIGM 0

ne I Meammal I

Figure 216. SAS: Choosing a Primitive

User Defined

[ Primitive

IErrnr

CONT
DMAT
EQF
HOLD
HOLDA

PMACE,
PN &K

Figure 217. SATA: Choosing a Primitive
Check a Connection Type option radio button, if available, and click OK.

You can Zoom from x1 to x256.
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Display Manipulation

Waveform Display

You can enable a waveform display for all active ports, and perform timing
measurements, by positioning timing cursors within the waveform display.

Select View > Wave Form View or click the I | Show/Hide Waveform button

on the View Type toolbar to enable the waveform display.

The Compact View shows the OOB Sequence with speed negotiation.

2% compact

T1

«l

@ COMINIT

COMSAS

Figure 218 SAS: Waveform View

COMSAS

SNW-1

v Compact

(E1EY

H1

D1

Making a timing Measurement
Timing measurements are made with two timing cursors T1 and T2. Click the

COMRESET

(CORINIT

c

OhdIMIT

COMINIT

Figure 219 SATA: Waveform View

COhduiiAKE

COMAKE

tl

left mouse button in the gray bar on the top of the waveform display at a point for the
T1 cursor, and the right mouse button at a point for the T2 cursor. The time difference
between the cursors is on a line connecting the two cursors.

=" Compact

H1

D1

=

24.800 [us)

=1

|»
Bl

b

Q?

COMRESET

COMWAKE

CORINIT

COMINIT

COMINIT

Figure 220 SATA: Timing Cursors Enabled
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Display Manipulation

Expanded Waveform View

To see a 10x time scale expansion of the waveform, uncheck the Compact View
checkbox in the Waveform View window. The OOB Sequence has speed negotiation
(Hardware version 4 or later).

EIII_Cumpal:l 4@ 8.680 [us] N
. _
2 150 N N

i 1 P

Figure 221 SATA: Expanded Waveform View
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Data View

To display data payloads, select View > Data View or click the
Show/Hide Compare 2 Data Payloads button on the View Type toolbar.

Compare Two Data Payloads

To compare two data payloads, select two different payload packets, one as
reference. Right-click a payload field in Packet View or a related frame in Text View or
Spreadsheet View to display a menu, then select Set As Reference Data Payload.

Bookmark.

Show Field 4
Hide Field

Farmat 3
Byke Order 3
Expand all

Cpen as data view

Set as Second Data Payload

Copy Data
Figure 222 Set As Reference Data Payload
Select a second data payload and select Set As Second Data Payload.

Then select View > Compare payload views or click the Show/Hide
Compare 2 Data Payloads button on the View Type toolbar.
x|
& Hew ¢ asci
Layer: Transport Layer: Transport
Packet Ho: 4 @ Packet Ho: 5 ,!5&9
QOOCOIDZLE £ f100A E534541£4147 QOoCoDooo 0 000D ooo0ooo0o000 i‘
OOOC41544520 53543933 36373031 QO0OC00000000 00000000 00000000
O0O1ES353Z0E0 Z0Z0Z020 3030303E O01E00000000 00000000 00000000
O0Z4334C4330 F04E4Z31 00000000 002400000000 00000000 Q0000000
Q0200000000 00000000 OCooOQO00 Q02C00000000 00000000 Q00O0O000
Q0200000000 00000000 Q00QO0O000 Q02C00000000 00000000 Q0QoOQOoon
O04E00000000 00000000 00000000 004200000000 00000000 00000000
Q05400000000 00000000 Q00000000 Q05400000000 00000000 Q00000000
OOGC0M3EF?0 PI7E6567 6874i2028 QOSC0M0O00000 00000000 OO0O(ooo0
OOGCE3Z9E2032 30303520 53656167 QO0SC00000000 00000000 Q00000000
OO7EE1T746520 4160 07200000000 0O00QOOQOOOOOO0O00
002400000000 00000000 OOOQOOQOOO
Q02000000000 00000000 00000000
QO2C00000000 00000000 Q00000000 ﬂ

Figure 223 Compare Data Payloads

Note: If you select reference and second data payloads, the Compare Payloads view is
active.
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Port Status

You can get an overview of the active ports by clicking the Port Status button at the
bottom right of the application window.

@ |

The Port Status displays the Port, Speed, and Analyzer.

In addition to displaying OOB, Link, Frame, and Error, a display showing the
% buffer full opens when a trigger occurs.

Port status E|

: Port iﬁpeedi Fl.;-_;:tiun| 00B i Li;lii_E_Flal'lﬂ Ermor | Triggeri Buffer indicator |
i = Rt L LA SR LS, ]

i T1 300G Exercizer @ @ A

il @ @ Pri e

Port status x|

Port |5peedl_ Fun-::tiunl 0oB | Link EFramel Error i Trigger| Buffer indicator |

1im @ & o o VIR
T'I 156G Exercizer o o o @ J %ﬁ

Part status

Port iﬁpeedi Fun-::tiun! 0o0B | Link |Frame! Error i Trigger| Buffer indicator |

- | @ e e
| 300G Ewxercizer
W ke @ @ 7

Figure 224 Port Status Window and Capturing Time

1. Pre-trig capturing (trig is 50%)

2. Trig point (shown by red bar; 36% pre trig was captured)

3. Post-trig capturing (50% post-trig was captured and capturing has stopped)

Note: If sample capture occurs with more than one unit active, additional Port Status
windows display.
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Toolbars

Enabling Tool Bars

To customize the Viewer Display workspace, you can enable and reposition the
available toolbars. To display or hide toolbars, select View > Toolbar, then check or
uncheck toolbars.

View  Configuration  Project Setup  Filkering  Report  Tools  Wwind
== Packet Yiew

% Columnn Vies

@ Text Yiew

|H Wave Farm Yiew

[ statistical Report Yiew

ﬁ [raba Yietw

B Feld List Yiew

ﬁ Spread Sheet View

|.|L|.l Histogram Yigw

T|:||:||b-5r

|7 Skatus Bar |7 Wigwer

|7 Cursar Pasition
B 5C51 5pec Assignment [

5 Wrap Fackets |7 Decode

Note Ta File Wp T
Full Screen [v  Wiewer Settin Unit2
ﬁ') Zaom In |7 View Type mits
}9 Zaarn ik Un!t4
"I" Lcbual Size - e

[k

Toolbars are:

e Main

* Viewer

e Cursor Position
 Layers
 Decode

e Channels (Unit 1, Unit2, and so on)
*  Viewer Setting
*  View Type

Once enabled, the toolbars can dock at the Viewer Display window or float on the
windows desktop.

Main Toolbar

See “SAS Software Menus and Toolbar” on page 22.

View Type Toolbar

See “Switching Views” on page 150.
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Viewer Toolbar

The Viewer toolbar allows searching, filtering, collapsing/expanding, and data
reporting.

|| B[R+ [ B0

H The Search button opens the search dialog (see “Search” on page 187).

The Filtering Setup button opens the Filter dialog (see “Filtering” on page 172)
and allows you to specify the criteria for filtering the result.

P

The Enable Disable Filtering button toggles the result between a filtered and
unfiltered view (see “Filtering” on page 172).

The Filter Idle button toggles the display to show/hide idle packets (see
“Filtering” on page 172).

L

The Expand/Collapse all Layers button expands or collapses Transport and
+ - Application layers to simplify results display.

The down arrow on the Go To button allows location of cursors or specific
packets: Trigger Position, X Position, Y Position, Packet Number, Timestamp,
Bookmark, Begin, and End.

a8

The Data Report button displays the data report.

B
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The SCSI Spec Assignment button displays the SCSI Spec Assignment dialog

for SAS
7 x
—Hash Destination 545 Address —SCSI Specs

(]0x0 a| || [MMC4aSPC3

D4CCBEAS, SBC2-SPC3
gic? i SMC2:SPC3

e SSC2-SPC3
[] 0=x405000
[]0=80C803
[10x3C880
[J0x3
[10x998877
[J0x40 |
[ Add to Assigned Lis I
~Assigned SCSI Specs -
| Hash Destination SAS Address | SCSISpec & f

0x0 SBC2SPC3 . Remove
OxCCBBAL SBC2-SPC3
0x778899 SBC2.SPC3
0%405000 SBC2-SPC3
0x80C803 SBC2:SPC3
MNu2raon CRIC2.CPC2 _|:,
4 > Remove All

[ox ]

Cancel |

It displays the ATAPI Assignment dialog for SATA.

ATAPI Assignment |

x|

ATAPI Assignment
& HME-4

15562

There is no ATAPI packet in sample.

i<

I | Cancel I
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Viewer Setting Toolbar

The Viewer Setting toolbar allows wrapping, zooming, and configuration

The Full Screen button on the Viewer Setting Toolbar increases the data display
area to the full screen.

The Zoom In button on the Viewer Setting Toolbar magnifies the data display
area on the screen. Clicking this button in Column or Text View increases
column width only.

The Zoom Out button on the Viewer Setting Toolbar scales the data display area
to display more data lines on the screen. Clicking this button in Column or Text
View decreases column width only.

The Normal Zoom button on the Viewer Setting Toolbar resets the zoom to
default normal on the screen. Clicking this button in Column or Text View resets
column width only.

The Wrap Packets button on the Viewer Toolbar wraps the packet data in the
display to eliminate the need for horizontal scrolling.

The View Setting button on the Viewer Setting Toolbar opens the
Sample Viewer Configuration dialog (see “Display Configuration” on page 192).

Cursor Position Status Bar

To display the cursor position status bar, select Toolbar > Cursor Position.

¥taY: 0ns | XtoT: Ons YtaT: Ons

Figure 225. Cursor Position Toolbar
See “Using the Cursors and Bookmarks” on page 183.
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Layers Toolbar (SAS)

The Layers toolbar shows or hides packet types.

Lk Tep Hpp - E} .

| Lnk The Show/Hide Link Packet button displays/hides the Link layer.
T The Show/Hide Transport Packet button on the Layers Toolbar displays/hides
P the Transport layer and below.

‘ ﬂPP F The Show/Hide All Commands Packet button shows/hides the Command layer
and all layers below: SCSI Cmd and Task Mng, SMP Cmd, and ATA Cmd.

[~ ® |

- v 5CSI Cmd and Task Mng Click the down arrow on the Show/Hide All Commands Packet button
to choose command types to show/hide.
v ATA Cmd

G} H The Order/Reorder button toggles the time order of packets.

@ The Pack/Unpack Repeated Primitives toggles packing repeated primitives in
one port.
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Layers Toolbar (SATA)

The Layers toolbar shows or hides packet types.

H| FI-.!:||FIE|I:F|I:I co E}

The Show/Hide Physical Packet button toggles the display of physical layer
FI-.H packets.

The Show/Hide FIS packet button toggles the display of FIS layer packets.
FIS When “OFF”, the FIS layer and its links are hidden.

The Show/Hide CMD packet button toggles the display of the CMD packets.

cmp When “ON”, only the command layer displays.
‘ CQ The Show/Hide Command Queue button displays queued commands.

G_} H The Order/Reorder toggles the time order of packets.
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Decode Toolbar

The Decode Toolbar controls encoding and scrambling features.

| 188 8B 52 kg D

| | 10P The 10B button displays the payload data as 10-bit encoded data.

The 8B button displays the payload as 8-bit scrambled or unscrambled data,
86 depending on the Scrambled setting.

SC The SC button selects scramble/unscramble for the 8-bit payload data.

To view corresponding Unscrambled and Scrambled payload data values
instantaneously, position the mouse pointer over a data field.

Running Disparity indication

| Sequence Start Time
1 | 773.000 (ns)

S| e | meks [ sl
K_RDY | ALIGN | == | Frsacessssa | ALIGN |->>-i---- |
xFROY | oo | | Acs798{Symbok - Da0010600407) | |
SCONTRNN] INEOUON| S s oo 207 g
WX (ed) | 0o () | | _ ESISCITTTT TR T
WHEH | R_an | caeard il STBASABADS | OO0 | —as
HHRK | R_RDY | | CRC | M !
K | CONT | | EOF | |=
HHHX (x3) J KX (3 | [ WTRM | |
SOF | WHRK | WIRM | OONT |
Figure 226 Payload Data Display
K The Symbol Notation button decodes the 8-bit or 10-bit encoded data in
f[_'. Column View.
‘ D ‘ The Show Data button displays the payload data values in Column View.
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Filtering

The Filtering menu and options allow you to modify data in the sample viewer display
to exclude packets with a set of user-defined patterns and show the results in all
views.

To set up filtering, you must have a viewer display open.
The Filtering menu has the options:

* Enable Filtering (see “Enable Filter” on page 182)
» Filtering (see “Filter Setup” on page 172)

* Link Layer (SAS)

» Transport Layer (SAS)

» Application Layer (SAS)

* Physical Layer (SATA)

* FIS Layer (SATA)

* Command Layer (SATA)

» Filter Idles (see “Filter Idle” on page 182)

Filter Setup

To display the Filter setup dialog, click the Filter button on the Viewer

toolbar or select Filtering > Filtering.

- Filter Optiohs
[C1Buz Condition (]| dertify
[+ Primitive [#]0pen

[wllncomplete Frames

Address Frames

[155P Frames

[15MP Frames

[15TP Framesz

[C15C5I Commands
[15MP Commands

1T ask Management Functions
[ 1AaTa Commands

[15C5] Command Status
[15ource SAS Address

[ 1Destination 545 Address
[C1Pair 545 Address

[ 1Protocal Emror

[1STF Part

[1Tag

[C1ATAPI SCSI Command
[ Miscelansous

Filter Type - 1
; ey I Filter Idle
Part || Filter Logic - .
°;_S - ('f' R I Muli Leved Fitering
Vil M2 Wiz P AND Rrelated It
S [ Use Pair 545 Addresses
VTl WT2WT13F 18 " 0OR
Reset Al ‘ Check Al ‘

[v Fiter descend packets if ascend packet is filtered.

Save... Load... ak Cancel
| | |

Figure 227 SAS: Filter Setup Dialog

172



Display Manipulation

Filter Options
1B us Conditian [“1Reqister Host to Device
ClIncomplete Frames [“1Register Device to Host
[0k, Activate
[ JATA Command [C1PID Setup
[ |Protocol Emor [1Dvata
[ |Port
[ IATAPN SCS1 Command
[ Mizcellaneous
Filter Type
* Hide  Show
[ Filter Idle
Ports Filtzr Logic
[« [7 L W H2 ¥ H4 " AMD Related tems
# 01 7 02 7 D2 ¥ D4  0R
Resetdll | Checkal |
Save... | Load... | ak | Cancel |

Figure 228 SATA: Filter Setup Dialog

You can select or deselect each of the items shown in the Filter Options window for
filtering, by checking or unchecking a corresponding check box. Items not in the
current sample are in shade.

Note 1 If you select a group, that also selects all child items.

Note 2 Only packets captured at run time are available for selection for filtering.

Filter Type

You can choose to show or hide the Filter Type items by checking the Show or Hide
option button.

Filtering Direction

You can select items for filtering in a single direction or both directions by checking the
corresponding Port. By default, all ports are enabled. Uncheck the port check boxes
for ports not to include in the filter.

Filter Idle

Depending on the Filter Type (Hide/Show), Idle packets in the Sample Viewer are
shown or hidden.

Save Filter Setup

After you have set up a Filter configuration, you can save it as an SAS Filter file (*sfl)
or SATA Filter file (*.tfl) by clicking Save. You can then use it on a different capture by
clicking Load in the Filter dialog.

Filter Logic

After you have set up Filter options, you can set filter logic to And Related Items to
apply “AND” logic on related selected options (for example, SCSI commands and SAS
Addresses) or OR to apply “OR” logic on all selected options.
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Display Manipulation

You can set up a filter in a sequential steps by Multi level filtering. In each level, you
can select specific items to “AND” to the previous level. The results of all levels show

in views.

= Filter Optiohs

[ 1B uz Condition

[ IPrimitive

[ IIncomplete Frames

[ &ddress Frames

[ 1SSP Frames

[ 1SMP Frames

[ 1STP Frames

[C1SCS| Commands

[C15MF Comriands

1T ask Management Functions
[C1&TA Commands

[15CS1 Command Status
1S ourze 545 dddress

[ 1D estination SAS Address

[ FProtocol Emor

[C1STP Port

[C1Tag

[ JaTAP SC5] Command
[ Mizcelaneous

Filter Type- )
& Hide: © Show [ Filter Idle
Parts

M W2 Wiz

VTl VT2 W13 [F 74

Fieset Al ] Check Al ‘

Save... | Load... |

OxE00E05E0000003C5--» DxE0006 2B 000001074
[]0x50060560000003C4--> 05000626 000001074
0007074

[]0x5000E 85000000001 --> 0-EJ4E 8E

[10x5000E 85000000001 --» 0x5000C5000071 030 91
[10x5000C5000071 03091 --» 0x5000E 85000000007
[10x5000C500001 03091 --» 0x600062B000001 074
[10x500062E 000001 07 4--» 0+50060560000003C5
[10x500062E 000001 074--» 0.5000C5000071 047B5
[10x500062E 000001 07 4--» 0.5000C500007 03051
[10x500062E 000001 07 4--» 0-50060560000003C4

i~ Filt ic: - | e
Fileer LUQ|C v bdulti Level Filterir g
™ AMND Felated [te Addresse
F 2 r“,. =2 Pair 545 resses
i 0OR

I¥ Filter descend packets if ascend packet is filkered.

Mext = | I

Cancel

Figure 229 First Level of Multilevel Filtering
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Filter
i~ Filter Options
1B us Conditian [w] [ rnquiry
C1Frimitive [1Read [10]
CIncomplete Frames [1Read Capacity [10]
[ &ddress Frames (vl rite (10]
]SSP Frames [Ihode Select [E]
[ 15MP Frames o E]
[ ISTP Frames [ 1R eport LLIMS

[T azk Management Functions
[#aTA Commands

[1SCSI Command Status
[CSource SAS Address

[0 estination SAS Address
[C1Pair 545 Address

[ IPratocal Emor

CaTAR SC5] Command
[Chizcellaneous

Filter Type - ! )
’75' Hide " Show | I Fiter Idie
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Figure 230 Second Level of Multilevel Filtering
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Filter
= Filter Options

1B us Conditian [w]Good
C1Frimitive [(1Check Condition
CIncomplete Frames [lIncomplete
[ J&ddress Frames
[1SSF Frames
[ 1SMP Frames
[C1STF Frames
[1SCS] Commands
[1SMF Commands
1T azk Management Functions
[1&TA Commands

Command Status
[Source SAS dddress
[0 estination SAS Address
[C1Pair 545 Address
[CIFrotocal Emor
STP Port
[T ag
CaTAR SC5] Command
[Chizcellaneous

|

Filter Type - |

& Hide " Show I Filter Id

Portz 1 Filter Logic -
|72 B ™ = A T e ™ AMD Felated |tems =
W Tl V1212 F T4 &+ OR
Resstdll | Checkal |

I¥ Filter descend packets if ascend packet is filkered.

Save... Load... Finish Cancel
| | l

Figure 231 Third Level of Multilevel Filtering

Filter descend packets by ascend packet

You can apply a filter on a descend packet if you check the Filter descend packet if
ascend packet is filtered option. If you uncheck this option, the software only filters
the filtered packet. For example, if this option is checked and any SCSI command is

selected, all transport and link packets of this command are filtered,. If you unchecked
this option, only selected SCSI commands are filtered.
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Selectable Filter Options for SAS

The SAS Filter Options are:
» Bus Condition
e Primitive
* Incomplete Frames
* Address Frames
* SSP Frames
* SMP Frames
e STP Frames
 SCSI Commands
» Task Management Functions
 ATA Commands
* SCSI Command Status (see “Filter Check Condition” below)
» Source SAS Address
» Destination SAS Address
» Pair SAS Address
» Protocol Error
e STP Port
» Tag (see “Filter by Tag Number” below)
» ATAPI SCSI Command
» Miscellaneous (see “Miscellaneous” below)

Bus Condition

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured Bus Conditions in the Sample Viewer.

Incomplete Frames

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
Incomplete Frames in the Sample Viewer.

ATA Command

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured ATA commands in the Sample Viewer.

Protocol Error

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured packets with the specified Protocol Errors in the Sample Viewer.

ATAPI SCSI Command

When selected, depending on the Filter Type, the Show/Hide selection shows or hides
ATAPI SCSI commands.
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Filter Check Condition

Checking the SCSI Command Status check box enables Check Condition for
filtering.

Fier x|
i~ Filter Options
[Bus Condition
[ |Primitive 1 or
[Jincomplete Frames [ Iincomplete

[ Address Frames

]SSP Frames

[ 1SMP Frames

[ |STP Frames

[1SCSI Commands

[ 1SMP Commands

1 Task Management Functions

A

[1Source SAS Address
| |Destination SAS Addiess
[ JProtacel Enor

[1STP Port

v|Tag
CJATAPY

[ IMiscellaneous

Filter Type: ;
@ Hide € Show | I Fiterldie

~Ports
Mn Viz Fi3 i
MVT1 12 V13 F 74

Reset &l Check &l
Save... I Load... I 0K I Cancel I

SCSI Command

Figure 232. SAS: Filter Check Condition

Filter by Tag Number

Checking the Tag check box displays tags available for filtering. Check the
corresponding check boxes for tags to filter.

x|

i~ Filter Option: =

(] wdition v 0x0 -
[ Primitive: ] 01
[ JIncomplete Frames (v 052
[ Address Frames V] 03
[ ISSP Frames /] O
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1SCSI Commands [w| 0xEB
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oA SCSI Comr 10185
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- Filter Type [ 0:50
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Figure 233. SAS: Filter by Tag Number
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Filter Miscellaneous

When you choose Miscellaneous, an additional dialog displays, allowing you to
specify the filtering of State Range and/or External Signal In

x|
— Filter Dptions R
o — Misc ltems
["]Bus Condition
[CJincomplete Frames IV State Range
(VIFIS From State: IU To State: IU
[T]ATA Command
[CPratocol Enor ¥ Extemal Signal In
SCSI Command Ext Signal In: I

[~ Filter Idle

— Poits
[V Hl ¥ H2 ¥ H3 ¥ H4
VDllvD2W D2 ¥ D4

Resstal | Checkan |

Save.. | Load. | oK | cancel

Figure 234. Filter State and/or External Signals
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Use Pair SAS Addresses

You can use all available pair SAS addresses (Source -> Destination) instead of using
SAS source and destination addresses. To enable the pair SAS address filter option,
check Use Pair SAS Addresses check box in the Filter dialog.

~ Filter Dptions

Filter Options
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Figure 235 SAS: SAS Address Filtering before and after Using Pair
SAS Addresses

Note: If you enable pair SAS addresses, the source/destination SAS addresses options are
disabled and filtering on them is ignored at filtering time. If you disable pair

SAS addresses, the pair SAS address option is disabled and filtering on it is ignored
at filtering time.
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Selectable Filter Options for SATA

The SATA filter options are:
e Bus Condition
* Incomplete Frames
e FIS
e ATA Command
e Protocol Error
e Port
e« ATAPI SCSI Command
e Miscellaneous
e Filter Idle

Bus Condition

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured Bus Conditions in the Sample Viewer.

Incomplete Frames

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
Incomplete Frames in the Sample Viewer.

FIS

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured FIS items in the Sample Viewer.

ATA Command

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured ATA commands in the Sample Viewer.

Protocol Error

When selected, depending on the Filter Type, the Hide/Show selection shows or hides
captured packets with the specified Protocol Errors in the Sample Viewer.

Port

When selected, depending on the Filter Type, the Show/Hide selection shows or hides
packet traffic for the selected port.

ATAPI SCSI Command

When selected, depending on the Filter Type, the Show/Hide selection shows or hides
ATAPI SCSI commands.

Miscellaneous

When you choose Miscellaneous, an additional dialog displays, allowing you to
specify the filtering of State Range and/or External Signal In (see “Filter
Miscellaneous” on page 179).
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Enable Filter

Filter Idle

Select Filtering > Enable Filtering or click the ’ - Filter Enable button on the
display menu bar to toggle between Filtered and Unfiltered display.

Depending on the Filter Type (Hide/Show), Idle packets in the Sample Viewer are
shown or hidden.

IDL
W

You can quickly filter idles by clicking the Filter Idle button. This button

toggles between Show and Hide items.
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Using the Cursors and Bookmarks

Cursors

The data viewer display incorporates three cursors labeled X, Y, and T. All cursors are
initially overlaid and positioned at location 0, which is the trigger position of the
display. The Trigger, or T, cursor is the measurement reference and is always at
location 0 in the display.

Positioning the X Cursor

To position the X-Cursor within the viewer data display, click the left mouse button in
the gray bar on the left side of the sample viewer next to the line in which to place the
cursor.

Positioning the Y Cursor

Note:

Time

To position the Y-cursor within the viewer data display, click the right mouse button in
the gray bar on the left side of the sample viewer next to the line in which to place the
cursor.

You can also left-click to set the X-cursor and right-click to set the Y cursor in the
Frame and Column View by clicking in the narrow strip on the very left side of a cell.
Similarly, you can set the cursors in the Waveform View by left and right clicking at the
beginning of a waveform.

Time differences between the cursors are displayed in the Cursor Position toolbar. To
display the cursor position toolbar, select Toolbar from the view menu and choose
Cursor Position.

¥taY: 0ns | XtoT: Ons } YtaT: Ons

Figure 236. Cursor Position Toolbar

Locate Cursors

To quickly locate any cursor within the data viewer display, click the Go To button and
choose the cursor to locate. You can also locate a cursor by selecting Go To from the
Edit menu and choosing the cursor to locate.

225

W Trigger Position
% Position

¥ Position
Packet Mo

Time Stamp

| Bookmark

| Begin

I End

Figure 237. Locate Cursor
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Bookmarks

Display Manipulation

To locate a timestamp, click the Go To button and choose Timestamp.

5l- o=
:lv  Trigger Position
X Position
Y Position
Packet No

Time Stamp
Bookmark
Beain

End

Figure 238. Time Stamp

Enter a time stamp value in the Go To Timestamp dialog and click OK.

Go To Time Stamp

(Efalvag (000 [<].000 [mz). 000 [ps

[~ Move ¥%-Cursor

1.000 [ng)

Cancel |

x|

Figure 239. Go to Ti

me Stamp

Bookmarks are a convenient way to mark a point in the data viewer display by name,
so that you can rapidly return to that point. To create a bookmark, right-click the
mouse in the data viewer area on a packet in which to place the bookmark.

Bookmark

Show Field
Hide Field

Goto Next Tag ES

Goto Previous Tag Shift+FS

Set Time Stamp Otigin

Color
Goto

»

Figure 240. Bookmark
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Click Bookmark from the fly out menu to open the Bookmark Comment Dialog.

x|
Bookmark Narme: |ATA Command
Baokmark Description:

V¥ Soit bookmarks by start time

Start Time | Poit | Laver | PacketNo. | Bookmark | Desciiption |
736.265.226 (ms)  HZ2 ATACmd. 5 ATA Command

2dd | Delete | GoTe | TimeDifference: 0

Savesstest |  Pint |

Close

Figure 241. Bookmark Dialog

Enter a description for the bookmark and click the Add button. Repeat for additional
bookmarks.

Note: Column View has a different bookmark mechanism than other views, and you can set
a bookmark on each DWORD in the view.

Finding a Bookmark
To find a bookmark in the data viewer display, right-click the mouse in the sample
viewer and select Bookmark.

x

Bookmark Name: |ATA Command

Bookmark Description:

¥ Sort bookmarks by start ime

Add | Delete | GoTo | Time Difference : O

Saveastest | Pint |

Close

Figure 242 Go To Bookmark Dialog Box
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Highlight the bookmark to which to go, then click the Go To button, or
double-click the selection.

Figure 243 Bookmark Found Example in Data Viewer Display

Bookmark Description

To get a quick description of a displayed bookmark, position the tool tip over a
bookmark. The name and description of the bookmark display.

Set Time Stamp Origin
Right-click in the sample viewer to open the fly out menu:

Bou:ulu'naék Dwutation

2760 (us)

Show Field L
Hide Field Burst Iclle
Format

Biwke Order * | Burst Iclle

Copy Data

Sek Time Stamp Crigin b R et 1Y
Trigger

ol
GDtDr - Current Pasition
é— Based on system time
—————

Figure 244 Bookmark Found Example in Data Viewer Display

Highlight Set Time Stamp Origin and choose either Absolute, Trigger, Current
Position, or Based on system time.
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Search

The Search menu and toolbar options permit you to examine any data capture file to
quickly locate the packet or data pattern.

To perform an initial search, select Edit > Search or click the Search button
to open the Search setup dialog (Figure 245).

Note: Only items captured in the sample file are enabled for search.
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Figure 245 SAS: Search Data Pattern
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Figure 246 Search Parameter Definition Dialog

You can continue to search the output file using Next Search (F3) or Previous
Search (F4) for the same pattern, until you redefine the data capture search
parameters.

Save Search Setup

After you have set up a Search configuration, you can save it as a SAS Search

configuration file (*.ssh) or a SATA Search configuration file (*.tsh) by clicking Save.

You can then use it on a different capture by clicking Load in the Search dialog.

Search Direction

Choose either Forward or Backward direction in which to perform the search.

Search From

Choose a starting point to begin or continue a search: Start of the sample file,
Trigger Pointer, X Pointer, Y Pointer, or Last Found.
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Search Logic

The default setting is Or Selected Items. With this setting, clicking Find Next locates
all selected items in turn. If you choose And Selected Items, you can set a logical
AND combination of items to find. Both options allow setting Advanced search
features.

Search For

Choose a category to search in the Search For window. Each of the search
categories offers additional choices in the Search Items window to refine the search.
Check items for the selected category.

Data Pattern

Search for Data Pattern allows you to search for a specific Data Type, Pattern, and
Length (see Figure 245).

» Data Pattern Only
» Data Payload Length Only
» Data Pattern and Data Payload Length

Advanced options

Some of the Search For categories offer advanced options for search. To set these
options, highlight the search item in a category and click the Advanced button to open
the Advanced options dialog.

5
[ Field ' Length | vake | |
] PM Por
ol
N
[] Status Lo
[ Status Hi

[] Enex
[ Shctive 31:0 32

00 W W = =

ggg.\_,_\,.q_“,x

ok | cance |

Figure 247 Advanced Options Dialog Example: Set Device Bits
Set the options and click OK.

Search Domain

Click the Domain button and choose a search domain from all ports or a specific port.

Protocol Error
You can refine the search to locate packets with an error or without an error.

Note: When searching for Protocol Errors in Column View, you cannot search for a specific
Protocol Error type. Search returns any protocol error.
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Search Sub Items

When searching SCSI Command Status, you can refine the search by selecting from
a list of Sub Items.

Note: Some of the search categories allow you to refine the search by specifying specific
SAS addresses and STP ports to search.

i
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' Trig-Pointer
" XPointer
" Y-Poirter
' LastFourd . . ' OR Selected ltems

— Search Logic
" AND Selected ltems

Resstal |  Save. | Load. | FindNet |  Concel | Domain<

Figure 248. Search Sub Items

When you check the SCSI Command Status, the Check Condition item appears in
the Search Items Window, if a check condition has occurred. Clicking this enables
Search Sub Items, allowing you to refine the search by specifying Sense Key, ASC,
and ASCQ.
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Search by Tag Number

To search by Tag Number, check the Tags box in the Search For window and then
check the Tag(s) for which to search in the Search Items window.

51
— Search Far —Search ltems — Search Sub ltems

r~ Search Domain
Ports

["|Data Pattem v 00 -
[(1Bus Condtion sl

(| Primnitive 02 Vi V2 Vi3I
["|Incomplete Frames V103

[ JAddress Frames 0% FTTFMT2VT13F T4
[1SSP Frames v 05
[1SMP Frames V0B

[CISTP Frames v0x68 Check Al I UnCheck Al ]
[715CSI Commands v 081 B =

[15MP Commands v10x82 —— Protocol

[ Task Management Function: | | [wi0x83 ¥ Packet with Enor

[]ATA Commands w1084 [V Packet without Eror
[]SCSI Command Status v 0x85
[]Source SAS Addiess w085
[1Destination SAS Address w1087

[ |Protocal Emor w088
v HIES v 089
["15CSI T ask Attribute v 0B,
[CJATAPI 5C51 Command w088
[ |Miscellaneous V108D
-~ Search Ditection——————— gjg
& Forward @0&531
" Backward 71032
V033
SeachFrom——— | |Zi0w4
' Start V1035
" TiigPointer %‘g 5 Looi
7 - Sparch
ol o= v » moos‘:e ted|
" -Painter 7/0x99 cied oy
e Faondt 094 ;I * DR Selected ltems
ResetAl | Save. | Lead. | [ Fingwewt | cancel Domain<< |

Figure 249. Search by Tag Number
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Display Configuration

The Analyzer ships with a default display configuration of field and viewer settings.
You can define your own field and viewer settings for a particular testing scenario.

Sample Viewer Configuration

The Sample Viewer Configuration dialog allows you to change the following display
settings:

Field settings

» Data format

» Field header text color

» Hide/Show field

Viewer Settings

* Change fonts

*  Wrap packets

* Time Stamp Origin

« Enable/Disable tool tip

Save Display Configurations in a file

Load Display Configuration settings from a file
Factory Setting (Restores Default Settings)
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To customize the display, click the @ Configuration button on the Viewer
toolbar, or select Configuration > Sample Viewer Configuration, to open the
Sample Viewer Configuration dialog.

Sample ¥iewer Configuration x|

— Field Setti o
- @ Link Fields S
- 5@ Idle Fields Format IHE:-:adeu:imaI VI
N | | [t
W visible

Tranzport Fields

ATA Crnd. Fields Bute Order IHight Align 'I

SCSI Crnd. Fields

SHP Crd. Fieldz — Field Header Setting

Tazk Mng. Fields  Name
[rata Fieldz o
[ueue Crnd Fields Idie Data f* Abbrivation

Phy Rezet Fieldz Faregraund | 3
Additional Fields

Frame Lizt/Spread Sheet Wiew
Higtogram

Ficeeeoeeseesese

— Yiewer Setting

v ‘“wiap Packet I'I g Long Field Byte Count

[+ Enable Toolip Fant |

— Time Starmp Origin
i+ Ahsolute = Trigger
= User Define {” Based On System Time

W Same color far start time and port

Save Load | Factory Setting | (] I Cancel

Figure 250 Sample Viewer Configuration
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Field Settings

To view a packet field, select a field from the packet field tree and check the Visible
box. Uncheck it to hide the field. To change the data format of a packet field, select
the field and choose a data format from the Format drop-down list.

x|
Cmd. Fields - B FIEId seumg
Opesation Code —1 | Farmat I "I
Mod
Mzdz I isitle
Reserved
Buffer ID
Buffer Offset ~ Field Header Setting
Parameter List Length = Hame

Allocation Length _ 7
Contral € Abbrivation

Prevent Foreground
Service Action

]
¢
P
®
L
®
¢
¢
¢
~®
@ Service Action
®
]
¢
¢
¢
®
®
[ ]
L]

: . — Viewer Setting
Service Action
SEOLCS et IV wispPacket [16  Long Field Byte Count
Service Action .
Service Action [v Enable Tooltip Font
Service Action - =
Restricted i~ Time Stamp Origin
Volume Number Ol i
by " User Define " Based On System Time

@ FistAttibute Identifier
_j_[ﬂtl 3 ¥ Same color for start time and port
Save | Load | Factory Setting | | oK I Cancel

Figure 251 SCSI Command Fields
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Color
To change the color of the text in a packet field header, select a field from the packet

field tree and click the Foreground button.

Basic colors:

Custom colors:

I ..
...

Define Custom Colors >> “

oK I Cancel |

Figure 252 Color
Choose an appropriate color and click OK.

Font
To change display fonts, click the Font button to open the Font dialog box.

Font: Font style:
@ [Regular
Arial Black —1 |ltalic
O Arial Narrow Bold
O Aiial Unicode MS Bold Italic
T Adistik
H AvantGarde Bk BT
B AvantGarde MdBT _'_I
[ s:;lllpl'w
AaBbYyIz
Script:
IWeslern |

Figure 253 Font
Choose the font, font style, and size, and click OK.
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Viewer Settings
Check the Wrap Packet box to enable the wrapping of packets in the display.
Check the Enable Tooltip box to enable tool tips for packet fields.

To change the length of long byte fields displayed, enter a number of bytes to display
in the Long Field Byte Count size box.

Check Absolute Trig to display trigger in real time. If left unchecked, the trigger
position is t=0 with samples before trigger shown as a (-) number and after trigger as a
(+) number.

When finished, click OK to save changes and close the Display Configuration dialog.

Save/Load Settings

You can save the customized configuration settings in a *.cfg file by clicking the Save
button and completing the Save As procedure. To load a previously saved
configuration file, click Load and choose an appropriate file.
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Set Port Alias

Port Alias allows you to assign a meaningful name to each port to assist in interpreting
the results displayed in the sample view.

To assign port names in an open sample view, select
Configuration > Set Port Alias.

X
Ports Mew port name
T1
11 ||1
T2 |T2
12 chng 12
T3 |T3
2 ||3
T4 |T4
4 ||4
Set Ag Defaultl ITI Cancel

Figure 254 SAS: Assign Port Alias

Assign a meaningful name to each port in use and click OK. The assigned names
replace the port numbers in the sample view.

If you elect to save the capture sample file, the assigned port names are saved
together with the result, so that when you open the sample file later, the assigned
names are retained.

Set As Default

If you want to set these port aliases for sample files that will be captured later, you can
set them as default, and new samples will be opened by these default port aliases.
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SAS Address Alias

SAS Address Alias allows you to assign a meaningful name to each SAS address to
assist in interpreting the results displayed in the sample view. To assign SAS address
names in an open sample view, select Configuration > Set SAS Address Alias.

| SAS Adress Alias @

SAS Address . HasH Addless i Alias Name
500062E000001074 FFFF54 Intrazever
S00E0560000003C4 HB2525 Metwork, toolz 1
RO00E 85000000007 LB182F Catalyst
BO0E05E0000003CE B00z52 Metwark taals 2
S000C500001 047B5 CCADIC Seagate 1
S000C500001030 91 ESAEDS Seagate 2

W Apply alias o all view SettsDefault I Cancel ‘

Figure 255 SAS: Assign SAS Address Alias

Assign a meaningful name to each SAS address in use and click OK. The assigned
names replace the SAS address in the sample view, Search, filter,. and Statistical
report.

= Input (H)

ks Mormal Qutput (H) ATS Command Data | 2045 Bytes

E Source SAS Address (H) | Destination SAS Address (H) Command
s [=
2500000400328ESB0400004000 0 3 2
P Port (H) Protocol Status i
Filter ]

- Search For Search ltems Filter Options-
[1Data Pattern [lrtrasever 1B us Condition [_IMetwark tools 2->Intrasever
(1B uz Condition [INetwark tooks 1 [1Primitive [Metwark tools 1> Intrasever
[ IPrimitive [ICatalyst [Cincomplste Frames [1Seagate 1--3Intrasever
[CIncomplete Frames [INetwark tools 2 [ lAddress Frames [ ICatalyst->Seagate 2
[JAddress Frames [5eagate 1 [155P Frames [ICatalyst-» 0F QAEBE
[1SSF Frames []Seagate 2 [C1SMP Frames [(1Seagate 2-->Catalyst
[1SMP Frames [15TF Frames [15eagate 2-»Intrasever
[C1STP Frames [15C51 Commands [Intraseser—>Network tooks 2
[_]15CS1 Commands [15MP Cammands [ntrasever-->Metwark toals 1
[ 15SMP Commands [1T ask Management Functions [CIntiasever->Seagate 2
[(1T &sk Management Functiar [JATA Commanids [intrasever—>Seagate 1
[ ]&TA Commands [15CSI Command Status
[15CSI Command Status 15 ource 545 Address

Soul [CIDestination SAS Addiess

Figure 256 SAS: SAS Address Alias

If you elect to save the captured sample file, the assigned SAS address names are
saved together with the result, so that when you open the sample file later, the
assigned names are retained.

Set As Default

If you want to set these SAS address aliases for sample files that will be captured
later, you can set them as default, and new samples will be opened by these default
SAS address aliases.
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Tx Vout

The analyzer incorporates the ability to select TX Vout for the transmitter on each port.
Selecting TX Vout increases the output voltage swing above the nominal value, for
test and characterization purposes. This feature is also useful to compensate for line
loss when driving long cables.

To select TX Vout, select Configuration > Tx Vout & Preemphasis to display the
Rx/Tx Settings dialog:

x
Unitl |
r— Input zignal equalization — Output pre-emphasiz
Port Shart time constant [2 GHz) : 2dB v r~ Output Pre Long
Medium time constant (200 kHz) | OFF - Pre-emphazis level . |OFF =~
|T22 Long time constant [300MHz): |4 48 - Pre-emphasiz decay IEDD a3 "I
|-|-33 — Dutput Pre Shart
14 Output power lewel IBDD iy "I .
T4 Pre-emphasiz level : |3 dB hd
Loss of signal : |130 . vl Pre-emphasiz decay |2DD ps "I

ak I Cancel |

Figure 257 Choose Port for TX Vout
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Software Settings
Software Settings allow you to define template files for new Analyzer projects, to
specify how sample files appear when opened, and to set ATAPI Spec Assignment.

To perform software settings in an open sample view, select
Configuration > Software Settings.

Software Settings x|
Pathz

|Jzer Path C:hDocuments and SettingshBillsD

— Template Filez

[~ Protocol Analpzer ; |

[~ Mew Protocol Analvzer Project in Advanced Mode

Default Woaorkspace ; IE:\Documents and SettingshBil\DesktophSAS_Tahoe_Beta 1.00.002085pstemiPrel efinedViwior. |

ol e [~ The cancel button kills uploadinglestracting sample files
Look fike CATLC wi
B Lol ) e . i MCA Commands Time out Threshald : |1 ana uz
[ Cloze previous sample file when new sample file opens
™ Create statistical repert read/write page bl awirum Murmber of Uploader Threads: IB

v Display pre-filtered cellz as blanks in column wiew

¥ Feverse Link Data ATAP Spec Aszsignment : IMMCB.SPH vI
[ Pack Repeated Primitives SCSI Spec Assignment:  |SBC3SPCA =

Colurnn Yiew Packet Size:  |500000 [Frows] — Inter Process Synchronizations
Column Yiew Memom Size: 3375 KB

[ Cross Triggering [ Connected by external out/in cable

— Spread Sheet Color Setting — Field list settings
% Based on Cell Type :
Payload field length |2EI Bytes
) Based on Pt No. | ¥ Show Fisld Li hedded in frame/spreadsheet vi
[
£ Based on Read/wiite Command Type ow Field List as embedded in frame/spreadsheet views
™ Based on Specific Command Type I [ Show Field List in calumin wigw
-~ Spread Sheet — Update Field List based on :iaie of fran:e fields list —
¥ Fepeat decoded command in frame column % Test View ~ Arar;lspu_:.r
ication
¥ Decode COE of Commands {~ Spread Sheet View & Bplt:h
+ Bo

— Open Sample File [n
" Default Workspace

1 dnchar the Selection bar
I™ | Sebthe Anchor row as syne, point

Az Previously Saved

Set as factor_l,ll QK I Cancel

Figure 258. SAS: Software Settings Dialog
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Software Settings k

— Paths

User Path : C:%Documents and SettingsiBillsD esk

— Template Filez

™ Protocol Analyzer ; |

[~ Mew Protocol &nalvzer Project in &dvanced Mode

Default Workspace : IE:'\Documents and SettingshBilD esktophSATA_Tahoe_Beta_1.00.002085pstembPrelefinedy’ |

[ oemigls [T The cancel button kills uploadinglestracting sample files
Laok like CATLC wi
B Lo ) Hiew . ' MCE Commands Time out Threshold ; |1 oo us
[ Cloze previous sample file when new sample file opens
[ Create statistical report readwiite page b aximum Humber of Uploader Threads: Ig

Iw Display pre-filtered cells as blanks in colurmn wiew

[~ Reverse Link Data ATAP Spec Assignment IMMEE-SF‘Ed "I

Column View Packet Size:  |500000 [Fows)
Column Yiew Memom Size: 9375 KB

— Spread Sheet Color Setting — Field list settings
%" Based on Cell Type Pavload field length |2I:| Bytes
¢ Basedan Part . | ¥ Show Field List as embedded in frame/spreadshest vi
v
¢ Based on Read/wiite Command Type ow Field List as embedded in frame/spreadsheet views
" Based on Specific Command Type I I Show Field List in calumn view
~ Gpread Shest — Update Field List based on (hlo?:-e of fran:e fields list —
¥ Repeat decoded cormmand in frame column % Tent View - ﬁrar:.spu.:.r
iz-ation
¥ Decode COB af Commands " Spread Sheet View o
' Bath
—Open Sample File In T Anchar the Selection bar
& Default Warkspace ™| Set the &nchor raw as syne. point
" A Previously 5 aved

Set as fau:tor_l,ll QK I Cancel

Figure 259. SATA: Software Settings Dialog
Set the options and click OK.
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Floating License

The Floating License dialog displays the available functionality by Function,
Total Ports, Assigned To ports, and Not Used. It also displays the

Current License Configuration by License Type, Serial Number, Analyzer,
Device Emulator, Host Emulator, and Infusion.

x

Available Functionality by Setup and Licensed Features:

Function | Total Ports | Assigned To Ports | Mot Used |
Izl Analyzer 1] ] ]
B3 Cevice Emulator i] 0 0
i Host Emulator ] 0 ]
[Tl Infusion ] 0 ]
Current License Configuration:
Type Serial Num | Analyzer | Device Emulator | Host Emulator | Infusion |
Simulation 5H; 00 = - |3 - M= e -/m - -

Default Licenses
s
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External Trig Setting

The External Trig Setting dialog displays the External Trig Out Setting and
External Trig In Setting as High Active, Low Active, or Toggle.

External Trig Setting k x|
—External Trig Qut Setting External Trig In Twpe

Type {* High Ackive
%" High Active W (L R
™ Low Active ~
i~ Toggle Teutls

External Trigout pulse width I 1 ¥ B6 N5
Cancel | (0] 4 I

Figure 260. External Trigger Setting Dialog

To display the External Trig Setting dialog, select
Configuration > External Trig Setting.

External Trig Out Setting
The Analyzer can send a Low or High external signal anytime a trigger occurs. Select
the External Trig Out Setting: High Active, Low Active, or Toggle from High to Low or
Low to High once (3.3 V output).

Enter the External TrigOut pulse width.

External Trig In Setting
An external Low or High input signal can cause triggering. Select the
External Trig In Setting: High Active, Low Active, or Toggle from High to Low or Low to
High once (3.3 V output).

Update STX Board Interface

The Update STX Board Interface dialog allows you to update the
STX Board Interface.

Update Sierra Device

The Update Sierra Device dialog allows you to update the Sierra M6-4 Analyzer.
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USB IP Setup

If you are connected to a device using USB, you can use IP_SETUP to change the IP
settings:

» DHCP automatically assigns an IP address. DHCP is the default.
 Static IP prompts you to enter a specific IP address.

To change from DHCP to Static IP while connected to a device using USB:
1. Select Configuration > Setup IP from the menu bar.

JE LeC roy SAS Protocol Suite - [SASProtocolAnalyzer1]

'@' File Miew Edit Configuration  Project Setup Tools  ‘Window Help

= EHE @ & patablock 8 | &

TxWout & Preemphasis

Trigger | 5
Capture 11109 ]5 Software Settings

o Don't care (Shal

" ManualTrig | Update Sierra Device, ..
" Pattemn Setup [P
Parameters

Figure 261 Configuration Menu with Setup IP Command

Note: If you are not connected to the device using USB, the Configuration menu does
not have the Setup IP command.

The IP Setup dialog appears. For IP Mode, two radio buttons are available:
Static IP and DHCP. DHCP is the default.

IP Setup [X]

IP Mode

f* Static IP " DHCP

I
Skatic IP Address: I 172 . 16 . 130 . 41 i

| 3
-

Subnet Mask: | 0w B ol o 8

Reset I Ipdate

Figure 262 IP Setup Dialog
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2. To change to Static IP, click the Static IP radio button.
Enter the Static IP Address.
Enter the Subnet Mask.
Click Update.
The system displays a warning message.

Warning

"': If vou don't enter data properly this update causes problem in connecting to board,
Blso program will be terminated after update Autamatically,

Are you sure bo continue?

Yes Mo

Reset | IJpdate

Figure 263 Warning Message
Click Yes to get a success message.

~IF Mode

SAS X

": Ip setup done successFully, X

Software will be terminated Automatically.

Reset ‘ Ilpdate

Figure 264 SAS IP Setup Success Message
Click OK. The message closes and the device resets.
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3. To change back to DHCP, in the IP setup dialog, click the DHCP radio button, then
click Update.

IF Mode -

£ Static IP e LHCP

Static IP Address: ]

Subniet Mask: I

Reset I |Ipdate

Figure 265 SAS IP Setup Success Message
After you see the Warning Message, click Yes

After you see the Success Message, click OK.

Note: You can also click Reset.
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User-Defined Decoding

User-defined decoding allows you to create a definition file to interpret commands and
frames that are not in the standard set recognized by the software.

Select Configuration > User Defined Decoding to open the User Defined Decoding
dialog.

User Defined Detndi*g x|

I™ 551 Commands] |
™ ATA Commandls) |
™ SSPFramels) |
I STPFemels) |
I SMPFamels |

1] )

Figure 266. SAS: User Defined Decoding
SAS vs. SATA: SAS adds SCSI Commands, SSP Frames, and SMP Frames.

Check ATA Commands and/or STP frames. Click the ellipses next to a command
type text box to display the Open dialog. Choose an appropriate script file and click

Open.
open 2|
Look in: ID User Define Decoding Script El & ﬁ: Ef~
_“2 ATA Command, asl
DF15.asl
File name: | T
Files of type: IDeconding Sciipt Files for ATA Command(s] | Cancel |/
Z

Figure 267 Choosing a Script File

207



Statistical Report

Statistical Report

Whenever a captured sample is in the Sample Viewer, a Statistical Report selection
in the Report menu and a Statistical Report Button on the viewer toolbar are
enabled. You can create a Statistical Report for the entire capture or select a portion

of it.
To display a Statistical Report, click the . Statistical Report button on the
viewer toolbar or select Report > Statistical Report to display the

Select Statistical Report Range dialog.

Select Statistical Report Range x|

+ AllSamples

€ Fiom [T-Cusor  >|To[T-Cusar 7]

" From ]Sequence jNo |1 To |Sequence LlNuI1

Cancel |

Figure 268 Statistical Report Range Dialog

The default statistical report has All Samples. You can set a specific Statistical report
range between defined cursor positions or events.

Report between Cursors

Click the option button next to the From cursor selection drop down list. Then click the
From down arrow and choose the 1st cursor, click the To down arrow to choose the
2nd cursor, and click OK. The resulting report has only the capture between the
cursors.

@ From [XCusor  ~|To|T-Cusar ¥

v | No MEEEER:

Figure 269 Report between Cursors
Report between Events

" From

Sequence

Click the option button next to the From the event selection dropdown list, click the
From down arrow to choose the 1st event, then enter the number of its occurrence.
Next click the To down arrow to choose the 2nd event, then enter the number of its
occurrence.

% From |Link jNo |1 To lLink jNoI‘I

‘ETSA Crmd. OK I Cancel |

Phy Reset

Figure 270 SATA: Report between Events
Click OK. The resulting report are limited to the capture between the defined events.

SAS vs. SATA: SAS adds Transport, SCSI Cmd, SMP Cmd, and Task Mng to the
drop-down list and deletes FIS and Phy Reset.
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Statistical Report Content

SAS: A complete SAS statistical report consists of the following reports, accessed by
clicking the corresponding tab in the dialog:

 General

» Bus Condition

e Primitive

e SSP Transport

* SMP Transport

e STP Transport

e ATA Command

e SCSI Command

e SMP Command

* Task Command

» SAS Address

* Read/Write Command

»  Protocol Error

* Performance

e Lanes

e Others
SATA: A complete SATA statistical report consists of the following reports, accessed
by clicking the corresponding tab in the dialog:

 General

* Bus Condition
e Primitive

« FIS

e« ATA Command
e« ATAPI Command
 Read/Write Command
*  Protocol Error
e Performance
e Others
* PM Statistic
 PM Performance
Note: Results are displayed only for items that have been captured in the sample.

Report Options

Some report categories offer options to display only specific items.These report
categories incorporate drop-down list boxes offering pre-defined and custom options.
For details see “Formatting the Statistical Report View” on page 226.
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Statistical Report

To display the General Report, click the General tab. The General Report displays the
report data in columns with the following information:

Type

Direction

Duration

Count (number of occurrences)
% of total count

EF IR Mo
General | Pn'mitivel Bus Cunditinnl FIS ] ATA Command[ Read/Wiite Command Perfurmancel Ulhersl
Type Direction Duration Count %
all - al [« all - al e
FIS H-=D 9,191 89358 ms 1748 29.70
FIS D-=>H 122,484 352 11 ms 4054 65.85
Bus Condition H-»D 62,213 333 13 us 32 0.54
Bus Condition D->H 93,506 663 09 us 92 0,85
0.13183196 SE686 100,00

Figure 271 General Statistical Report

Primitive Report

To display the Primitive Report, click the Primitive tab. The Primitive Report displays
information in the following columns:

Primitive

Direction

Count (number of occurrences)
% of total count

ECE R o
General Frimitive IBus Condition | FIS | ATA Command | Read/Wiite Command | Performance | Others |
Primitive Direction Count o
Al |w Al |« Al |-
CONT H->D 1748 2.99
CONT D->H 4054 6.95
ECF H-=D 1748 2.99
EOF D-=>H 4054 5.95
HOLD H->D 415 0.71
HOLD D->H 887 1.52
HOLDA H-=D 415 0.71
Figure 272 Primitive Report
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Bus Condition Report

To display the Bus Condition Report, click the Bus Condition tab. The Bus Condition
Report displays information in the following columns.

» Bus Condition

» Direction

e Count (number of occurrences)

* % of total count

EFE L IE e
General | Primitive Bus Condition I FIS | ATA Command | ReadWirite Command | Performance | Others |
Bus Condition Direction Counk %o
Al L d Al |- Al |- -
Keep Alive Activity H->D i 1.19
Activity On H-=D 12 14,29
Activity On D-=H 12 14,29
COMINIT/COMRESET H-=D 1 1.19
COMINIT/COMRESET D-=H 28 33.33
COMWAKE H-=D 12 14.29
COMWAKE D-=H 12 14.29
COMSAS H-=D 6 7.14
84 100.00

Figure 273 Bus Condition Report

ATA Command Report View

To display the ATA Command Report, click the ATA Command tab. The ATA
Command Report displays information in the following columns:

e Command

e  PM Port

» Direction

*  Number of FIS

» Payload Size (Dwords)

e Status
* Timeout
e Duration

e Count (number of occurrences)
* 9% of total count

J@%|§&|%1“|-’I 1 Move [#-Cursor ¥
General | Primitive | Bus Condition | FIS ~ ATA Commend |F|ae:l'w|ia Command | Ferformance | Others |
Command | i Port ‘ Direction ‘ Humber of FIS I Payload Size | Status I Duration | Count: | % |
All -~ | = ] al A [+ a =] al = &= - |
Read DMA Ext o H->D 3 2043 Mormal Output 37.73333359 us 415 31,13
‘Wirite DMA Ext o H->D 4 2048 Mormal Output 1713333321 s 179 13.43
Wrike FPDMA Queued 0 H-=0 B 2045 Mormal Output 26.13333321 us 236 17.70
Read FPDMA Queued o H-=D 5 2043 Mormal Output 32,106 665 56 us 470 35.26
Identify Device o H->D 3 s1z Mormal Output 30.746 667 86 us 3 0.23
Check Power Mode 0 H-=D 2 1] hormal Cukput 6,826 666 83 us 3 0.23
Execute Device Diagnostic o H-=D 2 o Normal Output 6.693 33363 us 3 0.23
Flush Cache o H->D 2 o harrmal Outout 6,746 666 31 us 1 0.75

Figure 274 SATA: ATA Command Report
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Protocol Error Report

To display the Protocol Error Report, click the Protocol Error tab.The Protocol Error
Report displays the report data in columns with the following information:

e Protocol Error
e Direction

e Count

% of count

General | Primitive | SSP Transpoit | SMP Transport | STP Transport | ATA Command | 5C5I Command | SMP Command | Task Command | SAS Address P 1| Performance | Lanes | Others |

[ ProtocolError | Direction | Count | % ]
a o] -

Code Violation ==
CRC Error I->T 1 50.00
100.00

2
Figure 275 SAS: Protocol Error Report

Others Report View

To display the Others Report view, click the Others tab. The Others Report view
displays information in the following columns:

e |tems
 Idle No

» Payload Size

e Sample Time

« Idle (Initiator)

* Idle (Target)

*  SSP Bus Utilization
*  SMP Bus Utilization
e  STP Bus Utilization

* Report
e Count/Time
EFIEC R e Mo
Gene;all Plimitive] Bus Conditionl FIS | ATA l:ommand] Read/white Command | Performance Others |
Items Report
Idle No 0
Payload Size 5327872
Sample Time 14,621 841 43 s
Idle Time(Host) 0.00000000 s
Idle Time{Device) 0.00000000 s
Reserved 0.000 00000 s

Figure 276 Others Report
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SSP Transport Report (SAS)

To display the SSP Transport Report, click the SSP Transport tab. The
SSP Transport Report displays the report data in columns with the following

information:
« Type
e Direction
e Duration
e Count

* 9% of count

Genelall Primitive w_ SMP Tlanspnlll STP Transpult] ATA Cornmand] SCS5I Command | SMP Command | Task. Commandl SAS Address] Pratocol Eror Pelformancel Lanesl Dlhejsl
I Type [ Direction [ Duration I Count [ o l
Al [+] Al [+] Al [~] Al =
765.000 000 00 us

Data T->1 151505339 ms 921 30,47
XFER_RDY T->1 17.280 000 69 us 229 7.58

Figure 277 SAS: SSP Transport Report

SMP Transport Report (SAS)

To display the SMP Transport Report, click the SMP Transport tab. The
SMP Transport Report displays the report data in columns with the following

information:
« Type
» Direction
e Duration
e Count

* 9% of count

General | Primitive | SSP Transport !

TP Tlanspuit' ATA CUmmand' SCSI Command | SMP Command | Task Command | SAS Address | Protocol Error | Performance | Lanes | Others |

| Type | Direction | Duration | Counk | Yo ‘
Al [+] Al T+] All [~] === ==
Request -3 25 50,00
Response T-=1 4.293 33353 us 25 50.00
0.00000627 S0 100.00

Figure 278 SAS: SMP Transport Report

213



Statistical Report

STP Transport Report (SAS)

To display the STP Transport Report, click the STP Transport tab. The
STP Transport Report displays the report data in columns with the following

information:
e FIS Type
e  PM Port
e Direction
e Duration
« Count

e 9% of count

General | Primitive | SSP Transport | SMP Transport | _I ATé Command | SCSI Command | SMP Command | Task Command | 548 Address | Protocol Enor | Performance | Lanes | Others |

I FIS Type | P Park | Direction | Duration | Counk | o |

Al Al [+] [~] Al

Register Host to Device 0 30
Reqgister Device to Host 0 T->1 352.640 014 65 us 300 30.06
DMA Activate 0 T-=I 102,239 997 86 us 95 9.52

Figure 279 SAS: STP Transport Report

SCSI Command Report (SAS)

To display the SCSI Command Report, click the SCSI Command tab.The
SCSI Command Report displays the report data in columns with the following
information:

+ Command

» Direction

*  Number of Transport
» Payload Size

e Status

» Task Attribute
e Duration

e Count

* 9% of count

Gmenall Pﬂmilivel SSP Tlampmll SMP Tlampalll STP Transpmt] ATA Command ' i a'ISMP Ccmmandl Task Eom'nandl SAS Addness] PmtcooIErmrl Per[ormancel Lanesl Dlheul

I Command I Direction | Mumber OF Transport ‘ Payload Size | Status J Task Attribute [ Duration | Count I % J

A [+] - ] <] A [7] Al [7] =] &l [+]

Write10 > ] 5
Inquiry ->T 3 128 Good Simple 960,000 000 00 ns 1 0,02
Readl0 -»T 4 2048 Good Simple: 3.35139990 ms 447 65.33

Figure 280 SAS: SCSI Command Report
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SMP Command Report (SAS)

To display the SMP Command Report, click the SMP Command tab. The
SMP Command Report displays the report data in columns with the following

information:
e Function
e Function Result
e Direction
e Duration
e Count

* 9% of count

General | Primitive | SSP Tiansport | SMP Transport | STP Transport | ATA Command | SCSI Command SMP Cammand | Task Command || 45 Address | Protocal Enror | Performance | Lanes | Others

[ Function [ Function Result [ Direction | Duration [ Count ] % [
Al [~] All [~] Al
Report General SMP Function Accepted 6 6 4.00
Discover SMP Function Accepted I->T 99993 us 12 43.00
Report Phy Error Log SMP Function Accepted I-=T 2.559999 94 us 12 43.00
0.00000627 25 100.00

Figure 281 SAS: SMP Command Report

Task Command Report (SAS)

To display the Task Command Report, click the TASK Command tab. The
Task Command Report displays the report data in columns with the following

information:
* Function
e Status
» Direction
e Duration
e Count

* 9% of count

General | Primitive | SSP Transpott || SMP Transpott || STP Transport | ATA Command | SCSI Command | SMP Command | S Addiess | Protocol Enror | Performance | Lanes | Others |

| Function ] Status | Direction I Duration [ Count | Ve |

9 ns 100.00
0.00000043 1 100.00

Figure 282 SAS: TASK Command Report

SAS Address Report (SAS)

To display the SAS Address Report, click the SAS Address tab.The SAS Address
report displays the report data in columns with the following information:

* Source SAS Address

» Destination SAS Address

* Protocol Type

* Frame Type

Abort Task Good

*  Count
General | Primitive | SSP Transport | SMP Transport | STP Transport | ATA Command | SCSI Command | SMP Command | Task Command ~SAS Address | Protocol Enor | Performance | Lanes | Others |
| Source SAS Address | Destination SAS Address ‘ Protocol Type ‘ Frame Type | Count |
All n Al u All u All n Al n
S000626000001074
50060560000003C4 S00062B000001074 STP Register Device to Host 300
S000626000001074 S0060560000003C4 STP Register Host to Device 301

Figure 283 SAS: SAS Address Report

215



Statistical Report

Lanes Report (SAS)

To display the Lanes Report, click the Lanes tab. The Lanes Report displays the
report data in columns with the following information:

e Port

e Open Accept

* Open Reject

«  AIP Waiting on Con.
 Break

e« SCSI Command

e ATA Command

e SMP Command

e Out Standing Command
» Transfer Bytes

e Link Utilization

e Link Utilization %

General | Primitive | SSP Transport | SMP Transport | STP Transport | ATA Command | SCSI Command | SMP Command | Task Command | SAS Address | Protocol Errer | Performance: | L IDthelsI
Part [ Open Accept | Open Reject ‘ AIP Waiting on Con, | Break | SCSI Command | ATA Command ‘ SMP Command | Qut Standing Cmd ‘ Transfer Bytes ‘ Link Utilization | Link Utilizal
Al =] A =] A =] = Al =] Al =] Al =] Al =] Al |
I 9 0 0 a 6 0 0 1 0 4.293334 us 0.03
T1 7 0 0 1] [} 0 0 1] 172 5.360000 us 0.03
2 776 102 1) Q 700 300 25 2 661504 4.552893 ms 29,10

Figure 284 SAS Lanes Report

Read/Write Command Report (SAS)

To display the Read/Write Command Report, click the Read/Write Command tab.
You can enable or disable creation of this page under Software Settings (see
“Software Settings” on page 200). The Read/Write Command report displays the
report data in columns with the following information:

* Source SAS Address

» Destination SAS Address

* Protocol Type

» OpCode/Command

e Tag

- LBA

e Sector Count

» Xfer Length

» Payload Size

e Status

* Completion Time

» Performance

e Standard Deviation

* Count
Geneqal' Frimi!ive' S5P Tlmspon| SMP Tlar'aspmt] STP Transpurtl ATA Command' SCSI Comnmd' SHP Commarld] Task Command | SAS Addless' PrdoculElmrl Paﬂolmmce' Lanes[ 0thers|
[ Source SAS Address | Destination 5AS Address | Protocol Type | OpCode { Command | Tag I LBA [ Sector Count [ ¥fer Length [ Payload size | Status [ Completion T
- Al - Al il
500062B00D001074 50060560000003C4 Read DMA Ext Mormal Output | 26.8 74
S00062E000001074 5000CS0000104785 5P 0x182 Good 352, 2 6l
5000626000001074 5000CS0000104765 S5P Readl0 ox17C Ox1e65352 Ox4 2048 Good 14.481 957 00
500062B000001074 5000CS0000104765 5P Write10 0x176 Ux2a20685 Ox4 2098 Good 966,693 359 3

Figure 285 SAS: Read Write Command Report
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Read Write Command Report View (SATA)

To display the Read/Write Command Report view, click the Read/Write Command
tab. You can enable or disable creation of this page under Software Settings (see
page 200). The Read/Write Command Report view displays information in the
following columns:

e Time Stamp

e« OpCode/Command

« LBA

* Sector Count

» Payload size

» Status
* Completion Time
» Count
J HFH SR @ T 1 Move ]X—Eursor A
General | Primnitive I Bus Condition I FIS ] ATA Command ~ Readfwiite Command | Performance | Dthers]
Time Stamp OpCode / Command LEA Seckar Count Pavload size Status Completion Time Cour
all - All - All - All - all - all - Al - =5
7.086 733 ms Read DMA Ext 0x3e91089 x4 2048 Mormal Output 23.616 92047 ms 1
36.192 829 ms Read DMA Ext 0%2061be0 0x4 2048 Normal Output 24,622 430 39 ms 1
79.374 199 ms Read DMA Ext 0x20c03dd Ox4 2048 Marmal Output 5.868 81351 ms 1
§7.538 506 ms Read DMA Ext 0x32218f2 x4 2048 Normal Output 16,215 040 47 ms 1
103,870 239 ms Read DMA Ext 0x3a43e32 Ox4 2048 Mormal Output 18,062 20055 ms 1
122,003 601 ms Read DMA Ext 0x30F2949 0x4 2045 Normal Output 16,309 91936 ms 1
138.406 189 ms ‘Write DMA Ext 0x1dao01f Ox4 2048 Mormal Output 6,931 43988 ms 1
145,384 949 ms "Write DMA Ext 0x9873% Ox4 2048 Normal Output 7.563 37357 ms 1

Figure 286 SATA: Read Write Command Report

Performance Report View (SATA)

To display the Performance Report view, click the Performance tab. The
Performance Report view displays information in the following columns:

e Minimum Completion time
e Average Completion time
e Maximum Completion time
» Host Bus Utilization

» Device Bus Utilization

» Efficiency (%)

e Total Read (DWords)

» Total Read Duration

»  Total Write DWords

e Total Write Duration (time)
* Average Byte Per FIS

=@ e e I » [ Meve [%Cursor >

Genetal | Pimitive | Bus Condiion | FIS | ATA Command | ResdAwiite Command Perfomance | thers |
Min. Corrpl. Time || Avg. Compl. Tane | Max, Compl. Time | Host Bus Ubilization | Device Bus Ubilzation | Efficency | TotalRead |  TotalReadDuation | TotalWrike | Total Wirke Durakion | Avg. Byte Py
7637333579 us 14.374 306 68 ms 59.015 335 08 ms 919 ms 122.48 ms 1288 1814016 12135 ms 49020 10.16 ms 2041

Figure 287 SATA: Performance Report
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Performance Report (SAS)

To display the Performance Report, click the Performance tab.The Performance
report displays the report data in columns with the following information:

e Min. Compl. Time

* Avg. Compl. Time

« Max. Compl. Time

* Init. Bus Utilization

» Target Bus Utilization

« Efficiency

» Total Read CMD

» Total Read Duration

« Cmd Min. Read (MB/S)

« Cmd Avg. Read (MB/S)

« Cmd Max. Read (MB/S)

» Total Write Cmd

» Total Write (Bytes)

» Total Write Dur.

*  Cmd Min. Write (MB/S)

« Cmd Avg. Write (MB/S)
Cmd Max. Write (MB/S)

» Total Write Duration

* Avg. Byte per SSP Frame
* Avg, Byte Per STP Frame

Eenera\l Pnrmllve] SSP Transporll SMP Tlanspnnl STP Transpmt] ATA Ccmmandl SCSI Eommandl SMP Eommandl Task Eomrnand] SAS Add’essl Protocol Error  Performance lLanesl DIhets'

Min. Compl. Time I Avg, Compl, Time I Max. Compl. Time I Init, Bus Util I Target Bus Litil I Efficiency I Total Read Cmd I Total Read{Bytes)

69.293 334 96 us 10.442 747 12 ms 50.291 065 22 ms 4.66 ms 10.97 ms 43.57 659 1331728

Figure 288 SAS: Performance Report
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FIS Report View (SATA)

To display the FIS Report, click the FIS tab. The FIS Report view displays information

in the following columns:

* FIS Type
e PM Port
» Direction

e Duration time (accumulative)
e Count (number of occurrences)

* 9% of total count

Figure 289 SATA: FIS Report

219

J@@|§& h%|""‘*|*I 1 MoveF
General | Primitive | Bus Condition  FIS IATA Command | Read/Awrite Command | Performance | Others |
FIS Type PM Port Direction Duration Count o
Al - al |+ all all
Reqister Host to Device 1] H->D 695,826 660 16 us 1333 22,97
Register Device to Host 1] D->H 761,133 361 62 us 1332 22,96
Set Device Bits 0 D->H 487,066 680 91 us 706 12,17
DMA Activate 0 D->H 214,080 001 83 us 415 7.15
DMA Setup i} D-»H 574,346 679 69 us 706 12,17
PIO Setup 0 D-»H 8.426 667 21 us 5 0.09
Data 0 H->D 2,350 293 40 ms 415 7.15
Data 0 D->H 50.023 921 97 ms 890 15.34
0,05511509 5802 100.00
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PM Statistic Report (SATA)

To display the PM Statistic Report, click the PM Statistic tab. The PM Statistic Report
view displays information in the following columns:

* Request Type

* Request Port

* Response Type

* Response Time

* Request Entering Delay
* Response Entering Delay
»  Wakeup type

* Request DC Idle Time
 Response DC Idle Time
* Request Wakeup Time

* Response Wakeup Time
» Count

HFHESke T4 = of 1 PMREG_P FM Statistic Move [ Cusar =

Genelal] F‘lim\live1 Bus Eonditionl FIS I ATA Command} Fead/wiite Eommand] Protocal Error] Performance  PM Statistic 1 P F‘ellolmance] Dthers}

| Request Type | REC. Port ‘ Response Type | Response Time ‘ REQ. Entering Delay | RESP, Enteting Delay ‘ Wakeup Type | REQ, DiC Idle Time | RESP. DC Idle Time ‘ RE®). Wiaker

PMREQ P

Figure 290 SATA: PM Statistic Report'
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PM Performance Report (SATA)

To display the PM Performance Report, click the PM Performance tab. The
PM Performance Report view displays information in the following columns:

e Port

e Partial Request

» Partial ACKed

» Partial NACKed

e Slumber Request

e Slumber ACKed

e Slumber NACKed

* Percent of Ratio of the Partial Time to Slumber Time

* Percent of Ratio of the Partial Time to Total Time

» Percent of Ratio of the Slumber Time to Total Time

ek eti= Move |%-Cursar =

Gereral | Primitive | Bus Condition | FIS | ATé Command | Readswrite Command | Protocol Error | Performance | P Statistic | FH Performance‘} Others |

Part | Partial Request | Partial ACKed ‘ Partial Maked | Slumber Request ‘ Slumber ACKed ‘ Slumber Maked ‘ Partial Time | Slumber Time %o ‘ Partial Time | Total Time % | Slumbe

| I = | |
H1L 1 1 0 0 a a [T 0.03
1 1 ) o o a

Figure 291 SATA: PM Performance Report
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Statistical Report Toolbar

The Statistical Report toolbar provides the following functions accessible by buttons
on the toolbar:

» Export to Excel

e Save as Text

*  Print Report

e Print Preview

* Report Display Settings

e Move to X-Cursor, Y-Cursor, or None

@@glﬁ@ﬁ@ '::}I 1 % anelmvl

Export as Microsoft® Excel file

\ The Export to Excel button opens the Export to Excel dialog. Choose a folder in
which to save the Excel file, choose an appropriate file name, and click Save.

Save as Text file

The Save as Text button opens the Export to Text dialog. Choose a folder in which
@ | to save the Text file, choose an appropriate file name, and click Save.

Print Statistical Report

é The Print button opens the select printer dialog. Choose an available printer and
click OK.
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Print Preview

The Print Preview button displays a preview of the report to print.

[Catalyst Enterprises Inc Sernal ATA, Apr 14, 2006]
General;
Type |Direction Duration Count |°)
FIS |H->D 632186 706 54 us 1000 |5
FIS_|D-=H 399.720 001 22 us 0999 |«
0.00102281 1999 |
Primitive:
Primitive Direction Count |9
CONT H.=D 1000 |£
CONT D->H R
EOF H-=D 1000 |4
EOF D->H 299 |5
HOLD H-=D 1000 {2
HOLDA H-=D 00 |<
R_IP H-=D 1000 (£
R_IP D->H 909 |
R CK H->D 1000 |¢
R_RDY H->D 1000 |¢
R_RDY D->H 999 |
SOF H-=D 1000 (£
SOF D->H 909 |
SYNC H-=D 1000 {2
SYNC D->H 999 |5
WTRM H-=0r 1000 (£
WTRM D->H 999 |f
X_RDY H-=D 1000 (£
X RDY D->H 999 [
ALIGN H->D 500 |
189932 |
FIS:
FIS Type FM Port |Direction Diuration Count |9
Fegister Host to Device 0 H->D 213266 662 60 us 500 |
Register Device to Host 0 D->H 300693 328 86 us 749 |3
Set Device Bits 0 D->H 90,026 664 73 us 250 |
Data 0 H->D 31992001343 us 500 |3
0.00103291 | 1939
ATA Command
Command P Port|Direction Mumber of FIS Pavioad Size Status Time
Write DMA Queued 0 H-=D 2 0 Normal Qutput A
[ Fage 1]

Figure 292 Sample Print Preview of Report
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Report Display Settings

?|

The Setting button opens the Setting dialog.

You can set up the report columns for display to suit a particular analysis need,
eliminating the need to show/hide columns individually. Use the Setting dialog to
configure the display for each page.

Setting N {
—Pages—  Show\Hide Columns
Boos
enera
Primitive v Type
SSP Transport | Direction
SMP Transport
STP Transport
ATA Command
SCSI Command
SMP Command
Task Command
ReadMw/rite Command
SAS Address
Protacol Eror Repoits:
E:rr:g;mance [v|Duration
Others [v|Count
vl%
Check All
_ ResetAl |
ITI Cancel

Figure 293 SAS: Statistical Report Column Setting

x|
— Show\Hide Columns
Items:
Primitive V| Type
Bus Condition [v|Direction
FIS
ATA Command
Readwrite Command
Performance
Others
Reports:
[w|Duration
[v|Count
V| %
Check All |
Reset Al |
0K I Cancel

Figure 294 SATA: Statistical Report Column Setting
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Link With Sample View

When you select a type on any page of the Statistical Report, a set of navigation
buttons allows you to examine each instance of that type in the Sample Viewer.

‘ 4 & ‘=:> I 3 of 137 Register Host to Device FIS

The Jump to Previous button goes to the previous instance of the selected type in
ii the Sample Viewer.

The Jump to Next button goes to the next instance of the selected type in the
{L Sample Viewer.

The Jump to Specific button goes to the instance specified as N of M items on the
=:> Statistical Report toolbar.

Move |W | The Move drop-down list moves to the X-Cursor, Y-Cursor, or None.
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Formatting the Statistical Report View

Initially the Statistical Report View contains all of the information in columns, but you
can customize the display by:

e  Filtering columns by item
e Sorting items by column
e Hiding any column on the display

Filtering Column Content

To filter column content, click the down arrow in the heading for that column and
choose the items to display. The default is All. By checking a specific item, you
exclude everything but that item for display.

Type
Al L=
all -
STP Frame
Open Address Frame
SSP Frame
Identify Address Frame ;I

Figure 295 SAS: Type

Choosing Custom allows you to specify more than one item for display.

Custom Filter | x|

* Show selected items

= .
Identify Address Frame Check Al I

Open Address Frame

SMP Frame Reset All I
SSP Frame

STP Frame

| Show conditional items

Equalto ;I I[r
Cancel I

Figure 296 SAS: Custom Filter
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FIS Type

Custom
Reqister Host to Device
Register Device to Host ot
Set Device Bits

DMA Activate ¥

Figure 297 SATA: FIS Type

Choosing Custom allows you to specify more than one item for display.

Custom Filter ] x|

* Show selected items

DMa Activate

DM Setup __Check Al |
[ Data Reset &l |
[¥] FIO Setup

Redgister Device to Host

Reaqister Host to Device

Set Device Bits

€ Show condtional items

IEquaIio jl(l
[ ok | concel |

Figure 298 SATA: Custom Filter
Check the items to display and click OK.
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Sorting Column Content

To sort column content, click the heading for that column. Repeated clicking of the
column heading sorts the column in ascending or descending order.

Figure 299 Toggling Type Sort Order

Hiding Columns

Type A| Direction Duration Count %Y
Al Al |+ All - Al |- i
Open Address Frame I->T 18.39999962 us 69 28.51
SMP Frame T->1 4.53333330us 17 7.02
SMP Frame I->T 1,8133333% us 17 7.02
SSP Frame T->1 23.12000084 us 53 21.90
SSP Frame I->T 1448000050 us 35 14.46
STP Frame T->1 85.89333344 us 34 14.05
STP Frame I->T 703999996 us 17 7.02
0.00015528 242 100,00
Type w| Direction Duration Count %o
Al - Al e All al |- —
STP Frame I->T 7.03999996 us 17 7.02
STP Frame T->1 85.89333344 us 34 14,05
SSP Frame I->T 14.48000050 us 35 14.46
SSP Frame T->1 23.12000084 us 53 21.90
SMP Frame I->T 1.8133333% us 17 7.02
SMP Frame T->1 4,93333330 us 17 7.02
Open Address Frame I->T 18.39999962 us 69 28.51
0.00015526 242 100.00

Statistical Report

To hide a column, right-click in the column and choose Hide. To unhide a column,
right-click any column and choose Unhide.
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Data Report

When a captured sample is in the Sample Viewer, the Data Report button is on the
Viewer toolbar, and Data Report is in the Report menu.

The data report displays all the data sent from the host to the device and from the
device to the host. All PIO In =>In commands are grouped as a data packet until the
occurrence of a PIO Out =>Out command, creating a new data packet.

£l

To display a Data Report, click the Data Report button on the Viewer

toolbar or select Report > Data Report.

%1 eCroy 5A5 Protocol Suite - [Simulation.scs] =l
Bl e = ton Govcudien FostSup Fieme Bt Tos W G =1
SHE e E® e [muls @i npey+ -t Bp||zEen o w S| B e e o] @||sefee o
[k [ op [rep |- 53 @lﬂ\ i |fe[rz|[1z[13] 1 14 ‘
|
£l Data , 2048 Bytes -]
Statistics [ e
Data , 4096 Bytes e
Source &ddress (H) Destination Address (H) Command Direction |32
. W Statistios >
Bl 074 E 5 ==
Destination Address (H) | Command Direction  [*2 e
’ﬁ Statistics
E 4765 )
Destination Address (H) | Command Direction | = Dsta , 2045 Bytes Durstion
= r— Statistics  [»
= 5 W 5)
H F o' : -136.880.293 (ms) ‘ Pt T -136.880.293 (ms) | ThaT:0ns) |
For Help, press F1 [Ttvout Disabled [Tritiator Emulator @ Stop [Target Emulator : Inactive & [Smulation Mode  [Stop o @ W

Figure 300 SAS: Data Report
Click the Down Arrow in a data field to display Data Report details.

[ %Letroy SAS Protocol Suite - [Simulation.scs] k =10
@ File Edit Yew Configuration Project Setup  Fikering Report  Tools  MWindow Help =]
N z = 2
FHE (@I &P e [ m S|z |RPRPY +-8 - Eo|[ZEE N EWn
B 22| ;IO”JMB 8B 5C Fp D |JJ|Lnk Top [Fep [ 5 @“" nfnifie|re|[@]ra]1a 14 ‘
x
=i} Port (H) Command Direction | * Data |, 2045 Bytes
. Statistics [ =
00 00 00 00 00 00 00 00 00 00 00 00 == g 5 (U
Part (H) Command Direction Data |, 4096 Bytes L atio
2 Statistice [»
1 0000 00 00 00 000000 00 00 00 = p
oooo 00 00 00 00 00 00 00 00 00 00 00 00
0010 00 00 00 Q0 00 00 00 00 00 OO0 00 00
Q0z0 00 00 00 OO0 00 00 00 00 00 OO0 00 00 00 00 00 00
0030 00 00 00 00 00 00 00 00 00 00 00 00 00 00 00 oo
o040 00 00 00 OO0 00 00 00 00 OO0 OO0 00 00 00 00 OO0 00
Qas0 00 00 00 OO0 00 00 00 00 00 OO0 00 00 00 00 00 00
Qog0 00 00 00 OO0 00 00 00 00 00 OO0 00 00 00 00 OO0 00 LI
Command Direction |2 Data | 2048 Bytes
00 00 00 0 00
H o' -136.880.293 [ms) | o T -136.880.233 [ms) | YiaT:0[ns) |
For Help, press F1 |Tx\u'nut Disabled |Initiatnr Emulator : Stop |Target Emulator : Inactive @Eimulatinn Mode |Stnp |

Figure 301 SAS: Data Report Details
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Statistics  [»
Click the Statistics button at the end of a row to display data report
statistics.
x
Command | Number | Duration | From LBA(H)| To LBA[H) |
ReadDMAEM 2 73.440 [us) Be28i5 Be2fia
4530ce9 4530ced

Claze

Figure 302 SAS: Data Report Statistics
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Tools

The Tools are Self Test and Find Device.

Self Test

You can use the built-in RAM self-test utility. Select Tools on the main menu bar and
choose Self Test.

|T|:||:||5 Window  He

- @ Fird Device !

Figure 303 SAS: Self Test Command on Tools Menu
SAS vs. SATA: SATA adds Compliance Test.

The Self Test dialog opens.
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Memory Check

To perform a SDRAM or Exerciser RAM memory check, select the Memory tab.

Memory |CI|:u:k I Marvel | Virke:x I '-.-'itessel Expansion I LEDEuzzer I

Memory Type | Test Result | -
@ =oram o

@ sDRam 1

@soram 2

@soram 3

@ soram 4

@ =oram 5

@ =oram &

@ soram 7

@ =oram 5 |
@ sDRam o

@=oram 10

@ =oram 11

®soram 12 hd

—Mermnory
v SDRAM ¥ Exerciser RAM

[™ Save enor detailz

Saweim IE:'\.tempﬂiHST_lnfusiDn'\.U zerEmors detail. zlf J

¥ | Append|eron details

| Idle

[ Fun &l Tests Sequentially Start Memary Check. Claze

Figure 304 Self Test Dialog Memory Tab
Choose the SDRAM, Exerciser Data, or Exerciser Instruction to test and click the

Start Memory Check button. After a short time, the Test Result appears to the right of
the selected line.
Test Result: OK or Error
If a test is OK and you specified one run, the Test Result is OK: 1 times.
If a test has an error and you specified one run, the Test Result is Error: 1 times.

Saving

You can save any check result by checking the Save error details check box and
specifying a destination file name.
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Number of Runs Each Test

You can specify to run a test more than once.

Run All Tests Sequentially

This option runs all items in the Clock, Memory, Serdes, Crosspoint, Main FPGA,
Expansion, and LED/Buzzer tests in order. After you check this check box, the
command button becomes Start All Tests. You must click the Stop Test button on
the LED/Buzzer tab to stop the check.

Clock Check

To perform a Clock check, choose the clock to test and click the Start Clock Check
button. After a short time, the Test Result appears to the right of the selected line.

x|

Memory Clack |Marvel| Virkex I 'u'itessel Expansion I LEDEuzzer I

Clock Tvpe | Tesk Result | -
@ virtex 1_System Clack 150MHz
@l'-.-'irtex 1_Memory clock 166MHz
@ virtex 1_PCI Clack 66MHz
@Wirtex 1_Marvel_0 T# clock
@l'u'irtex 1_Marvel_0 R¥ clock
@l'u'irtex 1_Marvel_1 T¥ clock
@l'u'irtex 1_Marvel_1 R¥ clock
@'u‘irtex 1_Marvel_2 T¥ clock.
@Wirtex 1_Marvel_2 R clock
@l'-.-'irtex 1_Marvel _3 Tx clock
@Wirtex 1_Marvel _3 R clock
@ virtex 2_System Clock 150MHz
@l'u'irtex Z_Memory clock 166MHz ;I

[ Save emnor details

S ave i IE:'\.tempd"»ST_lnfusiu:un'\.Ll zerErmors detail. zlf J

¥ | Append ermon detailz

| Idle

[T Bun Al Tests Sequentially Start Clock Check Cloze

Figure 305 Self Test Dialog Clock Tab
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Marvel Check

To perform a Marvel Chip check, select the Marvel tab.

Self Test x|

Memaory I Clock M%"d I'-.-'irtex I Vitesse I Expansion I LEDEuzzer I

Marvel Type | Test Resul: | Marvel Failure Tvpe |
@l'u'irtex 1_Marvel Chip 0
@'u‘irtex 1_Marvel Chip 1
@Wirtex 1_Marwel Chip 2
@l'-.-'irtex 1_Marwel Chip 3
@Wirtex 2_Marvel Chip 0
@Wirtex Z_Marvel Chip 1
@l'u'irtex Z_Marvel Chip 2
@l'u'irtex Z_Marvel Chip 3

[™ Save enor detailz

Saweim IE:'\.tempﬂiHST_lnfusiDn'\.U zerEmors detail. zlf J

¥ | Append|eron details

| Idle

™ Bun 2l Tests Sequentially Start Marvel Check Close

Figure 306 Self Test Dialog Serdes Tab

Choose the Marvel Chip to test and click the Start Marvel Check button. After a short
time, the Test Result and Marvel Failure Type appear to the right of the selected line.
Marvel Failure Type indicates the error type.
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Virtex Check

To perform a Virtex-Virtex bus test check, select the Virtex tab.

Mermory I Clack, I Marsel  Mirkex '-.-'itessel Expansion I LEDBuzzer I

Yirkex Tyvpe | Test Result |
@Wirtex—'u‘irtex bus best

[™ Save enor detailz

Saweim IE:'\.tempﬂiHST_lnfusiDn'\.U zerEmors detail. zlf J

¥ | Append|eron details

| Idle

[ Fun &l Tests Sequentially Start Virtex Check Claze

Figure 307 Self Test Dialog Crosspoint Tab

Choose the Virtex-Virtex bus test to test and click the Start Virtex Check button. After
a short time, the Test Result appears to the right of the selected line.
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Vitesse Check

To perform a Virtex Pair Line or Virtex Link check, select the Vitesse tab.

W X
Mermory I Clack, I Mare I Virtex  Wikesse IExpansiDn I LEDBuzzer I

YWitess Tyvpe | Test Result | -
@ virtex 1_Pair line 0
@virtex 1_Pair line 1
@ virtex 1_Pair line 2
@ virtex 1_Pair line 3
@ virtex 2_Pair line 0
@ virtex 2_Pair line 1
@ virtex 2_pair line 2
@ virtex 2_pair line 3
@ virtex 1_Link 0
@ virtex 1_Link 1 |
@ virtex 1_Link 2
@ virtex 1_Link 3

@virtesx 2_Link 0 |
—Vitess Test Type
¥ witess-vitess bus kest W vitess external loop back,

[™ Save enor detailz

Saweim IE:'\.tempﬂiHST_lnfusiDn'\.U zerEmors detail. zlf J

¥ | Append|eron details

| Idle

[~ Runal Tests Sequentially Start YWitesze Check Cloze

Figure 308 Self Test Dialog Main FPGA Tab

Choose the Virtex Pair Line or Virtex Link to test and click the Start Vitesse Check
button. After a short time, the Test Result appears to the right of the selected line.
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Expansion Check

To perform a Expansion Card Data Status or Clock Status check, select the
Expansion tab.

x|
Mermory I Clack, I Marvell Yirkes I Vitesse  Expansion |LED,|'Buzzer I
Expansion Tvpe | Test Result |
@Expansinn Card Daka Status
@Expansinn Card Clack Skatus
™ Save enor details
= IE:'\.temp#HST_InfusiDn'\.U zerErrors detail =If J

¥ | Append|eron details

| Idle

[~ Runal Tests Sequentially Start Expanzion Check Cloze

Figure 309 Self Test Dialog Expansion Tab

Choose the Expansion Card Data Status or Clock Status to test and click the
Start Expansion Check button. After a short time, the Test Result appears to the
right of the selected line.
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LED/Buzzer Check

To perform a LED or Buzzer check, select the LED/Buzzer tab.

Mermory I Clack, I Marvell Wirkex | Witesse | Expansion  LEC{Buzzer

W LED Test

The LED board shiows Following patkerns:
1- QN
Al LED= are Ok,
2- OFF
&ll LED= are OFF,
3- Walking OFF
&l LED= are ©OM and only one LED is turned OFF and start moving.
4- Walking O
&l LED= are OFF and only ane LED is turned OM and skark Mowving.,

¥ Buzzer Test

ou should hear the buzzer sound,

Sbop Test |

[™ Save enor detailz

Saweim IE:'\.tempﬂiHST_lnfusiDn'\.U zerEmors detail. zlf J

¥ | Append|eron details

| Idle

[~ Runal Tests Sequentially Start LED/Buzzer Check Cloze

Figure 310 Self Test Dialog LED/Buzzer Tab

Check LED Test or Buzzer Test and click the Start LED/Buzzer Check button. For
the LED, you should see the LED pattern. For the buzzer, you should hear it sound.
You must click the Stop Test button to stop the check.
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Find Device

Saving device information allows you to import the specific device information into the
Target/Device emulator.

The Find Device utility obtains all vendor-specific information and detailed device
parameters.

Select Tools on the main menu bar and choose Find Device.

Tools Window Help

Self Test

€] Erndoevie |

Compliance Test

Figure 311 SATA: Find Device Command on Tools Menu
SAS vs. SATA: SATA adds Compliance Test.

The Device Identifier dialog opens.

x|
Find Find Device in
( & &llinfo SAS Address ’]7 U I = e
| Device List | Parameters |
Difset | Field Length Value

Supported Pages & SubPages

- |
General

Protocol Supparted: [~ SSP [ SMP 7 STP

S;m Find device | Export Save Load | Cloze I

Figure 312 Device Identifier Dialog
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Click the Find Device button to search for connected devices. After a brief period, the
dialog displays all device information.

Device Identifier
Find
’7 @ alllnfo € 545 Addess

Find Device in

X
’7|7T1 1z F1z IT74

| Device List | Parameters | PHY Information
=-EE T1 :50060560000003c5 Property Value
g8 PHY 0 PHY 2 PHY Id a
| PHY 1:500805800000( |1 | PHY 5 Irwvalid Dword Caurt i
E:: g Em é Running Disparity Count 1]
E PHY 4 EE$ g Lozz Of D'word Sync Count 1]
8 PHY 5 PHY & FHY Reset Problem Count 7dad
i PHY B PHY 3
FHY 7 PHY 10
PHY & PHY 11
PHY 4
g8 PHY 10
----- =] PHY 11:500605600001
Pratocol Suppoted: [~ S5P ¥ SMP [ STP
Mumber OF PHY: 12 Wendor [d: LSILOGIC
Expander Change Count: 163 Product 1d: 5A45x124.0
Expander Foute Indexes: 144 Product Rev Ley Id: 32
ﬂ—l ﬂ Config: 0

S;m Find device i Export Save Load | Cloze I

Figure 313 Identified Devices
Click a device in the Device List to display information about that device.
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Compliance Test (SATA)

The Compliance Test consists of a set of selectable tests to verify compliance with the
SATA specification.

To run a Compliance Test:

1. Select Tools on the main toolbar and choose Compliance Test to open the
Compliance Test dialog.

Compliance Test

x|
[= [ Digital test group 1~ Compliance type - - = : ;
# [ General Device Requiements & Devi Load | Start I
- [ Mative Command Queing |
&[] Asynchionous Signal Recovery  Host Eaie || I
- [ Saftware Seltings Preservation E= |
& [ Interface Power Management -;b,,
# [ Phy test group 1 Denvice typs: 1
= ATA y
r~ Options
1 ATAFI
| Captue TineQut |12 Second
Add 3> |
<¢ Remove |
Audd A 5> |
CORAGh Ml Device narme : ID evicel
4l | *
- A
Compliance Repor file [C.\Prugra'n FileshCatalst\SATA_460\ser\Compliance_Devicelat Browse.., WiEw |
Saved Traces I.'_ Piogram Fles\Catalyst\SATA £60\LLser Biowise I Save oy tailed test traces
No| Test Name | Description | Resut Detail | j
=

Figure 314 SATA: Compliance Test Selection
2. Choose the tests in the left pane of the dialog and click the Add>> button.
3. Enter a value for Capture Timeout.
Note: If test running time exceeds the Capture Timeout value, the test terminates.

4. To view failed test traces in the sample viewer, check the
Automatically load failed test traces check box.

5. To save the failed test traces only, check the Save only failed test traces
check box.

6. After you select tests, click Start.
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7. The test runs and, after a brief period, displays the result.

xd
= [ Digital test group r [ GDR-01 [ |
[ General Device Requirements B GoR02 Losd I
@ [J Native Command Quesing [ GoR-03
51 [JAsymetronous Signal Recavery [ GoR-04 B ]
#1 [ Softwate Settings Preservation [ GDR-05
& [ Irterface Povser Management
& []Phy test group
— Oplions

Compliance Report fls |C:\P|wam Filesh\Catalyst\SATA_4800 zei\Complance_Devicel nf

Saved Traces \r. \Progiam Files\Calalet oA T A_dG0\sel

Mo Test Name | T | Resutt | Detail =
1 GDRM Once the initial Register deviceto-host FIS has been received and successiully Emar W1/5 - Emor :Can not izsue some requied commands, Check sampls
acknowledged with no emare, a device shal succerstuly respond o the setting of foe further information
the SAST bit i the Device Conlrol register at any time and perform the software
tesel protocal.

2 GDRO4 For all Senial ATA devices, the entie contents of Woed 33 in IDENTIFY DEVICE  Passed
or IDEMTIFY PACKET DEVICE data shall be cleared to zero.

Figure 315 Compliance Test Result

8. To save the current compliance setup for later use, click the Save button to
open the Save As dialog. Assign a meaningful name to the setup and save it as
a *.cst compliance file.

9. To run a previously defined setup, click the Load button and choose a
previously defined setup to run.
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Infusion Overview

The LeCroy Infusion™ Error Injector and Traffic Modifier is an error injector and traffic
modification tool that allows you to verify real-world fault handling for

Serial Attached SCSI (SAS) and Serial ATA (SATA) systems. Infusion can sit
unobtrusively in the data path on a live system to programmatically alter or corrupt
traffic. Infusion is the ideal tool for stress-testing systems using actual workloads.

E-']’.Lel:roy InFusion™: Error Injector and Tr.*fic Modifier = IEllil
File Wiew Configuration Tools Help
D = B % &| O st
: Mew Scenario Open Library Save  Download  Prink Show File | Show Library | Show Output | Show Device  Show Analyzer
o SCEMArio Manager Library
: 1]
' Recdnalyzer  Stop  Ahort
IMain Library o x
DEAE|E G
Scenarios | £
Cutpuk o x
Bla|YI|E &Ek
For Help, press F1 Wersion 3.00 (Build 12) |[caF] o] [5cRL]

Figure 316 Infusion Windows

Infusion supports SAS SSP, SMP, STP, and SATA-based protocols operating across
a single SAS or SATA link up to 6 G. Infusion monitors traffic from both directions in
real-time and relies on predefined rules to replace any bit, primitive, or parameter with
one you specify. Infusion can change traffic when it detects a specific sequence or
reaches a designated time interval, yet it requires no complicated scripts,
programming, or simulation tools.

Infusion can monitor traffic in both directions and act on events occurring in either
direction of the communications link. Infusion can modify traffic in only one direction
within a given test scenario, but that direction can be either from the Initiator or from
the Target.

Infusion is specifically designed to verify recovery characteristics within a subsystem.
An easy pop-up menu interface allows you to create specific test scenarios in just
minutes.
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Once a Infusion session starts, the system automatically handles protocol
handshaking between devices. Infusion transmits a faithful copy of the original data
stream down to the CRC value which, if needed, it recalculates. Infusion allows test
engineers to systematically verify error recovery in ways not possible with other test
platforms.

Key Features

The key features of Infusion are:

* Error Injection: Injects CRC, disparity, 8b/10b encoding, framing, and coding
errors.

* Break Link Recovery: Programmatically breaks the connection to test link
recovery.

¢ Value Replacement: Monitors the link for specific values, patterns, or primitives (as
low as hit level) and replace with user-defined values. You can replace values on
every occurrence, after a specified number of occurrences, or after a specified time
interval.

¢ Packet Drop: Removes individual primitives, address frames, or data frames from
the stream to verify retry behavior.

* Primitive Manipulation: Replaces handshaking and flow control primitives to help
validate robustness of a design.

¢ Traffic Monitoring: Operates as a traffic monitor, collecting statistical data on user-
specified parameters. In this mode, data passes unchanged in both directions.

* Menu-Driven Interface: Allows easy set-up of test scenarios.
* API based on C++: Allows development of custom test applications.

With respect to traffic modification, in the Link Layer you can modify primitives, CRC,
scrambled traffic, and SSP, SMP, and STP connection events. You cannot modify
clock skew management, OOB and power management, and signal integrity.

Infusion consists of a hardware device that connects to the line under test and a
Windows-based software application used to create and download test scripts to the
device. You also can use the software application to configure and control the device
across an Ethernet link.

Infusion test scripts are called scenarios. Scenarios determine how the hardware
device monitors and modifies line traffic. You must use the application to create and
download scenarios.

For the Infusion connections, the device is connected between the SAS/SATA host
and the PHY of the test target (DUT).
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Interface

Buttons

Menus

The Infusion interface has the following command buttons:

New Scenario: Begins the scenario creation process by listing Scenario Name,
Direction for traffic changes, and Global Rules in the scenario window.

Open Library: Lists the Infusion Library Files (.infdb), which contain the available
scenarios, in an Open dialog.

Save: Saves the current scenario in the UserData folder.
Download Scenario: Downloads a scenario.
Print: Prints the current scenario.

Show File Manager: Displays/hides the File Manager window (on the right), which
displays folders and files in a Windows-Explorer type listing, so that you can locate the
main and other library files and their scenarios.

Show Library: Displays/hides the Main Library window (on the right), which displays
the available scenarios. You can create a new scenario, save a selected scenario,
save the library, save a copy of the library, display the selected scenario, insert a copy
of the selected item, or delete the selected scenario.

Show Output: Displays/hides the Output window (at the bottom), which displays
Infusion output. Use the buttons to save output, print output, display options
(automatically save the log file, with a path and size), start logging, stop logging, and
clear the Output window.

Show Device Library: Displays/hides the scenarios of the current device library.
Show Analyzer: Returns to the Protocol Analyzer or Target/Host Emulator window.
Rec Analyzer: Starts recording on the current analyzer, using the current scenario.
Stop: Stops recording on the current analyzer.

Abort: Aborts recording.

The Infusion interface has the following menus:

File: New Scenario, Open Scenario, New Library, Open Library, Close Library,
Save Library, Save a Copy of Library As, Open Log File, and Print Setup (see
command descriptions in the “Buttons” section above).

View: Views (File Manager, Library, Output, Customize; see window descriptions in
the “Buttons” section above), Smart Docking, Toolbar, and Status Bar

Configuration: Update Sierra Device (see “Update Sierra Device” on page 203)
Configure Device (see “Show Device Library” above)
Port Configuration (see “Port Configuration for Infusion” on page 246)
External Trig Setting (see “External Trig Setting” on page 203)

Tools: Browse UserData, System, or Infusion folder.
Help: Help Topics and About Infusion.
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Port Configuration for Infusion

The Infusion (Jammer) port configurations must match the Analyzer port
configurations for the infusion-analyzer to work.

Infusion Overview

Select Configuration > Ports Configuration to display the Ports Configuration
dialog. Port configuration depends on the application you run. To act as an
infusion-analyzer, select the Analyzer/Jammer/Analyzer port configuration.

In the following figure, the third row has a match on the H3/D3 port.

Ports Configuration
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Host Emulator
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Device Emulator
Device Emulator

Jammer

analvzer Host Emulator

Jammer

Device Emulator

Device Emulator
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analyzerDevice Emulator
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2|
|
2|
|
2|
|
2|
|
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|
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|
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|
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HZ[DZ

Jarnrner

Jarnrner
Huask Ennulator
Host Emulator

Host Emulakor

Jammer
Device Emulakor

Device Emulator

Jammer
Device Emulator

Device Emulakor

H3/D3
Analyzer
Analyzer
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Jammet | fnalyzer

Haost Emulator
Host Emulator
Jammer
Jammer

analvzerHost Emulator
Jammer

Device Emulator

Device Emulator

Jammer

analyzer/Device Emulator

Jammer
Device Emulator
Device Emulakar

Jammer

analyzerDevice Emulator
Jammer
Jammer

Jammer

H4/D4 -

Analyzer

Analyzer
Analyzer/Jammer|Analvze
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Huosk Ennulator
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-
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Device Emulakor
Device Emulakor
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Device Emulakor
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Figure 317 Ports Configuration Window with Infusion/Analyzer Port Match
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Infusi

Note:

on Scenarios

You can create and execute Infusion scenarios. A scenario is a test script that defines
how Infusion monitors and modifies line traffic.

When specifying the direction of traffic in scenario events, you have a choice of eight
directions (from 11, T1, 12, T2, and so on). Only “From 11" and “From T1" are valid
selections, since only one channel is supported.Any other selection generates an
error message.

Scenarios Overview

You create scenarios on a PC running the Infusion application. You then download
the scenarios for execution on an Infusion device. You can download up to ten
scenarios to each Infusion device.

The Infusion application provides a menu-driven interface for building scenarios. The
interface prompts you for simple decisions and choices from drop-down menus. As
you make your selections, the script takes shape automatically in the scenario
window. The script is in the form of simple English sentences. You need not
understand any formal scripting language.

ElLeEroy InFusion™: Error Injector and Traffic Modifier - [New Scenario 0 *] = IEllil

File Wiew Configuration Tools Help

T Clokbal Dules

“Click here to add an event>

O = BE % & O ] E 1
Mew Scenario Open Library Save  Download — Prink Show File | Show Library | Show Output | Show Device  Show Analyzer
Scenario IManager Library
' Recdnalyzer  Stop  Ahort =
New Scenario 0 * | 4 I+ ¥ | Main Library * o x
Scenatio is walid. N | Status: Mok saved O ﬁ ﬂ | @ Eh
Scenario Name: New Scenario 0 l'\§ Scenarios | -
Direction for traffic changes: From Tnitiator [*  NewScenarioo

=Click here to add a sequencer

Cutpuk

BI&|Y|5

el

For Help, press F1

Wersion 3.00 (Build 12) |[caF] o] [5cRL]

Figure 318 New Scenario in Infusion Window
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As described later in this chapter, you can create any number of scenarios and store
them in libraries on the PC hard drive. Scenario library files names are in the following
format:

<Filename>.infdb

Creating Infusion scenarios is easy, but it requires an understanding of the following
terms defined in Table 1.

Key Scenario Terms

Term Definition
Action Infusion response to an event.
Event Condition that is detectable by Infusion.

Combined Event | Logical OR association of events (for example, event A OR event B).

Global Rules Portion of a scenario that can define a single Infusion test state. You can think
of the Global Rules and each sequence as a separate test routine or program
operating within the scenario. Each operates independently and in parallel with
the others. The purpose of each is to detect events and then respond with the
appropriate action or set of actions. In essence, you can operate up to three
test states simultaneously within Infusion.

Sequence Portion of a scenario that can define multiple Infusion test states. More flexible
than the Global Rules, a sequence allows more powerful scenarios that include
branching and looping between test states (Global Rules can define only a
single test state, so there is no branching).

State “Behavior” of the Global Rules or a sequence at any point in time. In terms of
Infusion testing, behavior is “waiting” for a set of events and responding with a
set of actions.

Global Rules

Global Rules are a portion of the scenario that can define only one test state. To
create the Global Rules, you use the menu-driven interface to enter an event or
combined event and the corresponding action or set of actions (the response of
Infusion hardware to the event).

In the case of a combined event, the action is taken upon occurrence of any of the
events stated for the event combination. It is a logical OR association, meaning any of
the events can trigger the action.

After you enter the event or combined event, the interface prompts you for actions. An
action might be, for example, injecting a particular primitive or error into the traffic
stream. You can enter multiple actions, which take place simultaneously.

After defining the event and actions within the Global Rule area, you can save the
scenario and download it to a Infusion device.
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Sequences

The Global Rules are all you need for simple test scenarios. However, a scenario also
can contain one or two sequences, which can define multiple states and allow
branching between states. With a sequence, you also can do looping, which allows
you to repeat a test state or to execute a test for a specified period of time.

As with Global Rules, the menu-driven interface guides you in building a sequence.
Some of the prompts are different, however, because you now are encapsulating
groups of events and actions as distinct states. Recall that a state is a combination of
events and actions at a specific point in time. If the event or combined event defined
by a state occurs, the corresponding action or set of actions follows.

Scenario Name: Test 328

Direction for traffic changes: From Initiator

Global Pules
Wait for 20F (from Initiator)

then Beesp (500 =)

Segquence O
State 0O
Wait for CREC Error (from Initiator)

then Branch to 'State 1
Figure 319 Global Rules and Sequence Areas of a Scenario

Infusion hardware provides the capacity to have up to two sequences co-existing in a
scenario in addition to the Global Rules. Recall that both the Global Rules and any
sequences are active at all times. Each is a separate “state machine,” having the
behavior of a particular test state at any point in time. Because the Global Rules has
the capacity for only one state, you can view it as a “degenerative state machine.”
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Scenario Libraries

You can create any number of scenarios, which you then can archive on your PC hard
drive. You also can download up to ten scenarios to each Infusion device for test
execution. You can think of the libraries as windows that hold scenarios.

Recall that each library is a separate *.infdb file.

Main Library

When you launch the Infusion application, it opens a window called the Main Library.
The main library is the default workspace for creating and storing new scenarios. The
main library corresponds with the following file in the Infusion folder on the PC

hard drive:

DEFAULT. INFDB

File Libraries

You can save the main library with a name other than default (while still using the
.infdb file extension). The new file becomes a file library that is functionally equivalent
to the main library with the following exception: It does not open by default in the
Main Library window. You can navigate to other file libraries using the File Manager of
the Infusion application.

In this manual, the main library and other .infdb file libraries are collectively called
general libraries.

If you select Open Library, you see a window similar to the following:

ofr o

Look in: | |23 InFusion v y i = [

5 TestCasesForSATA.infdb
| ‘? @ TargetTranspartLayer.infdb
My Recent @TargetLinkLaver.ianb
Documents Realwiorld.infdb
= ManuaIExam les.infdb
= | ples,
L& @ Initiator TransportLayer . infdb
@ InitiatorLinkLayer.infdb

Desktop =
| pEFALLT infdb
;;:lDocs
tp Documents
-
J
53
ty Computer
MyNetwork | Filesoftyps: | InFusion Librar Fies [“infdb] [

Figure 320 Open Library File List
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By selecting the TestCasesForSATA.infbd file, you get an additional library window
with predefined SATA test cases, similar to the following:

File Library - c:\program fileslecroytinfu,,, B X
0 = RRE N

Scenatios

01_HOST_Euffer Underrun
0Z_HOST_write Failed
03_HOST_R_RDY failed

04_HOST_Read Failed

05_HOST_Ereak Link with Pending I0s
0a_HOST_write DMA Flow control error
07_HOST_Write DMA terminake protacol
08_HOST_Write DMA transfer counk erro
09_HOST_Link Lawver Retry

10_HOST _Invalid FIS type
11_HOST_Wendor FIS type
12_DEYICE_Buffer Underrun

Figure 321 Test Cases for SATA Library

Device Libraries

In addition to general libraries, the application defines device libraries. Each device
library is associated with a specific Infusion device. Each device library opens in a
separate Device Library window and holds up to ten Infusion scenarios for the device.
When you connect to the device and click the entry for that device in the Device List,
the device library for the device opens automatically.

The scenarios that appear in the device library are those currently stored on the
corresponding device. They were uploaded from the device to your PC when you
opened the device library. You can click any of the scenarios listed to open it for
editing. When you are finished with your edits, you can use the buttons on the
Device Library toolbar to download the revised scenario to the device.

251



Infusion Scenarios

Scenario Properties

To begin the scenario creation process, you click the New Scenario button in a library
window or on the Infusion application toolbar. As the first step in creating a scenario,
the application prompts you for scenario name, a short description (optional), and the
direction of traffic to which any traffic changes apply. Changes are, for example,
injection or removal of data or a primitive.

You identify direction of traffic change, or modification, in terms of traffic origin. The
application uses the following conventions:

* From Initiator: Change is made to traffic coming from test host (for example, CRC
error is injected into traffic stream sent from initiator to target).

* From Target: Modification is made to traffic coming from the target (for example,
CRC error is injected into traffic stream sent from target to initiator).

The figure shows the first prompt in the scenario creation process.

4 Mew Scenario 1552404 * X

Scenario is valid. | Status: Mot saved

Scenario Name: New Scenario 1552404
T

Direction for traffic chan : From Initiator

T Global Pules

=Click here to add an event:

=Click here to add a sequences

For Help, press F1

Figure 322 Entering Basic Scenario Information
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When you click the Scenario Name or the Direction For Traffic Changes, the
Scenario Properties dialog box appears, allowing you to enter the scenario name, a
short description, and direction of traffic change.

EIScenariu Prupert*s o ] S
Propetties
Type Scenarno
M ame Mew Scenario 1
Dezcription
Direction Frar [ mitiatar
Mame
QK | Cancel I
A

Figure 323 Scenario Properties Dialog Box

In the Scenario Properties screen, the direction for traffic modification is defined on a
global basis for the entire scenario. In other words, any scenario action that modifies
line traffic only affects the traffic flowing in the direction established at the top of the
scenario, in the Scenario Properties. Scenario events can be monitored in either
direction, and therefore the parameters for events provide the ability to specify the
intended direction for monitoring traffic for that event.
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A scenario is a script you create using simple mouse clicks and text entries. As you
work, the script takes shape in the scenario area of the application display. You can
think of the scenario area itself as consisting of two subareas: A Global Rules area at
the top, where you create the Global Rules, and a Sequence area beneath the
Global Rules, where you create any sequences. Whether you are creating
Global Rules or a Sequence, the menu-driven interface prompts you to specify the

event(s) for which you want to trigger actions.

Tvpe

=10
Propertties
Type Event =
[rescription
Count R andaomly Mo
Counter Value 1
Direction Fram Initiatar
FO AddressFrameT ype Value [4 Bits] 0=00- IDEMTIFY -
FO AddressFrameT ype Mask F
F1 DeviceType Value [3 Bits] 0x00- Rezerved
F1 DeviceType Mask 0
F2 Reserved¥alue [1 Bit] 0
F2 Reserved Mask 0
F3 REASON Yalue [4 Bits] 0:00- Unknown reazon
F3 REASON Mask a
F4 Rezerved¥alue [4 Bitg] 0
F4 Reserved Mask 0
F5 Restricted Value [1 Bit] 0
F5 Restricted Mask 0
FE ShiFinitiatorPort Walue [1 Bit] 0=00- indicates that an SMP initiator port is not prezent,
FE ShPinitiatorPort Mazk a
F? STPinitiatorPort Yalue [1 Bit] 0x00- indicates that an STP initiator port iz not prezent.
F? STPinitiatorPort b ask a
Fa SSPinitiatorPort Yalue [1 Bit] 0x00- indicates that an S5P initiator port iz not prezent.
F&8 SSPinitiatorPort Mask a
F3 Reservedalue [4 Bits] 0
F3 Reserved Mask a e
F10 Restricted Value [1 Bit] 0
F10 Restricted Mask a
F11 SMPtargetPort Walue [1 Bit] 0x00- indicates that an SMP target port is not present.
F11 SMPtargetPort Mask 0
F12 STPtargetPort Value [1 Bit] 000- indicates that an STP target part is not present.
F12 STPtargetPort Mazk 0
F13 S5PtargetPort Valuz [1 Bit] 000- indizates that an SSP target part iz not present.
F13 S5PtargetPort Maszk 0
F14 ReservedValue [4 Bits] 0
F14 Reserved Mask 0
F15 DeviceMams Valus [64 Bitz] 0000000000000000
F15 DeviceMame bask 0000000000000000 LI
FO AddrezsFrameType Yalue [4 Bits]
[Format: Hex)- Indicates the type of address frame
ok | [ cancel |
A

- Address Frame

- fAiny Dword

- ATA Command

- ATA Command Frame
- ATAPL

e MMC4
-REC

-SBCZ
-SMCZ
-SPC2
BPCE
- 552

- Both Links Up
- CRC Errar

- Dword Makcher
- FI5 Frame

- FLS Tyvpe

- Frame Type

- Invealid 10bit-code Ervor
- Links Speed 3G
- Links Speed 6G
- 00 Signal

- Primitives

L Primitive Group
- 545 Primitive
SATA Primitive

-~ Running Disparity Error
- SA5 Data Pattern

- SATA Daka Patkern

- SCS1

Fe MMCH
‘RBC

-SBCZ
SEMC2
(SPCZ
-SPCE
L5502

- SMP Frame
- 55P Frame

- Timer

- Trigger Inpuk

Infusion Scenarios

Figure 324 Event Properties Dialog

While many events are line conditions, an event also can be a condition that occurs
within a Infusion device (for example, detection of a trigger signal from another

device).

The following table lists supported events. Note that some events are applicable only
in the context of creating sequences (those events appear on the drop-down list only if
you are creating a sequence). Sequences can have multiple states, and they allow

branching between states.
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Events

Event

Description

Address Frame

Occurrence of a specified address frame.

Any Dword

Occurrence of any dword.

ATA Command

Occurrence of a particular ATA command.

ATA Command Frame

Occurrence of a particular ATA command frame.

[+] ATAPI

Occurrence of a particular ATAPI command from the list:
MMC4, RBC, SBC2, SMC2, SPC2, SPC3, or SSC2.

Both Links Up

Occurrence of both line ports active (not idling).

CRC Error

Occurrence of a CRC error.

Dword Matcher

Occurrence of a particular dword.

FIS Frame Occurrence of a particular FIS frame.
FIS Type Occurrence of a particular SATA FIS type.
Frame Type Occurrence of a particular frame type.

Invalid 10bit-code Error

Occurrence of an invalid 10b code.

Links Speed 3G

Both lines operating at 3 Gbps.

Links Speed 6G

Both lines operating at 6 Gbps.

OOB Signal

Occurrence of OOB signal.

[+] Primitives

Occurrence of Primitive Group, SAS Primitive, or SATA Primitive.

Running Disparity Error

Occurrence of Running Disparity (RD) error.

SAS Data Pattern

Occurrence of a particular data pattern in a SAS frame.

SATA Data Pattern

Occurrence of a particular data pattern in a SATA frame.

{+} SCsiI Occurrence of a particular SCSI command from the list:
MMC4, RBC, SBC2, SMC2, SPC2, SPC3, or SSC2.

SMP Frame Occurrence of a particular SMP frame.

SSP Frame Occurrence of a particular SSP frame.

Timer Occurrence of a particular elapsed time (time period).

Trigger Input

Occurrence of input trigger.

The following sections provide some additional details about three of the above

events.
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Dword Matcher

Dword Matcher is a dword pattern matcher that presents match and mask fields and a
K-Code Mask field. K-Codes are control characters that are always used in the first
byte of a four-byte primitive. Of the K-Code masks listed in the menu, D-D-D-D is used
for data bytes, and K-D-D-D is used for all primitives.

When you create a dword match, keep the following in mind:

* The pattern can be inside or outside of frames (it does not matter if the pattern is
inside a frame or not).

¢ Because the pattern can be inside or outside of frames, there is no offset.
* You can make user-defined primitives. (This is the reason this feature was created.)
* You can use any K/D pattern.

SAS Data Pattern

When you create a SAS data pattern, keep the following in mind:

* The pattern must be defined inside a frame that starts with a SOF or SOAF.
* The pattern must be data only (no K-codes/primitives).

* The pattern must be defined at a specific offset in the frame.

* The pattern and mask must be specified in the same format as specified in the SAS
standard:
0x12345678 (hex)
where “1” is the first digit on the cable and is the MSB as given in the SAS Standard.

For example, for an SMP Request:

Pattern: 0x40000000
Mask: OxFFO00000
Offset: O

SOF Type: SOF

SATA Data Pattern

When you create a SATA data pattern, keep the following in mind:

* The pattern must be defined inside a frame that starts with a SATA_SOF.
* The pattern must be data only (no K-codes/primitives).

* The pattern must be defined at a specific offset in the frame.

* The pattern and mask must be specified in the same format as specified in the
SATA Standard.

For example, for Register H -> D FIS:

Pattern: 0x00000027
Mask: Ox000000FF
Offset: O

SOF Type: SATA SOF
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Scenario Actions

After you enter the set of events for a test state, the menu-driven interface prompts
you for the corresponding action or set of actions. If you define multiple actions, the
actions occur simultaneously.

i

Type Properties
- Beep Type A ction
- Branch ko Dezcription
- Existing State Fandom Mo
i Mew State Ewery Mth occurence 1
- Capture Data Dword  onitor/Count Mat monitored
- Inject Duration 80 mz -

- R Errar
i Imvalid 10bit-code Ervor
Running Disparity Errar
[=- Link.
. Disconnect
- Reconnect
- Monitor/Count
- Remove
= Restark
- All Sequences
L Current Sequence
- Skop Scenaria
= Substitute
Drata Dwaord
L it AT primitive
L with SATA primitive
- Trigger Oukpuk Duration

(a4 | Cancel I

4

Figure 325 Action Properties Dialog

The following table lists supported actions. Note that some of these actions only apply
to creating sequences.
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Action Description
Beep Emits audible sound of duration selectable via drop-down list.
Branch to Go to a state in this sequence that is already defined.t

Existing State®

New Statel

Go to a state in this sequence that is not yet defined (you need
to define it).1

Capture Data Dword

Captures a data dword into one of four registers.

Inject CRC Error Injects a CRC error into the line.
Invalid 10bit-code Error | Injects invalid 10b code into the line.
Running Disparity Error | Injects a Running Disparity (RD) error into traffic.

Link Disconnect Puts both Infusion SAS ports at electrical idle immediately.
Reconnect Starts traffic pass-through immediately. This action restarts

traffic after a previous disconnect command. Once traffic is
passing through, the initiator and target resume OOB signaling.

Monitor/Count

Opens a window to count the number of events that occur
during a session. A session is a time interval during which a
scenario runs.

Remove Removes the targeted event from the traffic.In Infusion, a
Remove primitive action is implemented by replacing the
primitive with an idle data dword. A Remove frame action is
implemented by replacing the start-of-frame and end-of-frame
primitives with an idle data dword.

Restart 1 1

All Sequences

Restart all sequences in the scenario.

Current Sequence?®

Restart the sequence that contains this action definition. 1

Stop Scenario

Stops all scenario activity.

Substitute

Data Dword

Substitutes a data Dword in the traffic.

with SAS Primitive

Substitutes a SAS primitive in the traffic.

with SATA Primitive

Substitutes a SATA primitive in the traffic.

Trigger Output

Sends a signal out the trigger port to the device downstream.

1 Only shown in Action Properties dialog box when creating a sequence.
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Using Counters in Events and Actions

Many of the events and actions supported by Infusion also support counters that can
control functions.

Within events, counters determine how many times the event must occur before the
associated actions are triggered. Event counters typically have two properties:

¢ Count Randomly: Can be set to “Yes” or “No” (default value is “N0”).
If setto “Yes”, the event repeats a random number of times (between 1 and the value
set in the property Max Random Count, which replaces the property
Counter Value when “Yes” is selected), before the action is triggered.

¢ Counter Value: Number of repeats required when Count Randomly is set to “No”.
The default value is 1.

Within actions, counters determine how many times the system calls the action before
it acts. Action counters typically have two properties:

* Random: Can be set to “Yes” or “No” (default value is “No”).
If set to “Yes”, the action triggers a number of occurrences before the action takes
place. That number ranges randomly between 1 and the value set in the property
At least every Nth occurrence, which replaces the property
Every Nth occurrence when “Yes” is selected.

* Every Nth occurrence: Number of times the system calls the action before it acts.

Note that there is some overlap in the way these counters can be used. For example,
in the simple case of a single event leading to a single action, it makes no difference
whether you specify the event to require five repeats before triggering the action, or
the action to require five occurrences before it acts.

However, in the case of combined events and/or actions, the separate counters
provide flexibility in designing test cases. For example, consider the case where
Event_1 OR Event_2 leads to Action. If Event_1 has a counter of 5, then the Action
triggers either when Event_1 has repeated five times or when Event_2 happens the
first time, whichever occurs first.

But if the event counters are set to 1 and the Action counter is set to 5, then the Action
happens after five occurrences of EITHER Event_1 or Event_2.
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Capturing a Data Dword

Infusion provides the ability to capture individual data dwords and provides four
different registers to store captured dwords (Dword #0, #1, #2 and #3).

To capture a data dword, select Capture Data Dword from the Action Properties
screen, as shown below. Select the register to be used to store the dword from the
drop-down menu under the Capture Register property.

=101 x|

Type Properties

- Beep Type Achion
- Capkure Daka Dword D ezcriplion

[+ Inject Random Mo

[+ Link, Ewery Nth occurmence 1
- Monitor/Counk M anitorCaunt Mat monitored
- REmovE Direction Frarn Initiator
- 5kop Scenatio Capture Reqgister Dward #0

[+- Subskitute

- Trigget Cutpuk

Capture Register

I | Cancel I

Figure 326 Capture Data Dword Action
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Using Captured Data Dwords

Captured data dwords can be used in creating events for data that match the captured
dword(s), or in creating actions to substitute the captured dword(s) into the data

stream.

To create an event using the captured dword, in the Event Properties menu, select
SAS Data Pattern (or SATA Data Pattern), and then select any of the 12 dwords
(Dword 0 Type through Dword 11 Type). The drop-down menu provides the choice
of a custom dword or any of the four captured dwords. If you select a captured dword,
the Value field beneath this selection is hidden (the Value field is only used for
specifying custom dwords). Note that choice of a mask and an offset are still available

when using captured dwords.

el
Type Propetties
- ATA Cammand Frame ;I Type Event B
[+ ATAFI Drezcription
- Bokh Links Up Count Randanly Mo
- CR(C Errar Counter Walue 1
- Dwyord Makcher Direction From Initiatar
-FI5 Frame Start of Frame SOF
- FI3 Type B Condition O 1
- Frame Type Dword 0 Type Cuztarn Dward
- Imwvalid 10bit-code Errar Diword 0V alue
- Links Speed 3G Dword 0 Pask, Captured Dward H0
- Links Speed 6G Captured Dward #1
Diwword 0 Offset Cantured Dvord H2
- QOB Signal — aptured Dwor
E1 Primitives B Condition 1 Captured Dword #3
E. Primitive Grou Dword 1 Type Eustom Dword
- SAS Primitive i Duword 1 %alue 0x00000000
SATHA Primitive Dwword 1 Mask 0=00000000
- Running Disparity Error Dword_'l_ Offset a
/%45 Data Pattern B Condition 2
- SATA Data Patkern Dword 2 Type Cuztarn Dword
& SCSI Diword 2% alue O=00000000
- GMP Frame Dword 2 Mask (=00000000
- 55F Frame Diwword 2 Offset a 1
- Timer =
. Trigger Input _| ||Dword O Type

OF | Cancel

Figure 327 Using a Captured Dword in a SAS Data Pattern
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Captured data dwords may also be used in the Substitute Data Dword test state
action. From the Action Properties screen, choose Substitute Data Dword and then
select the Substitute for property. A drop-down menu is provided (see below) that
allows the choice of a custom dword or any of the four captured dword registers.

Elm:tiun Properties

Tvpe

- Beep
- i_apture Data Cword
[+ Inject

[+]- Lirk

- MonitorfCounk

- Remove

- Skop Scenario

[=]- Subskituke

- Data Dword

- with SAS primitive

= ] 3
Properties
Type Action
Dezcription
Fandam Mo

Ewery Mth occumence
b omitord Count

Substitute For
Pattern Field M ame
Pattern Field ¥ alue
Pattern Field Mask
Recalculate CRC

1
Mot monitored
Cuztorn Dword

Captured Dwaord 80
Captured Dward #1
Captured Dwaord #2
Captured Dword #3

Lo ith SATA primitive
- Trigger Cukpuk

Substitute For

(o] 4 | Cancel I

P

Figure 328 Using a Captured Data Dword in Substitute Dword Test Action

Summary of Scenario Creation

Step 1
Step 2

Step 3
Step 4
Step 5

The suggested process of creating and executing a scenario is as follows:
Create a scenario in the main library.

Copy the scenario from main library to a device library by drag-and-drop with
a mouse. (Each device library is associated with a specific Infusion device.)

Download all scenarios in the device library to a Infusion device.
Select the scenario in the device library that you want to run on the device.

To run the scenario, click the Start Scenario button from the Device Library
toolbar. The device starts to monitor/modify traffic.

Note: Step 1is described in detail for each example in following sections. Steps
2 to 5 are described in detail at the end of this chapter.
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Creating Global Rules

This section gives examples for creating the Global Rules area of a scenario. Recall
that the Global Rules area defines a single test state. The Global Rules do not have
the capacity for multiple states, so that area of a scenario cannot change state.

In terms of Infusion testing, a state defines test “behavior.” In this context, behavior is
“waiting” for an event and responding with an action or set of actions that happen
simultaneously.

Keep in mind that a test state you implement with the Global Rules operates in parallel
with the active test state of each sequence in the scenario.

In effect, Infusion lets you do up to three line tests at the same time. You can do one
test with the Global Rules and a separate test with each sequence you create. You
can have up to two sequences in a scenario.

The following table summarizes the Global Rules examples that follow.

Global Rules Examples

Example | Description

1 Creating a single event and action (removes a primitive).

2 Creating a single event and action (replaces a primitive).

3 Creating a combined event (a logical OR association of multiple events) and an action.
4 Creating multiple triggers and actions.

5 Creating multiple actions on a single event.

6 Using timers.

263




Infusion Scenarios

Example 1: Creating a Single Event and Action that Removes a

Primitive

In this example, the Global Rules area of the scenario waits for each RRDY Normal
primitive from the initiator and removes it.

Step 1 Click the New Scenario button in the main library or one of the device libraries.

Step 2 In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change (see Figure 323 on page 253).

Step 3 In the Global Rules area, click the prompt to add an event.

4 Remove RRDY (Normal) * I X

Scenario is walid.

Skatus; Mok saved

Scenario Name: Remowe BEDY (Mormal)

Lescription: Wait for BEDY (Mormal) and remowve it.

Direction for traffic changes: From Initiator

T Global Pules

=Click here to sddqsn Svant -

]

=Click here to add a sequencex

Faor Help, press F1

Step 4

Step 5

Step 6

Figure 329 Example 1: Adding an Event
The Event Properties dialog box appears (see Figure 324 on page 254).

In the Type column of the Event Properties dialog, choose
Primitive > SAS Primitive.

In the Type column in the middle of the dialog box, click Description if you
want to add a description of the event.

Click Direction to choose the direction of traffic to monitor for the selected
event (the default is From Initiator, which is what you want for this example).
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Step 7

Still in the middle column of the Event Properties dialog box, click Primitive to

display a drop-down menu that lets you choose the type of primitive for which
you want to wait in this scenario. In this example, it is RRDY (Normal).

g.Event Properties

Type

- Address Frame

- fny Dword

- AT8 Command

- &T4 Command Frame
- ATAPT

- Both Links Up

- CRC Error

- Dwword Matcher

- FIS Frame

- FIS Type

- Frame Type

- Inwalid 10bit-code Ervor
- Links Speed 3G

- Links Speed &G

- 0B Signal

- Primitives

- Primitive Group
-~ SRS Primitive
i SATA Primitive

- Running Disparity Error
- 5A5 Data Pattern

S8 TH Data Pattern

- 5C50

- SMP Frame

- 55P Frame

- Timer

- Trigger Inpuk

Properties

=10

Type
Diescription
Count Randamly
Counter ¥ alue
Diirection

Frimitive

Ewent

Mo
1
Fram Initiator

I

SOF
EOF

SOAF

EQ&F

ALIGN (0]

ALIGN [1]

ALIGN (2]

ALIGN (3]

MOTIFY [EMABLE SPINUP)
NOTIFY [POWER LOST EXPECTED)
NOTIFY [RESERVED 1)
NOTIFY [RESERVED 2)

ACK

MAK [CRC ERROR)

MNAK [RESERWED 0)

MNAK [RESERVED 1)

MAK [RESERVED 2)
CREDIT_BLOCKED

RRDY [NORMAL]

RRDY (RESERVED 0)

RRDY [(RESERYED 1)

AlF [NORMAL]

&P [RESERWED 0)

&P [RESERVED 1)

&P [RESERVED 2)

AP (RESERVED WAITING ON PARTIAL]
AP (WAITING ON CONMECTION)
AP [w/AITING OM DEVICE]

| v

Primitive

Ok

| Cancel I

F

Figure 330 Example 1: Event Drop-Down List

Step 8
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Step 9 In the Global Rules area, click the prompt to add an action.

94 Remove RRDY {Normal) * [- x

Mo action specified For the event: 'RRDY (MORMAL) (Fram Inikistor)' in Global Rules, Click here to jump ko the p... | Status: Mok saved

Scenario Mame: Remowe RPDY (Normal) A

Description: Wait for BRRDY (HNormal) and remowe it.

Direction for traffic changes: From Initiator

Flobal Dules
] Wait for BEDY (NORMAL) (from Initistor)

=Click here to addqgn action>

o

<Click here to add a sequences

Faor Help, press F1
Figure 331 Example 1: Entering an Action
The Action Properties dialog box appears (see Figure 325 on page 257).

Step 10 Inthe Type column on the left, choose the action that you want to occur when
an RRDY is detected. In this example, it is the Remove action. In Infusion, a
Remove primitive action is implemented by replacing the primitive with an idle
data dword.

Step 11 Click OK to close the Action Properties dialog box.

4 Remove RRDY {Normal) - x

Scenario is valid,

Scenario Mame: PRemove BRDY (Normal)

Description: Wait for BRPDY (Normal) and remowve it.

Direction for traffic changes: From Initiator
Global Pules

Wait for BREDY (NOPMAL) (from Initiator)

then Remowve

“Click here to add a sequences

For Help, press F1

Figure 332 Examplel: Complete Scenario

Step 12 In the File menu, select Save Scenario to save the scenario.
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Example 2: Wait for a Primitive and Replace It with an Error

In this example, the Global Rules portion of the scenario waits for each RRDY Normal
primitive and replaces it with an ERROR primitive.

Step 1  Click the New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

Step 2 In the Global Rules area, click the prompt to add an event to display the
Event Properties dialog box.

Step 3  As you did in the previous example, choose RRDY (Normal) as the type of
primitive to monitor.

Step 4 In the Global Rules area, click the prompt to add an action to display the
Action Properties dialog box.

Step 5 Inthe Type column on the left, choose Substitute >with SAS Primitive as the
action that you want when an RRDY (Normal) occurs.

Step 6 In the middle column of the dialog box, click Description if you want to add a
description of the action.

Step 7  Still in the middle column of the Event Properties dialog box, click Primitive to
display a drop-down menu that lets you choose the type of primitive for which
to substitute for RRDY (Normal) (see Figure 330 on page 265). Choose
ERROR.

Step 8 Click OK to close the Action Properties dialog box.
Step 9 In the File menu, select Save Scenario to save the scenario.

In this example, you set the substitution action to happen at every occurrence of an
RRDY (Normal) (as shown in the figure, the action is set for every occurrence).
However, you can set an action to happen at other multiples of event occurrence (for
example 5, 25, 1000 and so on). You also can set the action to happen at random,
within a specified number of event occurrences.

q Replace RRDY {(Normal) [- >

Scenario is valid.

Scenario Mame: Replace REDY (Normal)

Description: Wait for BERDY (Normal) and replace it with ERROER.

Direction for traffic changes: From Initiator
Global Bules

Wait for REDY (NOPMAL) (from Initiator)
then Substitute with ERROR

=Click here to add a sequencer

Faor Help, press F1

Figure 333 Example 2: Complete Scenario
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Example 3: Creating OR Conditions

In this example, the Global Rules area of the scenario waits for either of two types of
RRDY primitive and replaces them with an ERROR primitive.

This example includes a combined event (a logical OR association of two or more
single events). Here, the combined event consists of any occurrence of RRDY
(Normal) or RRDY (Reserved 0).

Step 1 Clickthe New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.
Step 2 In the Global Rules area, click the prompt to add an event to display the
Event Properties dialog box.
Step 3 As you did in example 1 of this chapter, choose RRDY (Normal) as the first
primitive that you want to monitor.
Step 4 Click the add combined event prompt to add a second event.
4 Replace RRDY (Mormal) or RRDY (Reserved 0) ¥ [ x

Mo action specified For the event: 'RRDY (MORMAL) (From Initiator)' in Global Rules, Click here to jump to the p...| Status; Mot saved

Scenario MName: Replace BRDY (Normal) or BREDY (Reserwved 0O) G

Description: Wait for REDY (Normal) or BRDY (Reserwved 0) and replace with ERROR.

Direction for traffic changes: From Initiator

Global Bules
Cj Wait for BEREDY (NOPRPMAL) {(from Initiator)
=Click here to add an action> {E

“Click here to add a sequences>

For Help, press F1

Step 5
Step 6
Step 7

Step 8

Step 9

Figure 334 Example 3: Entering the Second Event

The Event Properties dialog box appears.

Choose RRDY (Reserved 0) as the second primitive that you want to monitor.
Click OK to close the Event Properties dialog box.

In the Global Rules area, click the prompt to add an action to display the
Action Properties dialog box.

In the Type list on the left, choose Substitute SAS Primitive as the action that
you want when either RRDY Reserved 0 or RRDY Normal occurs.

Click OK to close the Action Properties dialog box.
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Step 10 In the File menu, select Save Scenario to save the scenario.

4 Replace RRDY {Mormal) or RRDY {Reserved 0)

Scenario is valid.

Scenario Name: Replace BPEDY (Normal) or BRDY (Reserwved 0)

Lescription: Wait for EBRDYT (Normal) or BEDY (RBeserwved 0) and replace with ERROER.

Direction for traffic changes: From Initiator

Glohal Bules
WMait for REDYT (NOFMAL) (from Initiator)
OFR BEDY (RESERVED 0O) ({(from Initiator)

then Substitute with ERROR

RN ST TR T i, 5 [

For Help, press F1

Figure 335 Example 3: Complete Scenario
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Example 4: Multiple Triggers and Actions

In this example, the Global Rules area of the scenario waits for two events, each of
which triggers a different action.

Step 1  Click the New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

Step 2 Asyoudid in example 2, choose RRDY (Normal) as the first event to monitor,
and substitute with the SAS primitive ERROR as action.

Step 3  Inthe Global Rules area, click the prompt to add the next event (keep in mind
this is not a combined event).

q RDDY (Mormal) & RDDY (Reserved 0) Test 1 * [- >
Scenario is valid. ‘ Status: Mot saved
Scenario Name: EBDDYT (Normal) & BDDY (Reserwed 0) Test 1 i

Description: PReplace BDDY (Normal) w/ERROR. If BDDY (Reserwed 0), Inject BD Error

Direction for traffic changes: From Initiator

Global Bules
Wait for REDY (NOPMAL) (from Initiator)

then Substitute with ERROR

b

=Click here to add a sequencer

For Help, press F1
Figure 336 Example 4: Entering Second Event
The Event Properties dialog box appears.

In this example, there is a parallel set of events, but each event is associated with its
own action. In a combined event, there is a parallel set of events sharing the same
action.

Step 4  Using the drop-down menu, choose RRDY (Reserved 0) as the second event
to monitor.

Step 5 Click OK to close the Event Properties dialog box.
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Step 6

In the Global Rules area, click the prompt to add an action to be triggered by

the RRDY (Reserved 0).

q RDDY (Mo

mal) & RDDY (Reserved 0) Test 1 *

[ x

Mo ackion specified For the event: 'RRDY (RESERYED 0) (From Initiakor)' in Global Rules, Click here to jurmp bo k,..|  Skatus: Mot saved

Global

WMait

] Tait

=

Scenario Name: PFDDY (Norwal) & BDDY (Beserved 0) Test 1

Description: Replace PDDY (Normal) w/ERROR. If PDDY (Peserwed 0,

Y

Inject BD Error

Direction for traffic changes: From Initiator

Iules

for REDY (NORMAL) ifrom Iniciator)

then Substitute with ERROR

for RBEDY (BESEEVED 0) (from Initiator)

Click here to add an action>

For Help, press FL

Step 7

Step 8

Figure 337 Example 4: Entering Second Action
The Action Properties dialog box appears.

Use it to choose Inject RD Error as the action triggered by
RRDY (Reserved 0).

Click OK to close the Action Properties dialog box.

q RDDY (Mormal) & RDDY {Reserved 0) Test 1

Scenario is valid.

Scenari

Directi

Global

WMait

WMait

For Help, press F1

Step 9

o Name: PBDDY (Normal) & EDDYT (Reserwved 0) Test 1

Description: PReplace BDDY (Normal) w/ERROR. If BDDY (Feserwed 0,

Inject BI» Error

on for traffic changes: From Initiator

Pules

for REDY (MOPMAL) (from Initiator)
then Substitute with ERROER

for REDY (RESEDRVED 0) (from Initiator)

then Inject Punning Disparity Error

Figure 338 Example 4. Complete Scenario

In the File menu, select Save Scenario to save the scenario.
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Example 5: Multiple Actions on a Single Event

Step 1

Step 2

Step 3

4 ACK Test *

In this example, an event triggers a set of actions. The actions occur at the same time.
The device waits for an ACK from the initiator. When it occurs, the device beeps,
injects an RD error, and increments a counter monitoring for that event (ACK from
initiator).

Click the New Scenario button in the main library or one of the device libraries.

In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

As in previous examples, configure the first event and its response in the
Global Rules area. Choose ACK primitive as the event and Beep as the action.
From the Action Properties drop-down menu, enter 500 ms as the duration of
the beep.

Click the add another action prompt to add a second action.

X

Scenario is valid.

Status: Mot saved

)

Scenario MName: ACHE Test

Description: If ACK, beep, inject BD error, count

Direction for traffic changes: From Initiator
Global Pules

Wait for ACE (from Initiator)

thern Beep (500 m=s) J\b

=Click here to add a sequences F

For Help, press Fi

Step 4
Step 5

Step 6

Figure 339 Example 5: Entering the Second Action
The Action Properties dialog box appears.

Choose Inject RD Error as the second action.

Click the add another action prompt to add a third action.
The Action Properties dialog box appears.

Choose Monitor/Count as the third action.
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Step 7 Click OK to close the Action Properties dialog box.

4 ACK Test

Scenatio is valid,

Scenario Mame: ACK Test

Description: If ACK, beep, inject BD error, count

Direction for traffic changes: From Initiator

Global Dules
Wait for ACE (from Initiator)
then Beep (500 m=)
and Inject Punning Disparity Error

and Monitor/Count

For Help, press FL
Figure 340 Example 5: Complete Scenario
Step 8 In the File menu, select Save Scenario to save the scenario.

This example sets the counter to increment at each occurrence of an ACK
(every 1 ACK).

273



Infusion Scenarios

Example 6: Using Timers

In this example, the Global Rules portion of the scenario waits for an ACK primitive
from the initiator. Each time the device detects an ACK, it injects an RD Error into the
traffic stream. This state continues for a random period of time, not to exceed 1.790
seconds. After the time period has elapsed (timer times out), the scenario stops.

Although this example sets the timer for a random period, you also can set the timer
for known values (2 ms., 5 mins., 1 hr., and so on).

Step 1 Clickthe New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

Step 2  As in previous examples, configure the first event and its response in the
Global Rules area. Choose ACK primitive as the event and Inject RD Error as
the action.

Step 3  Click the prompt to add another event (keep in mind this is not a combined
event).

q IF ACK, Inject Error * (-4

Scenario is valid. Status: Mot saved

Scenario Mame: If ACE, Inject Error b

Description: Wait for ACE, inject error

Direction for traffic changes: From Initiator

Glokal Bules
WMait for ACE (from Initiator)

then Inject PBunning Disparity Error

b

=Click here to add a sequence:

For Help, press FL
Figure 341 Example 6: Entering the Second Event
The Event Properties dialog box appears.

Step 4 In the Type column on the left, choose Timer. Set the timer for random timing
with a maximum time limit of 1.790 seconds.

Step 5 Click OK to close the Event Properties dialog box.
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Step 6 Click the prompt to add an action to correspond with the second event.

4 If ACK, Inject Error - IF ACK, Inject Error * [

Mo ackion specified for the event: 'Random Timer (Max Time: 1,790 57 in Global Rules, Click here to jump toth... | Status: Mot saved

Scenario Mame: If ACE, Inject Error b

Description: Wait for ACE, inject error

Direction for traffic changes: From Initiator

Global Dules
Wait for ACE (from Initiator)
then Inject Punning Disparity Error
Cj WMait for Random Timer (Max Time: 1.790 =)

=Click here to add anjactionr

Rl

For Help, press F1
Figure 342 Example 6: Entering Second Action
The Action Properties dialog box appears.

Step 7 In the Type list on the left, choose Stop Scenario as the action that you want
after the timer has expired.

Step 8 Click OK to close the Action Properties dialog box.

4 IF ACK, Inject Error [- >

Scenario is valid,

Scenario MName: Tf ACE, Inject Error

Description: Wait for ACE, inject error

Direction for traffic changes: From Initiator

Flobal Bules
WMait for ACE (frowm Initiator)
then Inject Punming Disparity Error
Wait for Random Timer (Max Time: 1.730 =)

then Stop Infusion

For Help, press F1

Figure 343 Example 6: Complete Scenario
Step 9 In the File menu, select Save Scenario to save the scenario.
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Creating a Sequence

This section gives several examples for creating sequences. Recall that a sequence
can have multiple states, but only one state is active at any time. In other words, at
any point in time, a sequence “waits” for one event (or combined event) and responds
with the corresponding action or set of actions when the event occurs.

A sequence is more powerful than Global Rules, because you can create branching or
looping test logic with a sequence.You can include up to two sequences in a scenario,
but each is completely independent of the other. There is no branching or other
interaction between the two, except through the Restart All Sequences action.

You must follow some simple rules when creating sequences:

Sequence Rules

You can use only two branch actions per state.

When you specify actions for a state, you can only use two instances of Branch to an Existing
State or Branch to a New State. If you try to use more than two, a red error message appears in the
status area of the application that says “Too Many Actions.”

You can use only one restart sequence action per state.

When you specify actions for a state, you can only use one instance of Restart Current Sequence
or Restart All Sequences. If you try to use more than one, a red error message appears in the
status area of the application that says “Too Many Actions.”

You can use a maximum of 255 states per sequence.
If you try to use more than 255 states, a red error message appears in the status area of the
application.

The following table summarizes the examples that follow.

Sequence Examples

Example | Description

7 Creating two sequences and Global Rules: This scenario has two objectives that
you implement with Global Rules and two sequences. 1) You use Global Rules to
replace any of three types of primitives. 2) You use two sequences to detect the order
in which a type of frame is received from initiator and target.

8 Creating a sequence with many states #1: The objective of this scenario is to detect
an incorrect order of primitives and to cause the device to beep when it happens. You
implement this scenario with a single five-state sequence.

9 Creating a sequence with many states #2: This scenario is an enhancement of
example 8. In this scenario, the objective is to detect an incorrect order of primitives, fix
it, and cause the device to beep when this happens. As with example 8, you implement
this scenario with a single five-state sequence.
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Example 7: Creating Two Sequences and Global Rules

In this example, Global Rules substitute an Align (0) primitive for each of the following
received from the initiator: Align (1), Align (2), and Align (3). As a separate test
operation, two sequences determine the order in which each Identify Address frame is
received from initiator and target.

The following tables summarize the logic implemented by each of the sequences.
Example 7: Logic of Sequence O

State Description

State 0 If Address Frame is detected from initiator, go to State 1;
otherwise, continue to check incoming frames (do not change state).

State 1 If next Address Frame detected is from target, beep 1 second.

Example 7: Logic of Sequence 1

State Description

State 0 If Address Frame is detected from target, go to State 1;
otherwise, continue to check incoming frames (do not change state).

State 1 If next Address Frame detected is from initiator, beep 2 seconds.

There is no interaction between the two sequences. Each of them operates
independently (and is independent of the Global Rules). However, the two sequences
complement each other with their logic. In this sense, they both combine to implement
a test objective.

Step 1 Clickthe New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

Step 2  As in previous examples, create the Global Rules area.

Step 3  Click the prompt to add a sequence. Prompts for the sequence appear
beneath the Global Rules area. You create a sequence one state ata time. The
application numbers states consecutively from 0 up (1, 2, 3, and so on).

New Scenario 0+ | 1 b X

Scenario is valid. ‘ Status: Mok saved

Bcenario Name: MNew Scenario 0O

Direction for traffic changes: From Initiator

T Global Pules

=Click here to add an event:=

=Click here to add a sequences=

Figure 344 Example 7: Adding a Sequence
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By default, the name of the first sequence in a scenario is Sequence 0. The name of
the first state is State 0. To change the name of a sequence or state, or to associate a
description with it, click the name of the sequence or state. A dialog box appears that
allows you to enter that information.

Note: The description does not appear on screen, but you can bring it up by
clicking the name of the sequence or state.

Step 4 In the State O area, click the prompt to add an event.

MNew Scenario 0 * | 4 pF X

Scenario is walid, Skatus: Mot saved

Scenaric Name: New Scenario 0O

Direction for traffic changss: From Initiator

T Global Bules

“Click here to add an event>

Sequence 0
State 0

“Click here to ﬁ'ﬁ,qi an ewventr

Figure 345 Example 7: Adding an Event for the First State
The Event Properties dialog box appears.

Step 5 In the Event Properties dialog box, select Address Frame as the event.
Step 6 Click OK to close the Event Properties dialog box.
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Step 7 Inthe State O area, click the prompt to add an action.

Mew Scenario 0% | 4 F X

Mo action specified for the event; 'Address Frame [0x00- IDEMTIFY]:..." in Sequence 0, State 0. Click here to jump ko the pro,.. | Skakus: Mot saved

Scenario Name: New Z2cenario 0O

Direction for traffic changes: From Initiator

T Global Pules

=Click here to add an event=

Segquence 0
Btate 0
Cj Wait for Address Frame [0x00- IDENTIFY]:
FO addressFrameType Walue [4 Bits]: [0x00- IDENTIFY], Mask: 0OxF,
(From Initiator)

=Click here to add anqgction>
T

Figure 346 Example 7: Adding an Action for the First State
The Action Properties dialog box appears

Step 8 For the action, select Branch to > New State.
Step 9 Click the OK button to close the Action Properties dialog box.
This saves the action and automatically creates an area for State 1 in the scenario.

Step 10 In the State 1 area, click the prompt to add an event. The Event Properties
dialog box appears.

Step 11 Choose the Address Frame event. In the Direction column, select
From Target (you want State 1 to trigger on an Identify Address frame
received from the target).

Step 12 Click OK to close the Event Properties dialog box.
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Step 13 Click the prompt to add an action for State 1.

New Scenario 0 * |

Infusion Scenarios

4B X

Mo action specified For the event: 'Address Frame [0x00- IDEMTIFY]:..." in Sequence 0, Skate 1. Click here ko jump to the pro... | Status: Mot saved

Scenario Name:

New Scenaric O

Direction for traffic changes: From

T Flobal Bules
=Click here

to add an ewvent:

Sequence 0
State 0

- Wait for

- then

E State 1
O - Mait for

Address Frame [Ox00-
FO AddressFramsType
(From Initiator)

Branch to 'State 1

Address Frame [Ox00-

FO AddressFrameType Valus [4 Eits]:

(From Target)

Initiator

IDENTIFY]:

Walus [4 Bitcs]:

IDENTIFY]:

o “Click here to add spn actions

B

[0x00- IDENTIFY], Mask:

[0x00- IDENTIFY], Mask:

oxF,

OxF,

Figure 347 Example 7: Adding an Action to the Second State

The Action Properties dialog box appears.

Step 14 In this example, you enter the action Beep, and you set the duration of the
beep for 1 second.

Step 15 Click OK to close the Action Properties dialog box.
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Step 16 You are finished creating the first sequence. Click the add another sequence
prompt to create an area in the scenario for the second sequence
(Sequence 1).

Mew Scenario 0 * |

14k

o

Srcenatio is valid,

Skatus: Mok saved

Scenario Name:

T Flobal Bules
=Click here

New Scenaric O

Direction for traffic changes: From

to add an ewvent:

Sequence 0
State 0

- Wait for

- then

E State 1
- Wait for

- then

Address Frame [Ox00-
FO AddressFramsType
(From Initiator)

Branch to 'State 1

Address Frame [Ox00-
FO AddressFramsType
(From Target)

Ezep (1 =)

0

Initiator

IDENTIFY]:

Walus [4 Bitcs]:

IDENTIFY]:

Walus [4 Bitcs]:

[0x00- IDENTIFY], Mask: OxF,

[0x00- IDENTIFY], Mask: OxF,

Figure 348 Example 7: Adding a Second Sequence

Step 17 Create two states in the second sequence with the characteristics shown in the
following table.

Example 7: States for Second Sequence

State Event Action
0 Address Frame from Target Branch to State 1
1 Address Frame from Initiator Beep for 2 seconds.
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Step 18 In the File menu, select Save Scenario to save the scenario.

New Scenario 0+ |

Infusion Scenarios

L |

Scenario is valid.

Skakus: Mot saved

Sequence 0 =
State 0O
— Wait for Address Frame [0x00- IDENTIFY]:
FO AddressFrameType Walues [4 Bits]: [0x00- IDENTIFY], Mask: OxF,
(From Initiator) <Click here to add conbined events
F then Branch to 'Btate 1' <Click here to add anobther actions
- =Click here to add another ewvent:
= State 1
E Wait for Address Frame [0x00- IDENTIFY]:
FO AddressFrameType Walues [4 Bits]: [0x00- IDENTIFY], Mask: OxF,
(From Target) <Click here to add combined svents
- then Beep (1 =) <Click here to add another action=
- =Click here to add another ewvent:
L =Click here to add another state=
Bemquence 1
State 0O
— Wait for Address Frame [0x00- IDENTIFY]:
FO AddressFrameType Walues [4 Bits]: [0x00- IDENTIFY], Mask: OxF,
(From Initiator) <Click here to add conbined events
F then Branch to 'Btate 1' <Click here to add anobther actions
- =Click here to add another ewvent:
= State 1
E Wait for Address Frame [0x00- IDENTIFY]:
FO AddressFrameType Walues [4 Bits]: [0x00- IDENTIFY], Mask: OxF,
(From Initiator) <Click here to add conbined events
- then Beep (£ =) <Click here to add another action=
- =Click here to add another ewvent:
L =Click here to add another state=
“Click here to add another sequences
-
—

Figure 349 Example 7: Sequence Area of Scenario
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Example 8: Creating a Sequence With Many States #1

In this example, a five-state sequence detects if a group of primitives is received
out-of-order from the initiator. The expected order is: Align (0), Align (1), Align (2),
Align (3). If this scenario detects any other order of these primitives, it causes the
device to beep and the scenario to restart.

This example is designed to give you an idea of the powerful logic that you can
implement with sequences.

Note that the states in this sequence have been renamed (do not have their default
names). The following table summarizes the sequence logic.

Example 8: Logic of Sequence 0

State Description

Wait for Align (0) When an Align (0) is received, go to Wait for Align (1).

Wait for Align (1) If an Align (1) is received next, go to Wait for Align (2);
otherwise, go to Indicate Error.

Wait for Align (2) If an Align (2) is received next, go to Wait for Align (3);
otherwise, go to Indicate Error.

Wait for Align (3) If an Align (3) is received next, restart test;
otherwise go to Indicate Error.

Indicate Error Indicate error and restart test.

Step 1

Step 2

Click the New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

As in previous examples, create the five states for this sequence.
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Step 3 In the File menu, select Save Scenario to save the scenario.

4 Align Test [ | FileLibrary - = B X

Scenario is valid, | E .

Scenario Name: 2lign Test

Scenarios

Description: Detect incorrect order of Aligns, and beep when it happens

B sequencersen.

Direction for traffic changes: From Initiator . Align Test

B Gequencerexa..
T Global Rules

=Click here to add an event=

Segquence 0
Wait for Align0
= Wait for ALIGH (0) (from Initiator)

o then Branch to 'Wait for Alignl'

= Wait for Alignl

E Wait for ALIGH (1) (from Initiator)
o then Branch to 'Wait for Alignz'
=] Wait for ALIGH (0) (from Initiator)
OFR ALIGHN (&) (from Initiator)
OF ALIGHN (3) (from Initiator)

- then Eranch to 'Error Detected'

E Wait for Aligmn?
= Wait for ALIGH (2) (from Initiator)

o then Branch to 'Wait for Align3'

OF ALICGHN (1) (from Initiator) hd File Libr... | File Libr...

ITI Wait for ALIGH (0) (from Initiator)

For Help, press F1

Figure 350 Example 8: Top Half of Scenario
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q Align Test

Scenario is walid,

File Library -c = B X

DEOS

WMait for AligmZ

] Wait for ALIGN (Z) (from Initiator)

=] Wait for ALIGH (0) (from Initiator)
OR ALICN (1) (from Initiator)
OR ALICN (2} (from Initiator)
- then Branch to 'Error Detected'

- =Click here to add ancther event>

= WMait for AligmZ

E Wait for ALIGN (32} (from Initiator)
- then Eranch to 'Wait for Aligund’
=] Wait for ALIGH (0) (from Initiator)
OR ALICN (1) (from Initiator)
OR ALICN (Z) (from Initiator)
- then Branch to 'Error Detected'

- =Click here to add ancther event>

= Error Detected

E Wait for Any Dword (frowm Initiator)
then Beep (500 ns=)

- and Branch to 'Wait for Alignd'

- =Click here to add ancther event>

- =Click here to add another states

- then Eranch to 'Wait for Aligm3!

=Click here to

add combined ewvent:

“Click here to add ancther action:

=Click here to

add combined ewvent:

=Click here to

add ancther action=

=Click here to

add combined ewvent:

“Click here to add ancther action:

=Click here to

add combined ewvent:

=Click here to

add ancther action=

=Click here to

add combined ewvent:

“Click here to add ancther action:

Scenarios -

. Sequencers ex...

B Align Test

. Sequencer exa...

-

File Libt... | File Libr...

For Help, press F1

Figure 351 Example 8: Bottom Half of Scenario
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Example 9: Creating a Sequence With Many States #2

In this example, a five-state sequence not only detects if a group of primitives is
received out-of-order, but it fixes any incorrect order. The logic is similar to that of
example 8 with a few small changes. The following table summarizes each state.

Example 9: Logic of Sequence 0

State

Description

Wait for Align (0)

When an Align (0) is received, go to Wait for Align (1).

Wait for Align (1)

If an Align (1) is received next, go to Wait for Align (2);
otherwise, replace primitive with Align (1) and go to Indicate Error.

Wait for Align (2)

If an Align (2) is received next, go to Wait for Align (3);
otherwise, replace primitive with Align (2) and go to Indicate Error.

Wait for Align (3)

If an Align (3) is received next, restart test;
otherwise, replace primitive with Align (3) and go to Indicate Error.

Indicate Error

Indicate error and restart test.

Step 1 Clickthe New Scenario button in the main library or one of the device libraries.
In the Scenario Properties dialog, enter the scenario name, description, and
direction of traffic change.

Step 2  As in previous examples, create the five states for this sequence.
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Step 3 In the File menu, select Save Scenario to save the scenario.

4 Fix Aligns Test

IF ¥ FileLlibrary-c ~ 3 X

Srcenatio is valid,

EEN=y= I

Scenario Name:

For Help, press F1

Fix Aligms Test SCenarios
Description: Detect incorrect order of Aligns, FIX IT, and beep when it happens . Sequencers ex.
Direction for traffic changes: From Initiatar . Align Test
T Flobal Bules
=Click here to add an event:
Sequence 0
WMait for Alignl
= Wait for ALIGHN (0) (from Initiator)
= then Branch to 'WMait for Alignl'
= Wait for Timer (100 us)
- then Branch to 'Error Detected’
- WMait for Alignl
E Wait for ALIGH (1) (from Initiator)
= then Branch to 'Mait for Alignz'
= Wait for ALIGH (0) (from Initiator)
Ok ALIGHN (2) (from Initiator)
Ok ALIGHN (3) (from Initiator)
then Branch to 'Error Detected’
- and Substitute with ALIGH 1)
[T] Wait for AligmZ 3
< > File: Libr .. | File Libr. ..

Figure 352 Example 9: Top Half of Scenario
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4 Fix Aligns Test [ | FileLibrary - = B X
Scenario is walid, o e ﬁ .
4| Srenarios | -
Wait for Alignz B sequencersen.
= Wait for ALIGH (2) (from Initiator) =Click here to add conbined ewvents . .-’-‘«Iign Test
o then Branch to 'Wait for Align3' <Click here to add another actions . Fi:-t.l’-‘«ligns Test
=] Wait for ALIGH (0) (from Initiator)
OF ALIGHN (1) (from Initiator)
OF ALIGHN (3) (from Initiator) =Click here to add conbined events
then Eranch to 'Error Detected'
- and Substitute with ALIGH (Z) <Click here to add ancother acbions
o =Click here to add another event:=
= Wait for Align3
E Wait for ALIGH (3) (from Initiator) =Click here to add conbined ewvents
o then Branch to 'Wait for Aligni' <Click here to add another actions
=] Wait for ALIGH (0) (from Initiator)
OF ALIGHN (1) (from Initiator)
OF ALIGHN (2) (from Initiator) =Click here to add conbined events
then Eranch to 'Error Detected' B
- and Substitute with ALIGH (3) <Click here to add ancother acbions
o =Click here to add another event:=
= Error Detected
E Wait for Any Dword (from Initiator) <Click here to add combined ewvents
then Beep (500 m=s) D |
o atid Branch to 'Wait for Aligni' <Click here to add another actions
o =Click here to add another event:= -

<_ |

3

W

l File Libr...l File Libr...J

For Help, press F1

Figure 353 Example 9: Bottom Half of Scenario
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Downloading Scenarios

Step 1

Step 2

Step 3

Step 4

Step 5

After you have created a scenario, you need to download it to the Infusion device for
execution.

If you use a general library as a scenario archive, then the process of creating and
downloading a scenario is as follows:

Open the general library (Main library or a File library). Scenarios in the library
are listed in the Main Library window.

Open the Device Library window by clicking the Show Device Library button
on application toolbar.

Open the Device Library for the device to which you want to download a
scenario or scenarios. You can open the device library in two ways: by clicking
the Device Library icon in the device list window or by double-clicking the
device name.

Copy the scenario from general library to device library by dragging it with the
mouse.

Download all scenarios in the device library to the Infusion device. To do so,
click the Download all Scenarios button on the Device Library toolbar
(second button from left).

Running Scenarios

Step 1
Step 2

If you use a general library as a scenario archive, then the process of executing a
scenario is as follows:

Select the scenario to run by clicking it.

To run the scenario, click the Run Scenario button on the Device Library
toolbar (second button from the right). The Infusion device then begins its
session.
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Appendix A

Creating a Pattern Generator File

You can use any text editor or word processor to create a
pattern generator file (*.spg), using the following conventions:

Keywords
e ALIGN
e CONT
- DMAT
- EOF
e HOLD
« HOLDA
« PMACK
« PMNAK
 PMREQ P
 PMREQ_ S
* R ERR
« RIIP
+ R OK
+ R _RDY
e SOF
e SYNC
e« WTRM
e X RDY
e XXXX
« LOOP
e Enable
» Disable
e Host
* Device
e Scramble
* Role

- END_OF FILE

Comment Format
[*Comment text*/

Primitive Definition Format

To add an ALIGN primitive, use ALIGN or 27.3 10.2 10.2 K28.5
To add a CONT primitive, use CONT or 25.4 25.4 10.5 K28.3

Loop Definition Format

You can write a defined pattern into memory repeatedly by enabling a loop.
Loop definition allows either “Enable” or Disable”.
To enable looping, use: Loop=Enable
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Scramble Definition Format

Scramble definition allows either “Enable” or Disable”.
To enable scramble, use: Scramble=Enable

Role Definition Format

To specify SATA hardware role, use: Role=Host or Role=Device

END_OF_FILE Definition

A pattern generator file must include END_OF_FILE as the last statement in the file.

Example Pattern Generator File
Figure 354 illustrates a typical Pattern Generator file.

S SET DEVICE BITS. . %S

/¥Device%/

23.2 23.2.21.5 K28.3 X _RDY™ /S
23.2 23.2.21.5 KZ8.3 SEX_RDY® /S
25.4 25.4.10.5 K28.3 SHCONT Y/

23.1 25.1 21.5 K28.3 SHS0F%/
00 50 40 Al

EO 00 00 00

21.6 21.6 21.
24.2 24.2 21.
24.2 24.2 21.
25.4 25.4 10.

K28.
KZ8.
K28.
K28.

SYEQOFY /
S HWTRM™ S
SEWTRMY /
JHCONT ¥/

mmunuaun
[FAR PR PN RPN

21.5 21.5 21.
21.5 21.5 21.
25.4 25.4 10.

KZ28.
K28.
K28.

SHSYNCH /S
SHSYNC¥*/
SHCONT™/

wn s
[FNRPNEPN]

Role=Device

Loop=Enable
scramble=Disahle
END_OF_FILE

WA ORI ) 4
I

Figure 354 Example Pattern Generator File *spg
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China Restriction of Hazardous Substances Table

The following tables are supplied in compliance with China’s Restriction of Hazardous
Substances (China RoHS) requirements:

BEEEEPEN TE

$H F i® ireE R ZEFE
R EFE {Pb) Hg) (Cd) (cr™) (PEE) (PEDE)
PCBAs X 0 X X X X
1.3 08 1 0 0 X 0 0 0
zBH 0 0 X 0 0 0
SR 0 0 0 0 X X
EB.iE X X X 0 X X
EERERS X ] X 0 X X
FiFs = EE) 0 0 0 0 X X
EL&AE 0| X 0 X 0 X X
FLRENAE) X 0 X 0 X X
BT SEHIE A 4R (N ) X 0 X 0 0 0
SMEFERE (RN X X X 0 X X
Fkons, X 0 b4 0 X X
O: EHIEASE EDRTIESAAERRMEHPHNEE T SITI6 2006 FREENIFEER T T.
X ERIEESEEDRE IR HNE R P RS ERT sITI363 2006 tRENT IR EEH .

EFUP (A48 R0 ¥ A et ) 5 H E154
BE: sBEEIHWERE

EE: 5% - o A AHEE (i
EE: EE200034

Toxic or Hazardous Substances and Elements
Hexavalent Polybrominated | Polybrominated
Lead Mercury | Cadmium | Chromium Biphenyls Diphenyl Ethers

Part Name (Pb) (Hg) (Cd) (Cr*) (PBB) (PRDE)
PCBAs X 8] X X X X
Mechanical Hardware 0 0 X O 0 0

Sheet Metal 8] 8] X 0 0 0
Plastic Parts [0} [0} 8} 0] X X

Power Supply X X X 8} X X

Power Cord X O X 8] X X
Protective Case (if present) ] 8] (0] 0 X X

Cable Assemblies (if present) X 0 X o X X

Fans (if present) X (8] X 8] X X

AC Filter/Fuse Assy (if present) X 8]} X 8} 0] 0]

Ext Power Supply (if present) X X X 0 X X
Probes (if present) X (o] X o] X X

O: Indicates that this toxic or hazardous substance contained in all of the homogeneous materials for this part is below the

limit requirement specified in SJ/T11363-2006.
X: Indicates that this toxic or hazardous substance contained in at least one of the homogenous materials used for this part
is above the limit requirement specified in 81/T11363-2006.

EFUP {Environmental Friendly Use Period) Use Conditions:
Temperature 3C to 40C
Humidity 3% to 95% max RH (non-condensing)
Altitude Up to 2000 meters
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A C
absolute trigger 196 cables 2
Action 248 usage 7
action capture
counter 259 parameter 29
scenario 257 pre and post trigger 30
Action Properties dialog 258 Capture tab 21
Activate Device button 142, 148 Capture tab for Pattern 28
Activation 144 captured data 18
Active Device command 142 cascading 8
Add Pattern button 75 cascading STX-430’s & STX-460's 8
address frame 35 cell address 116
Address Frame Type Pattern dialog 35, 56 Choose Port Speed 68
Advanced button 106 Choose SATA Signature Content 136
Advanced Host Settings 111 Clock check 233
Advanced Initiator Settings 106 Clock ports 8
Advanced Mode 16, 71 Close Connection Definition 128
Advanced Settings 140 Close Connection dialog 128
Affiliation 94 Close Connection Setting 93, 99
affiliation setting 94 Code violation and Disparity 126
ALIGN Transmission Period 68 Code Violation and Disparity error 130
Analysis Project dialog 24 Code violation and Disparity error 95, 101, 133
analyzer Code Violation and Disparity errors 137
connecting 6 Code violation and Disparity errors 124
analyzer overview 1 Collapse All 156
Analyzer Settings section 68 color 195
Any Trigger mode 45 column
application overview 16 hiding 228
Asynchronous signal recovery 112 rearrange 152
ATA Command 79 resize 152
ATA Command Pattern dialog 51, 62 column content
ATA Command Report 211 filtering 226
ATA Commands Error Setting dialog 132 sorting 228
ATA Commands icon 132 Column View 18
ATAPI Pattern dialog 52 column view 152
Auto Run 5, 67 Combined Event 248
Auto Update LBA 99 Commands Error Setting dialog 129
Auto Update LBA check box 93 Comment Format 291
Autostop exerciser when Analyzer Stopped 104, compensate
110 for line loss 199
B compliance test 241
BIST (FIS) 42 Compliance Test dialog 241
bookmarks 184 components 2
finding 185 configuration 192
Break Link Recovery 244 Configuration menu 18
buffer Configuration menu (Infusion) 245
% full 164 Configure Device 245
bus condition report 211 Connection Management icon 127
Bus Conditions dialog 48 Connection Management Setting dialog 127
Buzzer check 238 Connection Rate 92, 98
Byte Order 155 CONT Usage 110

295



Count Randomly 259
counter
as data 117
Counter button 117
Counter Value 259
counters 259
crossover MiniSAS 7
Current License Configuration field 202
cursor position status bar 168
cursors
locating 183
positioning 183
timing 161
D
data 18
pattern 32
show 156
data block
counter data 117
custom pattern 116
defining 114
editing 116
editing as text 119
naming 115
random pattern 117
walking bit 118
Data Block dialog box 114
Data Block Edit menu 115
Data Block icon 87
Data Block Name list 119
data blocks 87
data format 156
Data Pattern dialog 32, 53
Data Pattern edit box 116
data report 18, 229
Data Report button 166, 229
Data View 18, 163
Data (FIS) 43
Decode Toolbar 171
Decode toolbar 18
Default Data Block button 114
DEFAULT.INFDB file 250
Defer Handshake 97, 102
Defer Handshake Errors 131, 135
Define different patterns for pre-trigger and post-
trigger data captures 21
Define Pattern dialog 116
defining patterns 64
Delay in HOLD Response 125
Delay in sending frame 95, 101, 130, 133
Delay instruction 86
Destroy Field of Frame 130, 134

Index

Device Activation 140
device emulation 122
Device Emulator 16
device emulator

settings 143
Device Emulator Settings dialog 143
Device Identifier dialog 88, 239
device library 251
Device Library window 251, 289
Device Selection dialog 14
DHCP 204
DHCP server 10
disparity indication 171
display

fonts 195
display Configuration 192
display configuration 192
display customization 193
display manipulation 150
DMA activate (FIS) 41
DMA setup (FIS) 41
Don’t care (Snapshot) 44
Don't check credit 101, 124, 130
Download Scenario command 245
downloading a scenario 289
Dword Matcher 256
E
Easy Mode 16, 19
Enable Tooltip box 196
END_OF_FILE Definition 292
Entire Memory 67
error

connection management 127
Error Injection 244
Error Injection tab 123
error message

startup 5
errors

SAS commands 132
Ethernet

connecting with 10
Ethernet port 3
Event 248
event

counter 259

scenario 254
Event button 83
example files 25
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exclude from capture filtering 172

Align 21 direction 173
Idles 21 filtering column content 226
Notify 21 Filtering menu 172

Find Device 239
Find Device button 240
Find New Device command 88
first burst 94
enable 100
FIS Pattern dialog 38, 55, 61

OOB Signals 21

patterns 29

Payload of Data Frame 21
RRDY 21

SATA_CONT 21
SATA_SYNC 21

XXXX 21 FIS Patterns dialog 34
Exclude Idle checkbox 29 FIS Report 219
exercise FIS Type dialog 37, 60

specific addresses 88
Expand All 156

FIS types 39

Floating License dialog 202

expandability 8 Frame button 82

Expanded Waveform View 162 Frame Length Error 95, 101, 124, 126, 130, 133,
Expand/Collapse all Layers button 166 137

Expansion Card Data Status or Clock Status frame settings

check 237
Expansion module 3
Expansion ports 8
Export command 90
Export to Excel button 222
External Trig In Setting 68, 203
External Trig Out Setting 68, 203
External Trig Setting 245
External Trig Setting dialog 203
external trigger 3, 68
External Trigger dialog 47
External Trigger Out 98
External Trigger out combo box 92
Extract Sample File dialog 91
F
features 3
field
show/hide 154
field list view 157
Field of Frame 96, 102
Field Settings 194
file library 250
File Manager 250
File menu (Infusion) 245
file type
definition 25
Fill reserved fields with 96
filter 172
by tag number 178
check condition 178
options 177
save setup 173
type 173
filter enable 182
filter idle 166, 182
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incoming ATI 97

incoming SCSI 102

outgoing ATI 95

outgoing SCSII 101, 130, 133
Frame Type 102

Frame Type Error 95, 101, 126, 130, 133

frames

hide 159
From Initiator 252
From Target 252
full screen

results display 168
G
General Errors dialog 123
general report 210
Generate Error On area 95
Generate Link Errors 125
Generate Periodic Error 124
Getting Started manual 2
Gigabit Ethernet interface 10
Global Rules 248

examples 263
Go To button 166
Go To Timestamp dialog 184
Goto Command 155
Goto instruction 84
Goto Response 154
grouping

by port 68
H
Handshake Error 97, 102, 131
Handshake Errors 135
hardware

run 23
hardware setup 6



Histogram View 18
histogram view 159
Host Emulator 78, 110
Host Emulator Port 109
Host Emulator Setting dialog 109
hub 10
I
Identify Error Setting dialog 126
Identify icon 126
If instruction 85
Ignore XRDY/RRDY sequence 125
Incoming Frame Setting dialog 102
Incoming Frame Settings 127, 131, 135
Incoming Frame Settings dialog 97, 131, 135
Incoming Open Primitive Response 94, 100
Infusion 18, 243
Infusion scenarios 247
initiator
add a frame 82
add an event 83
add ATA command 79
add program lines 79
add SCSI command 80
add SMP command 81
add Task command 81
adding commands 79
exercise specific addresses 88
program instructions 84
programming 78
Initiator Emulator 78, 104
Initiator Setting tab 103
Insert ATA Command button 79
Insert Event button 83
Insert Frame 96, 102, 131, 134
Insert Frame button 82
Insert Instruction button 84
Insert Primitive 96, 102, 125, 130, 133, 137
Insert SCSI Command button 80
Insert SMP Command button 81
Insert Task Command button 81
Install component selection 5
Installation CD ROM 2
installing the analyzer 5
Instruction button 84
Internet Protocol (TCP/IP) Properties dialog 11
Inter-reset Delay Settings 112
IP address 10
IP Setup 204
IP Setup dialog 204
iPass to SATA octopus Crossover cable 7
iPass to SATA octopus Straight cable 7
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J
Jammer 246
Jump to Next button 225
Jump to Previous button 225
Jump to Specific button 225
K
K-Codes 256
key sequences 77
keywords 291
L
label 86
lanes report 216
launching 14
Layers Toolbar 169
Layers toolbar 170
LCD display 4
LED check 238
LEDs 4

description 4
library 250

device 251

main 250
License Configuration 202
line condition 254
link errors

in target emulator 125
link layer

command interpretation 23
Link With Sample View 225
Load dialog 119
Local devices 14
Long Field Byte Count size box 196
Loop Definition Format 291
Loop End instruction 84
Loop Start instruction 84
M
MAC address 9
Main Library window 250
Main Toolbar 165
main toolbar 22
Main Window 19
Manual Trig 44
Manual Trig button 44
manual trigger 44
Marvel Chip check 234
memory check 232
Memory Size 67
MiniSAS 7
mini-SAS connectors 3
Move drop-down list 225
Multi Sequencer check box 76
Multilink Analyzer check box 9
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MUX Setting 69 performance report 218
MUX Setting dialog 69 Periodic Error 124
Muxing 69 Phy
N reset sequence and initiation 86
NCQ commands 147 PHY/Link layer settings 143
network 10 P10 Setup (FIS) 42
New Scenario button 252 PM Performance Report 221
New Scenario command 245 PM Statistic Report 220
No WTRM 125 port
normal zoom renaming 153
reset 168 show/hide 153
Notes tab 70 status 164
Number of Run text box 67 port alias 197
Number of Runs Each Test 233 Port Configuration 245
O port ID 153
OOB Signal Setting 140 Port Speed 68
OOB Signal Setting tab 107, 112 Port Status 18
Open Connection Definition 127 Post-Trigger Capture tab 30
Open Connection dialog 127 power management
Open Frame Setting dialog 93, 99, 127 device initiated 146
Open Library command 245 host initiated 146
operating system 5 Power Management Setting tab 113
order reorder pre-trigger 65
in results display 169, 170 data 67
Others Report view 212 Pre-Trigger Capture tab 30
Outgoing FIS Command Error 124 Primitive 135
Outgoing Frame Command Error 124 Primitive Definition Format 291
Outgoing Frame Setting dialog 101, 130, 133 Primitive dialog 31, 50
Outgoing Frame Settings 127, 130, 133 Primitive Manipulation 244
Outgoing Frame Settings dialog 95 primitive report 210
Outgoing Open Error 93, 99 primitive response timeout 68
output trigger 76 Primitive Type dialog 96, 102, 125
P Print Preview button 223
Packet Drop 244 program lines 79
Packet View 18, 149, 150 Program Manager Window 14
packing list 2 project
Partial Memory 67 examples 25
pattern file type definition 25
definition 64 notes 70
Pattern command 28 settings 66, 77
pattern definition project note 70
in sequential trigger mode 64 Project Settings tab 113
Pattern field 75 Project Tree 20
Pattern Generation file 104, 109 projects 25
Pattern Generator 103 protocol
pattern generator 103, 109 error mask 68
file creation 103 Protocol Analysis 19
Pattern Generator file Protocol Analyzer 16
example 292 Protocol Analyzer Initiator Emulator 16
pattern generator file 291 Protocol Error and Command Settings dialog 92
Pattern triggers 44 protocol error report 212
Payload Data drop-down combo box 87 protocol errors 33
Payload Size 143 Protocol Errors dialog 33, 54

Performance Report 217
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Q
Queue Settings dialog 105, 110

R
random data pattern 117
Random Error Injection 93, 98
rate matching 92, 98
Read/Write Command Report 217
read/write command report 216
Rec Analyzer command 245
record and play 90
register device to host (FIS) 39, 40
relative time display 23
Remote Connection Settings dialog 13
Remote devices 14
Remove Frame from sequence 95, 101, 130, 133
Rename Title of Port dialog 153
renaming port 153
Reset Link after link enable after 125
Response frame 154
Retain Error Injection Counters after Link Reset
125
Retry 98
Retry text box 93
Role Definition Format 292
Run All Tests Sequentially 233
run hardware 23
Run Pattern Generator button 103
Run Scenario button 289
running disparity 171
Rx/Tx Settings dialog 199
S
Sample File Name 67
Sample View link 225
Sample Viewer Configuration dialog 192
SAS Address Alias 198
SAS address report 215
SAS Commands icon 129
SAS data pattern 256
SAS Parameters window 45
SAS Protocol Suite 16
SAS4X cable 7
SATA data pattern 256
SATA Parameters window 46
SATA Protocol Suite 16
SATA Signature 136
SATA Signature dialog 136
SATA Signature Error Setting dialog 137
SATA Signature Errors 137
save
partial trace capture 24
trace capture 24
Save as Text button 222
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scenario 247

action 257

creation 262

downloading 289

event 254

overview 247

properties 252

running 289
Scenario Properties dialog 253
Scramble Definition Format 292
scramble/unscramble payload data 171
scrambling

disable 68
SCSI Command 80
SCSI Command Pattern dialog 59
SCSI Command report 214
SCSI commands

address display 23
SCSI Spec Assignment button 167
SDRAM or Exerciser RAM memory check 232
search 187

by tag 191

domain 189

for data pattern 188, 189

logic 189

SAS address 190

save setup 188

STP port 190

sub items 190
search direction 188
search from 188
search items 189
select

item for capture 31
Select Device dialog 11
selecting components for installation 5
self test 231
Self Test dialog 231
Send FIS 125
Send Hard Reset 125
Send stand-alone primitive 125
Sending ldentify Frame 126
separate systems 6
sequence 249

examples 276
Sequential Trigger mode 63
sequential triggering 63
Serial ATA (SATA) data transfers 1
Serial Attached SCSI (SAS) data transfers 1
session 258
set device bits (FIS) 40
Set Speed Negotiating error 141
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Set Time Stamp Origin 186
Set Timers dialog 76
Set Value of Field 134
Setting button 224
Setting dialog 224
settings

advanced mode 77
Settings button 95
Settings tab 66, 77, 139
Setup command 5
Setup IP command 204
show

all data in data field 156
Show Analyzer command 245
Show Data button 171
Show Device Library button 289
Show Device Library command 245
Show File Manager command 245
Show Library command 245
Show Output command 245
Show XXXX value 68
Show/Hide CMD packet

in results display 169
Show/Hide Command queue

in results display 170

Show/Hide Compare 2 Data Payloads button 163

Show/Hide DLLP packet

in results display 170
Show/Hide Field 154
Show/Hide Link Packet button 169
Show/Hide Physical Packet

in results display 170
Show/Hide Port 153
Show/Hide TLP packet

in results display 170
Show/Hide Transport Packet button 169
Sierra M6-4 Protocol Analyzer 1
Simulation Mode 15
Simulation Modes 14
SMP Command 81
SMP Command report 215
SMP frame 35
SMP Frame Pattern dialog 35, 57
SMP Transport report 213
Snapshot mode 44
SOAF, EOAF and CRC 126
Soft Reset dialog 62
software installation 5
software overview 16
software settings 200
SOF, EOF and CRC Errors 137
SOF, EOF and CRC errors 95, 101, 133
SOF, EOF & CRC Errors 125
SOF, EOF, and CRC errors 130

sorting column content 228
Specify when to send Signature 136
Speed Negotiation Setting button 104
Speed Negotiation tab 108, 141
Spreadsheet View 18
spreadsheet view 158
SSP Frame 36
SSP Frame Pattern dialog 36
SSP Frame Type dialog 58
SSP Transport Report 213
State 248
Static IP 204
statistical report
column setting 224
content (SATA) 209
options 209
save as text 222
Statistical Report toolbar 222
Statistical Report View 226
statistical reports 18
Statistics button 230
Stop Hardware button 44
Stop Initiator Exerciser instruction 86
Store Payload in Buffer 99
Store Payload in Buffer check box 93
STP Transport report 214
subnet 12
Symbol dialog 49
Symbol Notation button 171
T
Target
define 139
target emulation 121
Target Emulator 16
target emulator
media settings 139, 143
port selection 139, 143
settings 139
Target Emulator Settings dialog 139
target OOB signal setting 144
target power management 146
Target SAS Address block 88
target speed negotiation 145
Task Attribute 100
task attribute 94
Task Command 81
task command report 215
Terminate receiving frame 135
Termination
receiving frame 97
Test Result 232
Text View 18
text view 151
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relative display 23
Time Stamp Origin 186
Timeout Pattern dialog 47
Timeouts tab 107, 141
timer 46

setup advanced mode 76
Timer dialog 46, 63
timers 274
timing

cursors 161

measurement 161
tool bar 165
toolbar

layers 169
Toolbar command 165
Tools 231
Tools menu (Infusion) 245
Trace Capture 24

Trace Memory Status section 67

Traffic Monitoring 244
trigger

condition 75

external 47

manually 44

multi link 76

on address frame 56

on ATA command 51

on ATA command pattern 62

on ATAPI 52
on bus condition 48
on data pattern 53
on FIS 60
on FIS pattern 61
on pattern 45
on primitive 50
on protocol errors 54
on SCSI Command 59
on SMP Frame 57
on soft reset 62
on SSP Frame 58
on STP frame 55
on symbol 49
on timer 46
position in memory 67
setting advanced 75
setup 44
snapshot 44
trigger on
any ATA command 51
Trigger Source 98
Trigger Source combo box 92
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Trigger tab 44
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on timer sequential 63
order 64
triggering order 64
Tx Vout 199
Tx Vout & Preemphasis command 199
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unpacking 2
Update Sierra Device 245
Update Sierra Device dialog 203
Update STX Board Interface dialog 203
USB IP Setup 204
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User Defined Commands tab 138
user defined decoding 207
User Defined Decoding dialog 207
using the cursors 183
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View Setting button 168
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View Type toolbar 151
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Viewer Settings 196
views 18
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Wait for Any Frame 85
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Waveform Display 18
waveform display 161
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in results display 168
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